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Alarm Manager

Overview

The Business Communications Manager (BCM) contains an Alarm Service
that is used to monitor functions and events that may occur from components
running on the BCM. These alarms indicate faults or informational conditions
that may require resolution from the system administrator.

Examples of alarm conditions include:
e atelephony circuit on the system is down
e a service running on the BCM has been stopped by an administrator

Alarm information can be delivered by any of the following means:
e the Alarms Panel in the BCM Element Manager
e the Alarm Banner in the BCM Element Manager
e core telephony alarms show on the alarm set
e Simple Network Management Protocol (SNMP) traps for remote
management of faults
e LEDs on the BCM main unit
e an e-mail destination

You can manage alarms and alarm information by configuring alarm settings,
for example filtering alarms so that only the desired subset of alarms are
displayed in the BCM Element Manager Alarms Panel or sent as SNMP traps
administering alarms, for example acknowledging selected alarms and
clearing the alarm log.

All alarms that appear in the BCM Element Manager Alarms Panel are logged
in the alarms.systemlog file. This file is capped at 1 MB in size; when the file
reaches this size, a new alarms.systemlog file is started.

The BCM keeps the current file as well as three previous files. The file is also
capped and a new file is started when the BCM system is rebooted.

You can retrieve the alarms.systemlog files (the current file plus the three
previous files) from the BCM system using the Log Management utility in BCM
Element Manager (found under Administration, Logs). You can view the files
using the BCM Log Browser, which can be launched in Element Manager
from the File menu, then View Network Element Logs.
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Required Information

Before configuring the Alarm Service and Alarm Manager, the following
information is required:

e Which alarms should do you want to be alerted to

e How should an Administrator be notified of Alarms?

Flow Chart

The flow chart below shows a recommended order for configuring and viewing
system alarms.

Do you want to enable/disable each alarm, or use a Profile to
determine which alarms are sent to the various
destinations/displays?

Individual Alarms Use a Profile
N
N
Refer to the Enabling or Refer to the Setting Alarm Profiles
Disabling Selected Alarms for for Destinations/Displays section
Each Destination/Display of this guide.
section of this guide.
I =< AY |

[ Which destinations/displays do you want to view alarms on? ]

EM GUI E-Mail N SNMP Alarm Set (DN)
N
y \4 A \4
Alarms can be| |Refer to the| |Refer to the| |Refer to the
viewed in Element | | Setting the E-| | Configuring Specifying  the
Manager under the | | Mail Destination | | SNMP Trap | | Alarm Set section
Administration section of this| | Destinations of this guide.
tab, General | | guide. Alarms will | | section of this| | Alarms will be
folder, and Alarms | | be sent to an e-| | guide. Alarms will | | displayed on a
link. mail address. be sent to SNMP | | telephone.
software.

6 NN40011-031 Issue 1.2 BCM RIs 6.0



Alarm Manager

Configuration

Alarm banner

The Alarm Banner is situated on the bottom task bar of the Element Manager
interface.

* Exit

Task Navigation Panel

X cu By Copy @ Paste " WebPage J Validate Device &Dlsmnnact

] Refresh @ Auto-refresh

Configuration Administration | Rlake
23 General Time  © | Alarm Acked | Alarm 1D | Severity | Problem Description Companant
@ 2 Formation

User logon User=nnadmin Host ystemId=BCM;entit

635 Comp=CIM

Comp=_

@ Alarm Settings
@ SNMP Trap Destinatior
@ Service Manager
- @ Hardware Inventory
B+ System Matrics
- @ QoS Monitar
- @ UPS Metrics
- @ NTP Metrics
{3 Telephony Metrics

Formation User logon User=nnadmin Host
) information User logon User=nnadmin Host

omp=
omp=CIM
has been...
has been ...
omp=CTE

Core Telephony - "Loss of Frame" long term alarm threshg
re Telephony - "Lo
re Telephony - "Lo

Core Telephony - "Loss of Frame" long term alarm threshg
Core Telephony - "Loss of Signal” long term alarm thresh
User logon User=nnadmin Host

old has been... syste
long term alarm threshaold has been ...
has been ...

=3 Utilities re Telephony - "Loss of Frame” long term alarm threshold has been...
- @ BCM Monitor re Telephany - "Loss of Signal” long term slarm threshald has been ...
- @ Ping

re Telephony - "Loss of Frame” long term alarm threshold has been...
re Telephony - i
Core Telephony - "Loss of Frame" long term alarm threshold has been... syste
User logon User=nnadmin Host 865 Co ul

- @ Trace Route
- (@ Ethernet Activity
-~ @ Reset
- (@ Diagnostic Settings
- @ IP Set Port Details
[=1-) Backup and Restore
- i@ Backup
“- @ Restore
(-7 Logs .
=03 Softwars Management Clear Alarm Log I Reset Status LED
- i@ Software Updates
- @ Software Update Histe
L i@ Software Inventary

TAAAAAAAAAAAAAAAATATAATT

) information
i

K1 | r ¢
|Done. I L_col_mol_mo|__w:0 W Include ACKed alarms

' 1 Lm0 S Wi W Include ACKed alarms

The Alarm Banner is visible at all times, so you do not have to navigate to the
Alarms panel to view alarms. If you notice a change in alarm conditions in the
Alarm Banner, for example a red mark in the Critical category, you can
navigate to the Alarms Panel to view the actual alarm.

The Alarm Banner provides counts of Critical, Major, Minor, and Warning
alarms; Information alarms are not included. You can specify whether to
include acknowledged alarms in the Alarm Banner.

Each alarm severity counter has a graph, which represents a sample of the
last 20 polling intervals. The graph has a colour to indicate a data change.
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The colours are as follows:

e Green: There are no alarms of this severity, or there are alarms of this
severity but the count has decreased since the last polling interval.

e Yellow: There are alarms of this severity, but they are older than at
least 1 polling interval.

e Red: A new alarm has occurred since the last polling interval.

The BCM will scan for alarms every 30 seconds.

BCM Alarm Identification Numbers
You can view real-time alarm information using the Alarms screen in the BCM
Element Manager interface.

Alarms are generated by software components that are running on the BCM
system, and cover BCM services and applications.

Each component has a range of alarm IDs, so that each BCM alarm has a
unique alarm ID.

The Alarms can be viewed by selecting the Administration tab, opening the
General folder and clicking on the Alarms link.

= Web Page J Validste Device mniscnnne(t fé Refresh @ Auto-refresh

Pexce | % cor By oy ?(Paste

Task Navigation Panel
Al
Configuration Administration arms
General I Alarm Acked | Alarm Severity |
B ]

nformation
@ Alarm Settings

@ SNMP Trap Destinatior
@ Service Manager
- i@ Hardware Inventory
=+ System Metrics
- @ QoS Monitor
-~ @ UPS Metrics
- @ NTP Metrics
[#-{5) Telephony Metrics
-1 Utilitizs
@ BCM Manitor
i@ Ping
-~ @ Trace Route > 4150
- i@ Ethernet Activity
- i@ Reset Clear Alarm Log | Reset Status LED
- @ Diagnostic Settings

(R e e e e e e e |

41 critical Core Telephony - "Loss of 5i

Alarm Headings

Alarms I

Time | Alarm Acked I Alarm 1D Severity Problem Description Cormponert [0

2006-09-04 15:08:21 - 30200 information User logon User=nnacmin Host=10.1.1.21:1996 Comp=CIM Fystemic=BCM; ertitvld=BCMTRAINNG, ertity Subld=Sec
Rz T U200 INTormEton SErI0GON . CSer=nnackin Host=110.1 . amp= S SLEMIG=E, 2Ny SNy SLRI= 2 e CL

| 2006-09-04 14:03:54 i 30200 information Uszer logon User=nnadmin Host=10.1 1 424753 Comp=CIM systemid=BCh; entityd=BCMTRAINRG: ertitySubld=Sec

Time - the date and time of the alarm

Alarm Acked tick box - indicates whether the alarm has been acknowledged
in the BCM Element Manager

Alarm ID - the unique alarm ID associated with the alarm

Severity - the severity of the alarm (Critical, Major, Minor, Warning, and
Information)
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Problem Description - a description of the alarm condition

Component ID - the process that has generated the alarm, in a 3-part format.
The component ID always identifies the system as a BCM, includes the name
of the system that generated the alarm, and identifies the component that
generated the alarm. In this way, remote monitoring stations can easily
identify what type of system generated an SNMP trap and which system
generated the trap.

Alarms are, sorted by date and time by default, with the newest at the top of
the table. The Alarms table displays from 100 to 1000 alarms.

BCM Component Alarm ID Range

Core Telephony 0-999

Operating System 1000-1999
Software Updates 2000-2999
Persistent Data Repository 5000-5999
Date and Time 6000-6999
Modem Call Control 8000-8999

Service Manager

10000-10999

Platform Status Monitor

11000-11999

Backup and Restore

12000-12999

UPS

13000-13999

Configuration Change

16000-16999

System Set Based Admin

17000-17999

Startup Profile

19000-19999

System Authentication

30000-30999

Keycodes

31000-31999

Media Services Manager

40000-40999

CTE

41000-41999

Call Detail Recording

42000-42999

Voice CTI

43000-43999

IVR

46000-46999

Unistim Terminal Proxy Server

50000-50999

PVQM

50501-50999

VoIP Gateway

51000-51999

Media Path Server

52000-52999

Media Gateway Server

53000-53999

IP Telephony Provider

56000-56999

Survivable Remote Gateway

57000-57999

LAN Driver

60000-60999

ALG

64000-64999

The BCM’s LED’s

When an alarm condition occurs on the system, the Status LED on the front of
the BCM main unit changes to reflect the alarm condition. In normal operation,
both LEDs are green. All alarms with a severity of Major and Ciritical change
the Status LED to solid red on the BCM front panel, except in the event of a
Failed Startup Profile, which is indicated by a flashing red LED.

Using the BCM Element Manager, you can reset the Status LEDs on the front
panel of the BCM to a normal state.

Once the Status LED has changed to red in response to a Critical or Major
alarm condition, it remains in the alarmed state until you reset it using the
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BCM Element Manager. You would acknowledge the Alarm and then select
the Reset LED’s button the LED will then return to a Green state.

Alarms

Alarm Acked Alarm ID

Severity Problem Description

| information Mrs:: Shutting down due to MPS communication Failure
- 44000 infarmation oicemail is operational

Il 10006 information Service Manager - Quality of Service Monitor {gmond) |
- 10215 information Service Manager - Media Gateway Server (mgs) has be
- 8024 information MCC Modem Disabled

- 10015 information Service Manager - Media Gateway Server (mgs) has sh
Il 10008 information Service Manager - Voice Application Interface Service |
- 10201 information Se Manager - Core Telephony has been stopped &
- 10214 information Service Manager - Media Path er (mps) has been s
- 10206 information Service Managear - Quality of Service Monitar {gmaond) |
Il 10205 information Service Manager - Voice over IP Gateway (Feps) has b
- 10215 information Service Manager - Media Gatewa r (mgs) has be
- 10211 information Service Manager - Computer Telephony Service (Cre)
- 10212 information Service Manager - Line Monitor Service (Ims) has been

Clear Alarm Log | Reset Status LED Lh

-

Alarm Details, Time: Sat Oct 10 16:01:25 BST 2009

Problem description: Mrs:: Shutting down due to MPS communication failure

Prablem resalution: Fecoverable software srror. No Action Fequired.

Acknowledge Alarm |*_

Alarm Settings

You may want to alter alarms from the default alarm status so that you can
reduce the number of alarms that are displayed in the Alarms table, sent via
SNMP traps, displayed on the Alarm set, or sent to e-mail destinations. You
can specify how alarms are handled, according to your needs.

You can specify the following settings for alarms:

e The maximum number of alarms to display in the Alarms Panel (from
100 to 1000)

o Whether to enable or disable SNMP traps for certain alarms; by default,
all Critical and Major alarms are sent as SNMP traps if you have
specified one or more trap destinations

e Whether to display certain alarms in the Alarms table; by default all
Critical, Major, Minor, and Warning alarms are displayed in the Alarms
table

e Whether to display certain alarms on the alarm set; by default, only
core telephony Critical and Major alarms are sent to this set

e Whether to send certain alarms to an e-mail destination.
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Profiles can be set against the various alarm destination types, along the
following criteria:

e Critical

e Critical/Major

e Critical/Major/Minor
o All

e None

The application of this facility would allow only Critical alarms to be sent to e-
mail destinations for example, or to stop sending alarms to the Alarm Set.

You can also test a selected alarm. This allows you to test whether the LED or
alarm displays/destinations are functioning as expected. Testing an alarm
generates an alarm in the system. Alarms generated using the Test Alarm
feature are identified in the Alarms table by the words "Test Event" in the
alarm Problem Description field.

Enabling or Disabling Selected Alarms for Each
Destination/Display

Use the following procedure to determine which alarms are sent to the various
destinations or displays, on a per alarm basis.

1. From the Administration tab open the General folder, and then click
the Alarm Settings link.

4 Task Mavigation Panel
g

Alarm Settings
Configuration Administratinnl a

B General ~Display Settings

L@ Blarms
o Maximum number of records displayed in GUI {100-1000): I 100

i@ SNMP Trap Destinations

: ~Motification Profile Selection
L@ Service Manager

NN40011-031 Issue 1.2 BCM RIs 6.0 11
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2. Inthe Alarms table, select an alarm.

Alarm Settings

~Display Settings
Maximum number of records displayed in GUI (100-1000); I 100

~Maotification Profile Selection

Motification bype: IGUI vl Profile selection: IAII - l Set Filkers |

Descripkion Severity | Enable GUI View | Enable Email | Enable SMMP Trap | Enable Alarm Set
|rr|ir||:|r

- Media = firmvare download ralled,  major

any - BRI module is primary inskead of DTM ... warning

ony - Cold restart has occurred causing loss of tel,.. critical

wnload started. information

wnload Failure,  major

wnload Failure,  major

any - Media Bay

y - Media Bay Module firmw

AT
e e R
RXRRATRIAX

e e A

y - Failure to download markst profile/protocol ... major
39 Core Telephony - Persistent Data Repository corruption in the... major
40 Core Telephony - "Unavailable Seconds Error” long term alarm ... minor

Details for Alarm ID: 18

3. For each destination/display, i.e. GUI, e-mail, SNMP, or Alarm Set,
clear or tick the check box as appropriate. This will determine if the
selected alarm is sent to that destination/display.

4. A description of the alarm can also be viewed at the bottom of the
alarms panel.

Details for Alarm ID: 18

Descriptioh Irore Telephony - Unable to process calls.

Test Alartn |
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Setting Alarm Profiles for Destinations/Displays

As an alternative option to enabling or disabling alarms on a per
destination/display basis, it is possible to choose which type of alarm (Critical,
Major, Minor etc.) are sent to each destination/displays. It is also possible to
disable sending all alarms to selected destinations/displays, the Alarm Set
(telset display) for example.

1. From the Administration tab open the General folder, and then click
the Alarm Settings link.

e Y

Task Navigation Panel

Al Setti
Configuration Administratinnl B

1) General ~Display Settings
i@ Alarms
: Maximum number of records displayed in GUI {100-1000): I 100

@ SNMP Trap Destinations
i@ Service Manager

‘.| @ Hardware Invenkary Matification bype: IGI_II "I Profile selection: IAII LI

~Matification Profile Selection

[T Syskem Metrics

B+ Telephaony Metrics Alarm Settings

-3 Utilities Alarm 1D/ Descripkian

[-{3) Backup and Restore 18|Core Telephony - Unabls to process call,

=+ Logs 31 Care Telephony - Media Bay Maodule firmware download Failed
i - Log Management 32 Core Telephony - BRI module is primary clock instead of DTM

2. From the Notification Type field, select the destination/display you
want to apply the Profile to.

Alarm Settings

~Display Settings
Maximum number of records displayed in GUIL (100-1000); I 100

—Makification Prafile Seleckion

Matification kype:

Prafile selection: I.f-".II ;I Sek Filkers |

Alarm Settings

AlarmID Descripkian
- BRI module is primary clock instead of DTM module.
- el vackark hae Armierad faocine laee AF Falanhane Aaka
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3. From the Profile selection field, select which types of alarms are to be
sent the selected destination/display.

Alarm Settings

~Display Settings
Maximum number of records displayed in GUT {100-1000); I 100

—Matification Praofile Selection

Motification bype: IEmaiI - I Profile selection

Alarm Settings
AlarmID ~

Jal =]
Critical/Major

Critical/Major [Minar
Core Telephony - BRI module is ¢ -[H]

Setk Filkers |

33 Core Telephony - Cold restart hs

=phory data.

Mone

34 Core Teleohonw - Media Bav Moo

4. Now click on the Set Filters button.

Alarm Settings

~Display Setkings
Maximum number of recards displayed in GUI {100-10007; I 100

~Mokification Prafile Selection

Matification bype: IEmaiI "I Prafile selection; - m"

il

5. In this example, only Critical alarms will be sent to an e-mail

destination.
rMNotification Profile Selection
Matification bype: IEmaiI - I Profile selection: ICriticaI - l Set Fileers |
Alarm Settings
Alarm ID | Description | Severity 4 | Enable GUI View | Enable Email Enat
= B N == = T T
13005 UPS - Reached run time limit on batteries, critical Ird Ird
13008 UPS - Failed to kll the power! Attempting a REBOOT! critical v Ird
13009 UPS - Initiating system shuktdown! . critical Ird Ird
18007 Hard drive initialization Failed critical v Ird
21100 DSP Manager - DSP Failed to initialize. critical Ird Ird
31055 Keycades - Failed to read systemid. critical v v
34 Core Telephony - Media Bay Module Firmware download started. inFormatian | I
54 Core Telephony - Media Bay Module firmware download started. infarmation v -
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Testing an Alarm

If you want to determine if alarms are being sent to the appropriate
destinations/displays, you can test the alarm using the following procedure.

Alarms generated using the Test Alarm feature are identified in the Alarms
table by the words "Test Event" in the alarm Problem Description field.

1. Inthe Alarms table, select an alarm.

Alarm Settings

minar

<X

major

<l

phaony critical
phony - Media Bay Maodulg Firm:
phory - Media Bay Module firmware ¢
phony - Media Bay Module firmware oad Failure. major
phony - Failure to download marls [protacol data from the Persis... major
phony - Persistent Data Repository corruption in the market profile area.  major
0 Core Telephony - "Unavailable Seconds Error” long term alarm threshold has been ... minor

causing loss of telephony data.

oad started. information
oad Failure. major

raofile

XA

AlarmID ¢ | Description I Severity | Enable GUI View | Enable Email

am

[ e

Deetails For Alarm ID: 32

Description: {c. 2 Telephony - BRI module is primary clock instead of DTM module.

‘ Test Alarm | "

2. Click the Test Alarm button.

3. In the Alarms table, "Test Event" is displayed in the alarm Problem
Description field.

Alarms

Alarm Acked

Alarm ID Severity

T
-10-10 16:51 -

Clear alarm Log | Reset Status LED

_ Problem Description
|Tr:5t Event : tore Telephony - BRI module is primary
i oeting down due to MPS communication Failt

-10-10 16:48 - 5 infarmation ice Manager - Vo ver IP Gateway (feps) ha:
-10-10 16:48 - 015 information & Manager - Media Gateway Server (mgs) has
2009-10-10 16:47 - 53005 information Mas:: Shutting down due ko MPS communication Faill

Alarm Details, Time: Sat Oct 10 16:51:26 BST 2009

Problem descriptio Test Event : ’Iure Telephony - BRI module is primarv clock instead of DTM

NN40011-031 Issue 1.2 BCM RIs 6.0 15
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Setting the Destinations/Displays

In order for the alarms to be notified to the intended recipients, the various
destinations/displays should be set correctly.

Setting the E-Mail Destination
Use the following procedure to configure which e-mail address receives the
selected alarms.

1. In Element Manager, click on the Configuration tab. Open the
Administrator Access folder, and click on the E-Mail Settings link.

| Task Mavigation Panel

o : : Email Settings
Canfiguration | Administratinnl

- Welcome Alarm Email Accounts
"ﬂ Syshem SMTP server  /
=) Administrator Access

: ' Accounts and Privileges

' Security Policies
LG

L@ SNMP

ﬂ Resources

[

2. In the E-Mail settings area, click on the Add button.

Email Settings

Alarm Email Accounts
SMTF server To address CC address

Modify... Delete
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3. Enter the details of the e-mail server (SMTP server) and destination address.
Click OK when complete.

x

SMTP server: |200.30.30.9
SMTP port: | 25

To address: |pau|sharp@iteluk.n:n:nm

CC address: |suppu:urt@teluk.u:nm

From address: |maiIN|:|ﬁﬁ|:ati|:un @bcm.avaya.com
Use encryption{TLS): [~
SMTP authentication: [

Ok | Cancel |

4. The account will be added to the list, and will be the destination for sending
the specified alarms to.

Email Settings

SMTP server /£ To address CC address SMTP authentication

200.30.30,9 paulsharp@iteluk.com  [suppart@itelul:, com

Add Delete
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Configuring SNMP Trap Destinations

Use the following procedure to configure which SNMP trap destinations will
receive the selected alarms. SNMP software is required at the destination to
view the alarm information.

1. In Element Manager, click on the Administration tab. Open the
General folder, and select the SNMP Trap Destinations link.

| Task Navigation Panel Trap Destinations
Configuration  Administration I Mame / I Ho
=) General
- @ Alarms
@ Alarm Settings
‘ SMMP Trap Destinations —

i@ Service Manager
i@ Hardware Inventary
- System Metrics

) Telephany Metrics

2. Click on the Add button at the bottom of the Trap Destinations
window.

Trap Destinations
Mame ¢ I Host Address I Port: I SMMI

[elete Modify...
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3. Enter the details of the SNMP destination (such as SNMP Host
address, SNMP version, and Community string), and click OK. The
Port number is entered as 162 by default.

A Add Trap Destination x|

MName: |Su|:u|:u:urtSNI'~"IF‘
Host address: |200.30.30.107

Port: |162
SMNMP wversion: |u 1fw2C |

4. The Trap Destination will be added to the list, and will be used as the
destination to send the selected alarms to.

Community string: ||:||_|I:|Ii|:

ser name (w3 only): |

Host Address Part SMMP Version Cammunity Skring

SupportSNMP 200,30.30.107 162 vlfvaC public

Mame % User Mame

5. This account will also be created in the main SNMP configuration area
under the Configuration tab, Administrator Access folder, SNMP
link, SNMP trap Destinations tab.

Task Navigation Panel
; ; SMMP

Canfiguration I Administrationl
. Welcome General I Community Strings I Service Access Points  SMNMP Trap Destinations I
-3 System —
E@ ;dmlnlstratnr n;ces.s.l Mams ¢ Host: Address Port SNMP Version Can
;@ Accounts and Privileges fsupportsh. . 200.30.30.107 162 WLjvaC public

- i@ Security Policies

- i@ Email Settings |
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Specifying the Alarm Set
Use the following procedure to specify which telset (DN) receives the selected
alarm information.

1. In Element Manager, click on the Configuration tab. Open the
Telephony folder, and select the Feature Settings link.

Task Navigation Panel

. Feature Settings
Configuration | Administration |
I Welcome —Business Names
-5 System N e ,
1-{0) Administrator Access 1: [MainCompany 2: [Tenant 1
[#-{C5) Resources 4 | 5: |
B4 Telephony _
=10 Global Settings —Feature Settings
__:h'-i eafure Setfings Background music: [
i@ Advanced Feature £ :
. IP Terminal Features Page tone: v Held line
----- @ CMC Feature List Conference tone: v Delayed rir
""" @ System Speed Dial Message reply enhancement: [~ F
i@ CAP Assignment
G- Sets Force auto/spd dial over icjconf: [~ Maximum C
=[5 Lines
@ Loops —Timers
- @ Scheduled Services Camp timeout (sec.): |45 - I Transfer callbac
(=[5 Dialing Plan _
. @ Ring Groups Park timeaout (sec.): |45 - I Metwar
EHIC) Call Security Page timeout (sec.): I 80 = I
P L lid

2. In the Feature Settings area, enter the required DN to receive the
selected alarms in the Alarm Set field.

Feature Settings

Business Names

1i: |MainC0mpany Zis |Tenant1 3 |Tenant 2
4 | 5: |

Feature Settings

Background music: [~ On haold: ITones - l Answer keys: IBasic - i
Page tone: v Held line reminder: IImmediate - l Receiver volume: IUse sys volume T i
Conference tone: [V Delayed ring transfer: IAf'her 4rings - l Directed pickup: [V

Message reply enhancement: [~ Park mode: Im Set relocation: [~
Force auto/spd dial over icjconf: [ Maximum CLI per line: |—30 I Alarm set: ISZI—I
—Timers
Camp timeout (sec.): Iﬂ Transfer callback timeout: Im Host delay (ms.): Im
Park timeout (sec.): Iﬂ Network callback: |30 -
Page timeout (sec.}: m

3. The specified DN will now receive the selected alarms.
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Avaya Documentation Links

e Fault and Performance Management
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