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Vertical Communications, Inc. Software License
Agreement

NOTICE: Please carefully read this Software License Agreement (this “Agreement”) before copying or using
the accompanying software or installing the hardware unit with pre-enabled software (each of which, along
with associated media, printed materials and “online” or electronic documentation, is referred to as
“Software” in this Agreement). BY COPYING OR USING THE SOFTWARE, YOU ACCEPT ALL OF THE
TERMS AND CONDITIONS OF THIS AGREEMENT. THE TERMS EXPRESSED IN THIS AGREEMENT
ARE THE ONLY TERMS UNDER WHICH Vertical Communications WILL PERMIT YOU TO USE THE
SOFTWARE. If you do not accept these terms and conditions, return the product, unused and in the original
shipping container, within 30 days of purchase to obtain a credit for the full purchase price. Written approval
is NOT a prerequisite to the validity or enforceability of this Agreement and no solicitation of any such
written approval by or on behalf of Vertical Communications shall be construed as an inference to the
contrary.

You have acquired a device (“DEVICE”) which includes Software licensed by Vertical from one or more
software licensors (“Vertical's Software Suppliers”). Such Software products are protected by international
intellectual property laws and treaties. The Software is licensed, not sold.

IF YOU DO NOT AGREE TO THIS SOFTWARE LICENSE AGREEMENT, DO NOT USE THE DEVICE OR
COPY THE SOFTWARE. INSTEAD, PROMPTLY CONTACT VERTICAL FOR INSTRUCTIONS ON
RETURN OF THE UNUSED DEVICE(S) FOR A REFUND. ANY USE OF THE SOFTWARE, INCLUDING
BUT NOT LIMITED TO USE ON THE DEVICE, WILL CONSTITUTE YOUR AGREEMENT TO THIS
SOFTWARE LICENSE AGREEMENT (OR RATIFICATION OF ANY PREVIOUS CONSENT).

License Grant. Vertical Communications, Inc. (“Vertical”) grants the end-user of the Software (“Licensee”) a
personal, nonsublicensable, nonexclusive, nontransferable license (the “License”): a) to use the Software
only on the DEVICE or, if applicable, on a single computer identified by host ID, for which it was originally
acquired; b) to copy the Software solely for backup purposes in support of authorized use of the Software;
and c) to use and copy the documentation related to the Software solely in support of authorized use of the
Software by Licensee. The License applies to the Software only and does not extend to other Vertical software
or hardware products. Licensee has no right to receive any source code or design documentation relating to
the Software. Licensee may permanently transfer rights under this Software License only as part of a
permanent sale or transfer of the Device, and only if the recipient agrees to the Software License Agreement.
If the Software is an upgrade, any transfer must also include all prior versions of the Software.

The Software is not fault tolerant. Vertical has independently determined how to use the software in the
DEVICE, and Vertical's Software Suppliers have relied upon Vertical to conduct sufficient testing to
determine that the software is suitable for such use.

Note on Java Support. The Software may contain support for programs written in Java. Java technology is
not fault tolerant and is not designed, manufactured, or intended for use or resale as online control

equipment in hazardous environments requiring fail-safe performance, such as in the operation of nuclear
facilities, aircraft navigation or communication systems, air traffic control, direct life support machines, or



weapons systems, in which the failure of Java technology could lead directly to death, personal injury, or
severe physical or environmental damage. Sun Microsystems, Inc., has contractually obligated Vertical's
Software Suppliers to make this disclaimer.

Restrictions on Use; Reservation of Rights. The Software and related documentation are protected under
copyright laws. Vertical and/or Vertical’s Software Suppliers retain all title and ownership in both the
Software and related documentation, including any revisions made by Vertical. The copyright notice must
be reproduced and included with any copy of any portion of the Software or related documentation.
Licensee may not modify, translate, decompile, disassemble, use for any competitive analysis, or reverse
engineer the Software or related documentation or any copy, in whole or in part. Except as expressly
provided in this Agreement, Licensee may not copy or transfer the Software or related documentation, in
whole or in part. The Software and related documentation embody Vertical’s confidential and proprietary
intellectual property. Licensee shall not disclose to any third party the Software, or any information about
the operation, design, performance or implementation of the Software and related documentation which is
confidential to Vertical.

Export Restrictions. Licensee acknowledges that Software is of U.S. origin. Licensee agrees to comply with
all applicable international and national laws that apply to the Software, including the U.S. Export
Administration Regulations, as well as end-user, end-use and country destination restrictions issued by U.S.
and other governments.

Limited Media Warranty. Vertical warrants that any media on which the Software is recorded will be free
from defects in materials and workmanship under normal use for a period of 90 days from the date the
program is shipped to reseller. If a defect in any such media should occur during this 90-day period, the
media may be returned to Vertical and Vertical will replace the media without charge. Vertical shall have no
responsibility to replace media if the failure of the media results from accident, abuse or misapplication of
the media.

EXCEPT AS PROVIDED ABOVE, THE SOFTWARE IS PROVIDED “AS IS” AND VERTICAL AND
VERTICAL’S SOFTWARE SUPPLIERS MAKE NO WARRANTIES, EXPRESS OR IMPLIED, WITH RESPECT
TO THE SOFWARE AND DOCUMENTATION. VERTICAL AND VERTICAL’S SOFTWARE SUPPLIERS
DISCLAIM ALL OTHER WARRANTIES, INCLUDING BUT NOT LIMITED TO IMPLIED WARRANTIES
OR MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT.
FURTHER, VERTICAL DOES NOT WARRANT, GUARANTEE, OR MAKE ANY REPRESENTAIONS
REGARDING THE USE, OR THE RESULTS OF THE USE, OF THE SOFTWARE OR RELATED WRITTEN
DOCUMENTATION IN TERMS OF CORRECTNESS, ACCURACY, RELIABILITY, OR OTHERWISE.

Limitation of Liability. IN NO EVENT SHALL VERTICAL BE LIABLE TO LICENSEE OR ANY THIRD
PARTY FOR (A) ANY MATTER BEYOND ITS REASONABLE CONTROL OR (B) ANY CONSEQUENTIAL,
SPECIAL, INDIRECT OR INCIDENTAL DAMAGES ARISING OUT OF THIS LICENSE OR USE OF THE
SOFTWARE, EVEN IF VERTICAL HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.
VERTICAL WILL NOT BE LIABLE FOR THE LOSS OF, OR DAMAGE TO, YOUR RECORDS OF DATA,
THE RECORDS OF DATA OF ANY THIRD PARTY, OR ANY DAMAGES CLAIMED BY YOU BASED ON
A THIRD PARTY CLAIM. IN NO EVENT SHALL THE LIABILITY OF VERTICAL RELATING TO THE
SOFTWARE OR THIS AGREEMENT EXCEED THE PRICE PAID TO VERTICAL FOR THE LICENSE.
ALTHOUGH IBM XML PARSER FOR JAVA EDITION IS INCORPORATED IN THE SOFTWARE,
INTERNATIONAL BUSINESS MACHINES, INC. (“IBM”) ASSUMES NO LIABILITY FOR ANY CLAIM
THAT MAY ARISE REGARDING THE SOFTWARE OR ANY MODIFICATION TO THE SOFTWARE. IBM
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DISCLAIMS ALL WARRANTIES, BOTH EXPRESS AND IMPLIED, REGARDING THE SOFTWARE AND
ANY MODIFICATION OF THE SOFTWARE.

Government Licensees. This provision applies to all Software and related documentation acquired directly
or indirectly by or on behalf of the United States Government. The Software and related documentation are
commercial products, licensed on the open market at market prices, and were developed entirely at private
expense and without the use of any U.S. Government funds. The license to the U. S. Government is granted
only with restricted rights and use, and duplication or disclosure by the U. S. Government is subject to the
restrictions set forth in subparagraph (c) (1) of the Commercial Computer Software Restricted Rights clause
of FAR 52.227-19 or subparagraph (c)(1)(ii) of the Rights in Technical Data and Computer Software clause of
DFARS 252.227-7013 or their successors, whichever is applicable.

Term and Termination. The License is effective until terminated; however, all of the restrictions with respect
to Vertical’s copyright in the Software and related documentation will cease being effective at the date of
expiration of the Vertical copyright; those restrictions relating to use and disclosure of Vertical’s confidential
information shall continue in effect. Licensee may terminate the License at any time. The License will
automatically terminate if Licensee fails to comply with any of the terms and conditions of the Agreement.
Upon termination for any reason, Licensee will immediately destroy or return to Vertical the Software,
related documentation and all copies of each.

General. If any provision of this Agreement is held to be invalid or unenforceable by a court of competent
jurisdiction, the remainder of the provisions of this Agreement shall remain in full force and effect. This
Agreement will be governed by the laws of the State of California without respect to any conflict of laws
principles. Neither the License nor this Agreement are assignable or transferable by Licensee without
Vertical’s prior written consent, and any attempt to do so shall be void. Any notice, report, approval or
consent required or permitted hereunder shall be in writing. No failure to exercise, and no delay in
exercising, on the part of either party hereto, any privilege, any power or any rights hereunder will operate
as a waiver thereof, nor will any single or partial exercise of any power hereunder preclude further exercise
of any other right hereunder. The parties hereto agree that a material breach of this Agreement by Licensee
would cause irreparable injury to Vertical for which monetary damages would not be an adequate remedy
and that Vertical shall be entitled to equitable relief in addition to any remedies it may have hereunder or at
law.

Should you have any questions concerning this Agreement, contact Vertical Communications, Inc., 1
Cambridge Center, Cambridge, MA 02142.

LICENSEE ACKNOWLEDGES THAT LICENSEE HAS READ THIS AGREEMENT, UNDERSTANDS IT,
AND AGREES TO BEBOUND BY ITS TERMS AND CONDITIONS. LICENSEE FURTHER AGREES THAT
THIS AGREEMENT IS THE ENTIRE AND EXCLUSIVE AGREEMENT BETWEEN VERTICAL AND
LICENSEE, WHICH SUPERSEDES ALL PRIOR ORAL AND WRITTEN AGREEMENTS AND
COMMUNICATIONS BETWEEN THE PARTIES PERTAINING TO THE SUBJECT MATTER OF THIS
AGREEMENT. NO DIFFERENT OR ADDITIONAL TERMS WILL BE ENFORCEABLE AGAINST
VERTICAL UNLESS VERTICAL GIVES ITS EXPRESS WRITTEN CONSENT, INCLUDING AN EXPRESS
WAIVER OF THE TERMS OF THIS AGREEMENT.
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About This Guide

CHAPTER CONTENTS
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WED St . . . 1-5
SYSIEIM SECUNMLY . . v vttt e 1-5

Welcome to the Vertical Wave Administrator’s Guide. This guide provides detailed
information about configuring the Wave Integrated Services Manager (ISM) and
Vertical Wave system software.

This guide is intended for network administrators, telephone system administrators,
and office personnel who are responsible for configuring and maintaining the Wave
system.

This guide provides information about all parts of the remote administration interface
used to perform the configuration and system administration steps to set up the Wave
system. An extensive online Help system provides detailed information about
additional functionality not described in this guide.

Where to start

This guide includes information for readers at a variety of levels. To get the most out
of the documentation, start by reading the parts that are most relevant to your level of
experience.

1-1



Wave Global Administrator Guide

For new Wave system administrators
1 Begin by reading Part 3, “Key Vertical Wave Concepts”

2 Next, work through the procedures in Part 1, “Initial Configuration and
Administration” to configure the basic Wave system settings.

3 Then choose the advanced features you wish to configure from Part 2, “Advanced
Configuration and Administration”.

4 Refer to Part 4, “Reference”, as necessary.

That’s all you need to begin configuring most typical Wave system installations.

For experienced Wave system administrators

1 Begin by working through the procedures in Part 1, “Initial Configuration and
Administration”, to configure the basic Wave system settings.

2 Then choose the advanced features you wish to configure from Part 2, “Advanced
Configuration and Administration”.

3 Refer to Part 3, “Key Vertical Wave Concepts”, and Part 4, “Reference”, as
necessary.

Using the Help system
The Wave Help system provides context-sensitive Help. To access Help, use the
following methods:

= From the Wave Global Administrator Management Console, click the Help icon
located at the top right corner, then select a topic from either the Contents tab or
the Index tab. Use the Search tab to locate topics that include specific text.

= From each Management Console applet, click the Help button to directly access
the relevant Help topic.

Conventions used in this guide

In the course of describing Wave system features and functions, this guide uses the
conventions described in this section.
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Special messages

Note: A note relays information that is important or of special interest.

Hint: A hint relays information to help you perform a task.

Caution: A caution highlights information that helps you prevent damage to the
equipment or to data. It tells you how to avoid the problem.

Warning: A warning alerts you to a situation that could cause you physical harm.

Type conventions

Type Convention

Used to Indicate

Bold
Italics
Courier font

Initial Caps

User interface elements (buttons, field labels, and tab labels)
Book titles, glossary words, and word emphasis
Screen text and user-typed command line entries

Product names, menu titles, windowv titles, application titles,
dialog titles, hypertext links, file names, and directories

Terms used

Term How to Interact

Click Click the left mouse button.

Right-click Click the right mouse button.

Shift-click Hold the Shift key while clicking the left mouse button.

Ctrl-click Hold the Ctrl key while clicking the left mouse button.

Ctrl+Q Hold the Ctrl key while pressing one or more additional
keys.

Enter Press the Enter key or select OK.
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Term How to Interact

Type Type the indicated text, but do not press the Enter key or select
OK.

Press Press only the key or keys referred to.

Check Place a check mark in the check box.

Select Choose an option from a menu, drop-down list, or list of radio
buttons.

Related reading

The following documents are included with Vertical Wave in Acrobat format, and can be found
on the Vertical Wave Documentation CD.

For information about this version of Vertical Wave, including new features, known issues, and
other late-breaking information, see the Release Notes included on the Documentation CD.

Manuals

Vertical Wave Installation Guide. Provides detailed instructions for physically installing a
Vertical Wave system and performing initial system configuration..

Vertical Wave System Recovery Guide. Describes how to use the Vertical Wave System
Recovery Disk to restore your Wave ISM to its original factory settings for emergency recovery.

Vertical Wave Administrator’s Guide (this manual). Provides task-based instructions on how to
use all aspects of the Vertical Wave Administration Console.

Vertical Wave User’s Guide. Provides task-based instructions on how to use Vertical Wave,
including the telephone commands, ViewPoint, working from remote locations, participating in
a contact center, and so forth.

Vertical Edge Digital Phone User’s Guide. Describes how to use Vertical Edge digital phones.
Vertical Wave SP Phone User’s Guide. Describes how to use Vertical Wave SIP phones.

Quick Reference Guides

<italics>Vertical Wave Analog Phone Quick Reference Guide. Provides instructions for using
analog telephones with Vertical Wave.
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\ertical Edge Digital Phone Quick Reference Guide. Provides instructions for using Vertical
Edge digital telephones.

\ertical Wave S P Phone Quick Reference Guide. Provides instructions for using Vertical Wave
SIP telephones.

\ertical Wave \oice Mail Quick Reference Guide. Provides instructions for using Vertical Wave
Voice Mail features.

Support services

Web site

Vertical Communications has worked diligently to produce the highest quality
communications system possible. In the course of installing or customizing a system
customers may require personal attention.

For technical support contact your reseller.

For more information about Vertical and its products, contact your reseller or call
1-877-VERTICAL.

The Vertical Communications Web site provides information about Vertical
Communications and the Vertical Wave product line.

http://www.vertical.com

System security

You are responsible for the security of your Wave system. Unauthorized use of the
Wave system could resultin toll fraud. Your system administrator must read all system
administration documentation to understand which configuration options can
introduce the risk of toll fraud and which configuration options can be activated or
deactivated to prevent it.

Vertical Communications, Inc. does not warrant that the configuration software is

immune from or will prevent unauthorized use of common-carrier
telecommunications facilities and services accessed through or connected to the Wave
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ISM. Vertical Communications, Inc. is not responsible for any charges resulting from
unauthorized use.
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Chapter 2

Navigating the Management Console

CHAPTER CONTENTS

Initial logoNn . . . ... e 2-1
Management Console basics. . . ... i 2-3
Opening and closing applets . ... 2-4
Navigating applettree structures . . . .. ... . it 2-6
Using the User/Workgroup Managementapplet ........................ 2-9

This chapter provides general navigation information, as well as descriptions of
applets and dialog boxes that you might use frequently to configure various Vertical
Wave settings.

Before Logging On
Before logging on to the Wave Global Administrator, make sure you have configured
your browser as follows:
= Enable your browser security settings to allow installation of ActiveX controls.

= Enter the Wave ISM IP address in the list of trusted sites.

Initial logon

During installation, you should have connected a client workstation to Wave using a
modem or an Ethernet port on the Integrated Services Card (ISC). If you have not yet
made an initial connection, see the Vertical Wave Installation Guide for instructions.

The first time you log on to the Vertical Wave Management Console, you will use a

default user name and password. You will change the default name and password
later.
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To log on for the first time:

1

On the client workstation, launch Microsoft Internet Explorer.

2 Enter the default host name or IP address on the address line of your browser.

The default host name is io-default. The default IP address is 192.168.205.1.

Note: When you launch the Vertical Wave Management Console, a dialog box may
appear asking you to install the Java 2 runtime environment (Java 1.5.0_06 plug-in).
Click Yes in this dialog box to perform the installation.

The Wave Global Adminitrator Log On screen appears.

\¥ | Wave Global Administrator Log on

Enter your User Name and Password, and then click Log On.

User Name: |

Password: |

Log On |

Figure 2-1 Wave Global Administrator Log On screen

Enter your user name and password. The initial default logon is:
User Name: GlobalAdministrator
Password: Vertical4\VolP!

Note: The password is case-sensitive.

Click Log On.

If other users are logged on to the Management Console, a list of logged on users
will appear. Click OK to close the dialog box.

When your logon is successful, the Vertical Wave Global Administrator
Management Console screen appears. Throughout this document, this screen will
be called the Management Console.
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ave Global Administrator Management Console

Client System
Log Off Caching  Desktop

Help

Vertical Comm
Host: 192.168.9.94
Base Version: Vertical Wave ISM 1.0

i e Applicati Diagnosti [10.0.20070628.0.0]
General Administration
I% Chassis View (6) Password Administration % Access Permissions
F General Settings @v SMNMP Configuration ﬁ\ SMMP Alarms
~ Software Versions % System Backup/Restore {ﬂ Software Upgrade
r}. Call Detail Report % RAID-1 Configuration = Date and Time
%—a Feport Generatar @31 Software Licenses

PBX Administration

oW W

!! User Configuration (Templates) %J UserMaorkgroup Management m Station Ports

Figure 2-2 Vertical Wave Global Administrator Management Console screen

Management Console basics

The Management Console is a portal to the applets and their associated dialog boxes
used to configure Wave. You open each of those applets using the same method.
Likewise, you return to the Management Console from those applets and their
associated dialog boxes using the same method. The following sections describe these
methods.
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Note: With Microsoft Windows XP Service Pack 2, Microsoft has, by default, enhanced
the browser security of Internet Explorer which will affect the functionality of the
Management Console, such as preventing some applets from being displayed. To
ensure that you do not encounter any problems when using the Management Console,
you should perform the following procedure.

If you are accessing Wave from a Windows XP SP2 client, perform the following to
avoid potential problems:

a Open Internet Options in Internet Explorer.
b Select "Privacy Options".
¢ Click on "settings" for the popup-blocker.

d Add the url for the Wave Integrated Services Manager (ISM) to which you
need access.

E.g. http://192.168.210.1 or http://yourservername

If you are accessing Wave ISM by IP address, then perform the additional steps that
follow. Otherwise skip them.

e Open Internet Options in Internet Explorer.

f Select Secuity.

g Select Trusted Sites.

h Click Sites....

i Uncheck Require server verification (https:).

j Add the IP Address to the Web Sites list.

Opening and closing applets

2-4

To open any applet, click its icon in the Wave Global Administrator Management
Console. You may need to select the appropriate tab at the top to find the icon you
need.

There are two types of applets accessible from the Management Console, dialog boxes
and remote access applications. Each type has a different method of exiting and
returning to the Management Console.
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Dialog box applets
These applets open master dialog boxes. After editing data in a dialog box, click one of
the following:

= Done. Exits the dialog box, prompting you to save any changes.

= Restore. Returns the dialog box data to its previous (unmodified) state.

< Apply. Saves your changes without closing the dialog box.

< Help. Opens a Help topic describing how to configure the settings in the applet.
You may open subsequent dialog boxes from a master dialog box. If you do, when

finished click Done or OK to close each dialog box until you return to the Management
Console.

Remote Access Application applets

These applets open a remote desktop access session to an application. When finished,
exit the application as you normally would, for example, by choosing File > Exit or by
clicking the X in the upper-right-hand corner. This returns you to the Management
Console.

Note: If you have clicked the Wave Desktop icon in the Management Console for
remote access, you will need to log off the Windows desktop inside the remote access
session to return to the Management Console.

The following Management Console applets are launched through remote access:

Administration tab

= User/Workgroup Management (see “Using the User/Workgroup Management
applet” on page 2-9)

= Date and Time

< RAID-1 Configuration

= Local TAPI Configuration
= Microsoft RRAS

< Network Connections
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Diagnostics tab
= Event Viewer
= Network Monitor
= Performance Monitor
= Task Manager

= System Information

Having trouble making a remote connection?

If you have trouble making a remote connection, check your browser proxy settings.

To check the proxy settings:

1 From the Tools menu of Internet Explorer, choose Internet Options.
Click the Security tab.
If necessary, click the Local intranet icon to select it.

Click the Sites button.

Click the Advanced button.
Enter the specific Wave host name in the Add this Web site to the zone field.
Click Add.

2

3

4

b If necessary, select the Include all sites that bypass the proxy server option.
6

1

8

9 Click OK to save your changes and close each of the three dialog boxes.

Navigating applet tree structures

Several of the Management Console applets employ tree structures to represent the
items you are configuring. For example, the Trunk Configuration applet uses a tree
structure to represent cards or modules and the trunks and channels you are
configuring.
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Navigating applet tree structures typically includes the following:

= Displaying and hiding items in a tree (for example, the channels of a card or
module in the Trunk Configuration applet)

= Selecting items in a tree

Displaying and hiding items in a tree

To display items in a tree:
1 Open the appropriate applet, if it is not already open.
Figure 2-3 uses the Trunk Configuration applet as an example.

Trunk Configuration

C4 - Loop Only (Slaot 1, CN:J1, Ports 21-24)
T-1 Module with Serial, Port 1 (Slot 2)
T-1 Module with Serial, Serial IF (Slot 2)
1 T-1 Module with Serial, Port 1 (Slot 3)
~-% T-1 Madule with Serial, Serial F (3ot 3

[+ Trunk in Serice

Ready.

| | Dane Help |

Figure 2-3  Trunk Configuration applet

Note: A green dot next to a trunk, channel, port, module, or card indicates that it is
in service. A red X indicates that the item is not in service.
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2 Click the plus (+) sign next to the appropriate module or card to display the items
within it.
To hide items in a tree:

1 Complete any configuration changes you are making in dialog boxes opened from
an applet, and return to that applet.

Figure 2-4 uses the Station Ports applet as an example.

Station Ports

% Enable | ¥ Disahle |

Slot/Port Primary Extension Oser Template

=% Wave Resource Card-inalogi$lot 1,CN:J1,Ports 1-4)

+X Pore 01

X Port 02

X Port 03

X Port 04
[+#-® Wave Digital Station Module-Digital(Slot 4,Ports 1-12)
[#-® Wave Digital Station Card(Slot 7)

Daone Help

Figure 2-4 Station Ports applet
2 Click the minus (-) sign next to the appropriate trunk, module, or card to hide the

items within it.

Selecting items in a tree

To select items in a tree:

1 Open the appropriate applet, if it is not already open, and display the items within
a trunk, module, or card.

2 Select the items you want to configure.
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= To select a contiguous range of items, select the first item in the range, then
hold down the Shift key while you select the last item in the range.

= To select a noncontiguous range of items, hold down the Ctrl key while you
select each item.
When you access dialog boxes containing values that apply to the selected
channels, what you see depends on which channels are selected:
= [Ifall channels selected have the same values, those values are displayed

= [fall channels selected have the same values, and those values are the default
values, the word Default is displayed

= If the channels selected have different values, the expression No Common
Value is displayed. In the case of check boxes with different values, the check
boxes are deselected and (No Common Value) is appended to their labels

Using the User/Workgroup Management applet

The User/Workgroup Management applet is a remote access applet that lets you
configure users as well as access many other Wave configuration and monitoring tools.

Accessing the User/Workgroup Management applet

To access the User/Workgroup Management applet, do the following:

1 From the Wave Global Administrator Management Console, click the
User/Workgroup Management icon, located in the PBX Administration section.

2 A remote access session opens, connecting you to the Global Administrator Log
On dialog box, with your Wave username and password already entered.

yertical Wave Global Administrator Log Dn

Usger narme: IMAnatoIia

Pazeword: I xxxxxxxxx

Station ID: |n

Presz *00 on your phone to hear your station (D,

DK — Help

2-9
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If your name and password don’t appear, enter them.

A username called “Admin” exists by default, with a password of 100. To create
other administrators, you must add users to whom you give Global Administrator
permissions (see “The Security \ Permissions tab” on page 11-39).

Leave Station ID set to 0.
3 Click ok. The User/Workgroup Management applet opens.
Note: Leaving the Admin user password as 100 is a security risk that can cost your

company money due to toll fraud. For more information about system security, see
Appendix A.

The User/Workgroup Management applet interface
The User/Workgroup Management applet interface is composed of views (see

“Working in views” on page 2-12). Each view enables you to configure, manage, or
monitor an aspect of the Wave system.

View Description See
Users Manage Wave users. Includes “The Users view” on page 11-3
changing passwords and allocating
disk space to users for voicemail
messages and greetings.
Workgroups Manage workgroups (groups of “The Workgroups view” on
@ related extensions or contacts). page 12-3
Pickup Manage Pickup Groups (groups of “Call pickup groups” on page
Groups extensions that can be answered by 18-4
@ all the users in the group).
Dialing View external first digits and “Configuring how first digit
Services configure how they appear in extensions appear in
- ViewPoint ViewPoint” on page 9-3
ad
ddd
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A= Description See
Auto Manage auto attendants that handle “Creating a new auto
Attendants  and route inbound calls with voice attendant” on page 13-3

o menus.
L
Queues Manage groups of agents in Wave Vertical Wave Contact Center
@5 call center queues. Administrator’s Guide
Maintenance View a log recording Global “Using the Maintenance Log
Log Administrator actions. view” on page 23-4

FHHHHH,

Dial Plan View and edit a complete list of “Managing your dial plan with
@ internally dialable numbers. the Dial Plan view” on page

= 23-3

System Listen to and change recordings used “The System Prompts view” on

Prompts for standard system prompts and page 19-2

~ auto attendants.

\-T_

Call Log View a record of all the calls made on “Using the Call Log view” on

the system. page 23-5

FHHHH,
! éE

IVR Plug-Ins Manage Wave IVR Plug-ins, which
are custom interactive voice

% response applications that you or
third parties can create.

Using the Tools menu

The Tools menu of the User/Workgroup Management applet offers additional Wave
features not available from the views:
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Command Description See

Update Access Lets you change the access “Changing an access code

Codes code used for a particular dialing in users’ saved numbers”
service. (page 9-33)

Adjust Station IDs

Columns Lets you customize the columns “Customizing columns”
that appear in each view. (page 2-14)

Options Lets you customize the “Assigning an extension”

appearance of names, Call Log (page 11-11)

size, and defaults for station and “Displaying a specific

extension numbers. number of Call Log
entries” (page 23-10)

System Settings Lets you configure and Chapter 4
customize several aspects of
your Wave system.

Working in views

To open a view, click its button in the vertical view bar on the left side of the
User/Workgroup Management applet window.

43 Users - Vertical Wave Global Administrator

Fle Edt View Tooks Users Help |

8-alex de

&

1} 611 ACT virtual [ nore |
§ E12ACT vitual [nane | User Awalla
§ 613ACT virtual B3 [ nore | User Awaila
§ Abhay Gupla 492 3305432 DDDSSDIZIEZD User Awalla
§ admin 100 1 [Analog): 1 Analog User Awaila
L, Administrators Role

& Betsy Heamsherger 28 7 [Digital] : 16 Digital User Awaila
& BhaatP 404 [nane | User Availa
§ Bhaat Pali 64 00060183763 User Awala
S Babby Mohanty 18 7 [Digital] : 3 Digital User Awaila
g Bobby SIF 69 O00EEDO3EEDA, User Awalla

Auaila

You can also open a view by clicking the view menu and choosing a view.

Note: If a view is not available to you, you might not have permission to view it. Check
with your system administrator, or see “The Security \ Permissions tab” on page 11-39.
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The main part of a view contains rows of the items that pertain to that view. For
example, in the Users view, each Wave user appears as an item on a row. Double-click
an item to edit it.

Using commands in a view

A command always affects the item or items that are selected. To select multiple items,
hold down the CRTL key as you click the items. You can perform acommand using any
of the following methods:

< Choose a command from the view’s menu. For example, in the Users view, click
the Users menu and choose a command.

= Click a toolbar button (see the next table).

< Right-click an item and choose a command from the shortcut menu that appears.
This is often the fastest way to perform an command.

Using the User/Workgroup Management applet toolbar

The User/Workgroup Management applet toolbar is located on the main menu bar in
each view. It gives you quick access to several User/Workgroup Management applet
commands that are also available through the User/Workgroup Management applet
menus.

-'&é Users - Yertical Tele¥antage Administrator

File Edit Wew Tools Users Help

$-a¥ x| 0

To create a new item when you are working in any Wave view, click the arrow next to
the first button on the toolbar and select an item.

File Edit Wew Tools Users Help

g ex2|e

s User Chrl+1

@ Warkgroup Chrl+iw

<% futo Attendant  Crl+T

@ Queue Chrl+Q upta
2 IR Plug-In Chri+z

=L Rale ctrl41 [rators

hern
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See the next section for information about creating new items that are based on existing
items.

Customizing columns

Click a column header to sort by that column. Click again to sort in the reverse order.
The arrow in the column header shows by which column and in what direction the
display is currently sorted.

You can resize column widths by dragging the sides of the column headers.

For each view in the User/Workgroup Management applet, you can choose the
columns that you want to see and the columns that you want to hide. Some views do
not show all the available columns by default.

To show or hide columns in a view:

1 Choose Tools > Columns, or right-click a column header.The Columns dialog box
opens.

2 From the view dropdown list, choose the view you want to change.

3 Check a column to show it. Uncheck a column to hide it. For an explanation of the
various columns, click Help.

4 Click oK.

Working with voice files

A voice file is an audio recording that is stored as a file. Wave stores system prompts,
greetings, voice messages, and recorded conversations in voice files that you can play
over your computer speakers or on the telephone. You can record voice files using the
telephone.

Wave voice files are in WAV format, but you can import files of other formats.

Note: When archiving voice messages or call recordings you can specify .MP3 as the
file format. See “Archiving call recordings and voice mail” on page 23-34.
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Using the audio controls

Wave’s audio controls make it easy to create and modify recordings of all types. The
following controls appear in Wave wherever you can create and listen to recordings.

o|v|a|n|w| B!

To create and play recordings, use the buttons on the audio controls as shown in the
following table and speak into your phone.

Record When you are ready to record, pick up your phone, and then
i click this button. A beep signals that recording has begun.

Play To hear the recording, click this button.

Stop When you are done recording, you can either hang up or click
this button.
Fast To skip ahead in the playback, click this button.

Rewind To skip back in the playback, click this button.

>
O
BB Forwarc
H

To move forward and backward within the recording, drag the slider bar.

1
A

Importing and exporting voice files

To import or export a voice file, use the import or export buttons on the recording
control, as shown in the next table.

Import You can import a voice file in WAV or .VOX format to use for
B any Wave recording (greetings, voice titles, and so on).
Wave can import WAV files with a frequency of 8Khz, 11.025
Khz, 22.05 Khz, or 44.1 Khz. You can also import an 8 kHz PCM
.VOX file (MuLaw format for North America and Japan, ALaw
format for other countries).
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Export You can export any of your recordings, including system
E prompts and voice titles, to a .WAV file or an .MP3 file.
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Initial System Configuration

CHAPTER CONTENTS

Beforeyoubegin .. ... ... . 3-1
Identifying your Wave ISMonthe LAN . ...... ... ... . . i, 3-2
Setting the systemdate and time. . ........... ... ... ... ... .. ... 3-9
Entering basic system information. .. .......... ... ... . . .. 3-12
Configuring the time service. . . . ... .. 3-13
Installing client-side caching. .. ......... ... ... ... . . ... . . . 3-13
Adding accounts and passwords . . . ... ... 3-14
Creating Wave user accounts on the primary domain controller . . .. .. .. ... 3-16

This chapter guides you through the tasks required for initial Vertical Wave system
configuration.

Before you begin
Before you configure Wave, make sure the following installations and records are
complete:
< Cabling and hardware installations
See the Vertical Wave Installation Guide.
= Trunk (or service) confirmation letter from your telephone network provider

< Your Configuration and Design Worksheets (from your Vertical Communications
reseller) on trunking, extensions, incoming and outgoing call flow, voice mail
access, and your dialing plan

To manage Wave, you need a client workstation with the following minimum
configuration:

3-1
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= A PC running Microsoft Windows 2000, Windows XP, or Windows Server 2003
and at least 256MB of RAM

= LAN or WAN connectivity through an Ethernet card or modem

= Microsoft Internet Explorer 6.0 Service Pack 1

Note: Some of the Management Console applets display dialog boxes, warnings, and
panels automatically. If you have installed a browser pop-up blocker on your client PC,
these pop-ups may not appear. You can usually configure blocker software to allow
pop-ups from specific domains or IP addresses.

Identifying your Wave ISM on the LAN

3-2

To identify your Wave ISM and enable it to communicate using Transmission Control
Protocol/Internet Protocol (TCP/IP) on your LAN, perform the procedures in the
following sections:

= Assigning a new host name

= Changing network interface static IP addresses

= Setting the dial-in default address pool

= \Verifying that the Wave ISM is connected to your LAN

Assigning a new host name

In this procedure, you will change the default host name to one that identifies your
Wave ISM on your network.

The IP Network Settings applet ensures that the host name is the same as the DNS or
IP name, and the WINS or computer hame. Use a unique name with up to 15
alphanumeric characters and dashes (-).

To change the host name of your Wave Integrated Services Manager (ISM):
1 If necessary, click the Administration tab of the Management Console.

2 Click the IP Network Settings icon, located in the Data Administration section.



Wave Global Administrator Guide

IP Hetwork Settings

Host Name DNS Domain Name
[HoTFoOT [vertical.com

Network Interface:
|Ver1icaIWave Application Module LI

IP Address | DNS' WINS'

IP Address |192.168.9.94

Subnet Mask |255.255.255.D

Default Gateway |192.168.9.1

| | Daone Help |

Figure 3-1 IP Network Settings applet
3 Click OK in the dialog box indicating that any changes you make in the applet
may require you to restart the Wave ISM.

4 Select the default host name in the Host Name field and type a new name (15
characters or less) for your Wave ISM.

5 Enter a domain name in the DNS Domain Name field.
You must use a period (.) in the domain name, as in vertical.com.

Changing network interface static IP addresses

In this procedure, you will change the default IP addresses for installed cards and
modules to static IP addresses that identify the Wave ISM on your network. Your
particular configuration reflects only the cards and modules you have installed on
your Wave ISM.

3-3
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34

To change network interface static IP addresses:

1

In the IP Network Settings applet, choose an interface from the Network Interface
drop-down list.

If necessary, click the IP Address tab to bring it forward.

Select the default value in the IP Address field and type the network IP address
you want to assign.

Select the default value in the Subnet Mask field and type the subnet mask number
you want to assign.

The default subnet mask number 255.255.255.0 enables up to 254 host computers
to be connected to the LAN. On a small network, it is fine to use the default.

Enter a value in the Default Gateway field.

The default gateway is the router that the Wave ISM contacts to locate a machine (a
client or any other machine) that is not on the same subnet. The default gateway
should be part of the same subnet as the interface you selected in step 1 of this
procedure.

Use the router closest to the Internet or network backbone as the default gateway
address that connects your Wave ISM to a larger network; if you have a small
network, use the IP address of the Internet router.

Note: Typically a system has either one default gateway or none. In networks
which have loops (multiple paths to the same location), it is possible to have
more than one default gateway.

Repeat steps 1 through 5 to set the IP address, subnet mask, and default gateway
for each network interface listed.

Note: If you have one or more Media Resource Modules installed in your system,
you will need to configure each device as described above.

Click Apply.

Wave saves your changes and automatically restarts if you have made a change to
the Windows adapters. A restart is not required if you have only added IP
addresses to your MRMs.

Caution: Do not click Done after clicking Apply. Doing so may prevent the Wave
ISM from restarting, which will prevent your changes from taking effect.

Close the Web browser.
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Setting the dial-in default address pool

Before Wave will allow dial-in connections, you must set the IP address pool for those
connections. Because this is an internal pool of addresses, you’ll get the appropriate
settings from your company’s system administration group.

Note: All Wave ISMs ship with the same default IP address pool. Enabling a routing
protocol such as RIP or OSPF on the Wave ISM causes it to advertise a route to that
address pool. If you choose not to change the default IP address pool, each system will
advertise a route to the same IP address pool, which may result in network problems.

To set the dial-in default address pool:

1
2

If necessary, click the Administration tab of the Management Console.
Click the Microsoft RRAS icon, located in the Data Administration section.

When you launch certain Microsoft Windows tools from the Vertical Wave
Management Console, they start up in a remote control window that allows tools
or applications running on the server (Wave in this case) to appear on the client
(your workstation). Each time you use one of these tools, you will perform a
remote control log on. See “Remote Access Application applets” on page 2-5 for
detailed information and an example.

In the Routing and Remote Access dialog box, select the Wave ISM in the tree on
the left.

Select Action > Properties.
Click the IP tab.

Define the IP address pool in the Static address pool section of the RAS Server
TCP/IP Configuration dialog box.

The IP address pool is defined with a range of IP addresses.

3-5
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& Routing and Remote Access =] E3

Eile Action View Help

s BE(XEFR @

E Routing and Remote Access minerva (local)
= Server Status d
B Routing and Remote Access Is Configured on This Server
B Network Interfaces
E Remote: Acress Clents (0) This server has already been configured using the Routing and Remote Access Server Setup
== wizard, To make changes to the current configuration, select an item in the consaole tree, and then
g Ports on the Action menu, click Properties,
-5 IP Routing - For more information about setting up a Routing and Remote Access, deployment scenarios, and
‘%9 Remote Access Polides troubleshooting, see Routing and Remate Access Helo,

{1 Remote Access Logging

4 |+ |

|D0ne

Figure 3-2 RAS Server TCP/IP Configuration dialog

Note: The lowest two addresses and the broadcast address (the highest address) in
the range are reserved and will not be assigned.

7 Click OK to save your changes.

8 Close the Routing and Remote Access dialog box to return to the Management
Console.

Verifying that the Wave ISM is connected to your LAN

When you can successfully reach the Wave ISM across your network, you know it is
configured to operate on your LAN.

3-6
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To verify the Wave/LAN connection:
1 Open a Command Prompt window on your client workstation.

2 Ping the Wave ISM using either the host name or the IP address you assigned to
the Integrated Services Card. When entering the command using the IP address,
use the form:

ping X.X.X.X

where x.x.x.x is the IP address of the Wave ISM.

If you need additional help using ping, enter the following command:
ping -h

A successful ping will look like the one shown in Figure 3-3.

WINDOWS' system32'\.cmd.exe

Microsoft Windows [Uersion 5.2.37981
{C> Copyright 1985-2883 Microsoft Corp.

C:~Documents and Settings-ent>ping 192.168.1.2
Pinging 192_168.1.2 with 32 bytes of data:

TTL=125

TTL=125

1 : byt i TTL=125

Reply from 192. 168 1.2: hyte°—32 time 1m° TTL=125%

Ping statistics for 192.168.1.2:

Packet Sent = 4. Received = B8 (Bx loss>,
Approximate round trip times in milli-seconds:

Minimum = ims, Maximum = 1ms,. Average = 1lms

C:Documents and Settings“ent>_

Figure 3-3 Successful Wave LAN connection

Logging on to the Wave ISM

To log on:

1 Connect your client workstation to the Wave ISM.
= If you connect a workstation to an Ethernet port on the Integrated Services
Card, change the IP address of the workstation to any IP address on the same
subnet as the Wave ISM except the address of the Wave ISM isself. For example, if
the Wave ISM is configured as 192.168.205.1 with a subnet mask of

3-7
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255.255.255.0, you should choose an address between 192.168.205.2 and
192.168.205.254. Restart the workstation after changing the IP address.

< If you connect over a modem, use your initial connection dial-up networking
settings. For more information, see the Vertical Wave Installation Guide.

2 Open Microsoft Internet Explorer and enter the Wave host name (or IP address) in

the address line.
The Log On Vertical Wave screen appears.
Enter the default user name and password.

The default user name is GlobalAdministrator and the default password is
Vertical4\VolP!.

Click Log On.

When you have successfully logged on, the Vertical Wave Management Console
appears.

Verifying installed components

3-8

You can verify that all of your installed cards and modules are recognized by the Wave
system and functioning properly by using the Chassis View applet. Chassis View
shows all cards and modules installed in the Wave ISM chassis; connectors and LEDs
display status dynamically.

To verify installed components:

1
2

(J%)

If necessary, click the Administration tab of the Remote Management Console.
Click the Chassis View icon, located in the General Administration section.

Make sure all the cards and modules you have installed are visible in the graphical
representation of your Wave ISM chassis.

Positioning the cursor on a card or module displays an expanded version of it,
along with statistics for that card or module, to the right of the representation of
the entire chassis. Clicking a card or module takes you to the appropriate
configuration applet.

If a card is not visible in Chassis View, check the physical LEDs to make sure they
are green (on and operational).

If the physical LEDs are red (nonoperational):
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a Shut down and then power off the Wave system.

b Reseat the card.

¢ Restart the system, reopen your browser window, and check Chassis View

again.

wave-42 - Wave |P2500
1

Done | Repaort I System Info |

wE —"

]

m— ] S 0#

WY wave

Refresh

 Periodic polling { every I’:ii seconds ) |
& Refresh on demand Refresh Mow |

Lastrefreshed at: May 24 2007 11:49:24 AWM POT

Details

Slot Number : 1

Carditodule : Integrated Services Card 1
Hardware Level : 1

Firmware Version : 0.8

Broadcast Domain © X

Interface Address : Mot Initialized

Subnet Mask | Hot Initialized

Default Gateway : Hot Initialized

Ethernet Connection Legend :
Unconnected

= 10 Mbps Connection

£ 100 Mbps Connection

& Partitioned

& Disabled

Chassis View applet showing installed cards and modules

d Verify that the Wave components that were not visible now show as

functioning in Chassis View.

5 Click Done to return to the Management Console.

Setting the system date and time

Use the instructions that follow to verify or change your Wave date, time, and time

Zone.

3-9



Wave Global Administrator Guide

To set the date, time, and time zone:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Date and Time icon, located in the General Administration section.
("—; When you launch certain Microsoft Windows tools from the Vertical Wave
[Ei5m Management Console, they start up in a remote control window that allows tools

or applications running on the server (Wave in this case) to appear on the client
(your workstation). Each time you use one of these tools, you will perform a
remote control log on. See “Remote Access Application applets” on page 2-5 for
detailed information and an example.

3 Log on to Windows.

The default user name is GlobalAdministrator and the default password is
Vertical4VoIP!.

Date and Time Properties ﬂ E

Date & Time |Time Zane I Internet Time I

Date — Time

e

December 'i' 'i'
1 2z 3 - -
4 5 & 7 & 9 10 % 5
11 12 13 14 15 17 ',' o
. '_,'

18 19 20 21 22 23 24
25 26 27 23 29 30 31

[zoorzsm =

Current time zone: Pacific Skandard Time

OF I Cancel | Apply |

Figure 3-4  Date/Time Properties dialog

4 In the Date/Time Properties dialog box, click the Time Zone tab, and verify that
the time zone is correct for your Wave ISM location.
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Date and Time Properties ﬂ E

Date & Time  Time Zone | Internet Time I

HGMT-08:00% Pacific Time §

da): Tijuana

|+ automatically adjust clock for daylight saving changes

OF I Cancel | Apply |

Figure 3-5 Date/Time Properties dialog showing Time Zone tab

If you need to make changes:
a Change the time zone by selecting a zone from the drop-down list.

b If you do not want Wave to adjust automatically for daylight savings time,
deselect the check box.

b Click the Date & Time tab (see Figure 3-4), and verify that the date and time are
correct for your Wave location.

If you need to make changes to the date and time:
a To change the month, choose a new value from the drop-down list.
b To change the year, click the up or down arrow to the right of the year field.
¢ To change the day of the month, click the desired date.

d To change the time, select the hours, minutes, seconds, or A.M./P.M. field,
then either type a new value or use the up or down arrow to adjust the value.
Repeat this process for each field that needs to be changed.

6 Click OK to save the changes.

7 Click Done (Return to Console).
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Entering basic system information

Click

You should enter your company name and the Wave Integrated Services Manager

(ISM) serial number so that the information is easy to locate when it is requested by
your technical support provider. The company name is used in your external caller ID.
The Wave ISM serial number is used by the Software Licenses applet to verify that a
Vertical Communications software license is applied to the correct Wave ISM, and by

Global Manager to identify each Wave ISM uniquely.

To enter basic system information:

1
2

If necessary, click the Administration tab of the Management Console.

Click the General Settings icon, located in the General Administration section.

General Settings

System | Pex| PBX (Advanced) | 1SDN | Fault Manitor | Time Service |

Company Mame: IVenicaI Comm

Main Mumhber: |4089699600

Sefial Number: | Z4/000000000000

Locale: |Eng|ish (United States) LI Custamize... |
Vaice Mail System: [5550 - vaiceMail =l

Motify when less than IEDD 'l megahytes free.

Figure 3-6  General Settings applet, showing the System tab

Enter a name in the Company Name field.

Enter the serial number of the Wave Integrated Services Manager (ISM) in the
Serial Number field.

The serial number is located on the side of the Wave ISM. It has the following
format: ZVnnnnnnnnnn. Enter the whole number.

Select your locale from the Locale drop-down list.

The Voice Mail System field defines the voice mail pilot number for the system.

The default is 550, but you can map it to a different pilot.
Click Apply to save your changes.

Click Done to return to the Management Console.
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Configuring the time service

The time service polls a specified time server to keep accurate time for Wave
components.

To configure the time service settings:

1

Click

2
i
q

If necessary, click the Administration tab of the Management Console.
Click the General Settings icon, located in the General Administration section.
Click the Time Service tab.

Enter the domain names of the desired time servers in the Primary Time Server
and Secondary Time Server fields.

Enter the full name of the time server. Two commonly used time servers are
time.nist.gov and tick.usno.navy.mil.

Enter the interval (in hours) between each time server poll in the Synchronize
Period (hours) field.

Click Synchronize Time Service.
This polls the time server immediately.

To verify that Wave was resynchronized, refresh your browser window and click
the Time Service tab again. If the Last synchronized on field has been updated,
resynchronization was successful.

To restore the defaults in each of the Time Service fields, click Restore System
Defaults

Click Apply to save your changes.

10 Click Done to return to the Management Console.

Installing client-side caching

Client-side caching for Wave increases the performance of the Management Console,
especially for slow modem connections. The following are important notes about
client-side caching:

It is necessary to install client-side caching on each client every time you upgrade
Wave, including Service Pack updates.

Client-side caching remains active until the next upgrade.
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= The caching mechanism will not prevent the client machine from administering
previous releases.

= Installing client-side caching requires you to reboot your PC.

To install client-side caching:

1

0 N o o

Click the Client Caching icon in the upper-right corner of the Management
Console screen.

The Remote Management Client-Side Caching page appears.
Click the download link on the Web page.
Click Save.

In the Save As dialog box, navigate to the location on your client workstation hard
drive where you want to save the installation program, then click Save.

Close all open programs.
Double-click the installation program icon to launch the program.
Follow the instructions in the installation wizard.

When installation is complete, reboot your PC to enable client-side caching.

Note: If you do not want to reboot at this time, you can return to the Management
Console and reboot later.

Adding accounts and passwords

To secure your Wave ISM from unauthorized configuration, you must remove the
GlobalAdministrator account and replace it with a new account.

By default, only individuals with enterprise-level access can configure the Wave ISM
using the Vertical Wave Management Console.

The Access Permissions applet contains a list of all the Management Console applets
and the access level required to use them. You can use the Access Permissions applet
to change the level of access granted to manager- and user-level accounts. For
instructions on using the Access Permissions applet, refer to the Management Console
Help.
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Click

@

The accounts you create in the Password Administration applet are local accounts and
are not controlled by your primary domain controller (PDC). For information about
adding Wave to your PDC and adding administrator accounts to the PDC, see
“Creating Wave user accounts on the primary domain controller” on page 3-16.

To replace the default Wave accounts:

1

If necessary, click the Administration tab of the Management Console.

2 Click the Password Administration icon, located in the General Administration

section. The Password Administration applet opens.

Click New to open the Add New User dialog box.

x|
Lsar Mame |
Full Mame |
Password |
Confirm Password |
Access Level |User LI
cus |
|Java Applet Window

Figure 3-7  Add New User dialog box

The first user you create will be an enterprise-level user. Enterprise-level access is
the most comprehensive. It allows an administrator to perform all of the Wave
administrative functions, including changing and configuring access permissions.
You will need at least one account with enterprise-level access to configure
everything in your Wave ISM.

Enter a user name for the account in the User Name field.

The user name can up to 20 characters and can use any combination of
alphanumeric characters and exclamation points (!), underscores (_), and dashes
(-). However, the first character may not be a numeral.

Enter the user’s full name in the Full Name field.

The full name can be up to 32 characters and can use any combination of
characters, including spaces.
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6 Enter a password and confirm it in the appropriate fields.

The password can be up to 14 characters and can use any combination of
characters except spaces.

7 Choose Enterprise from the Access Level drop-down list.
8 Click OK to close the dialog box.

The information you have specified will appear in the account list in the Password
Administration applet.

9 Repeat steps 3 through 8 to create additional accounts. (For accounts with lower
access levels, choose Manager or User instead of Enterprise in step 7.)

10 Click Done to return to the Management Console.

11 To secure your Wave ISM, you must log off and log on again with your new
enterprise-level user name and password, then return to the Password
Administration applet and delete the default Global Administrator accounts.

Caution: Be sure to keep a record of the new account passwords. Once you remove
the default accounts, the only access will be through the new accounts. If you lose
your enterprise-level password, you must reinstall and reconfigure your system to
gain access.

Creating Wave user accounts on the primary domain controller

Click

&

If your Wave installation includes multiple systems, and you have multiple
administrators, you might find it convenient to add your Wave ISMs to your Microsoft
Windows primary domain controller (PDC). You can then create Wave system
administrator accounts on the PDC, allowing centralized login authentication and
Wave system administrator account maintenance.

To create Wave accounts on the PDC:

1 On the primary domain controller, create global groups called VNI-Enterprise,
VNI-System, and VNI-Users.

2 Add accounts for your Wave administrators to these groups.

To add Wave to your PDC domain:
1 If necessary, click the Administration tab of the Management Console.

2 Click the Network Connections icon, located in the Data Administration section.
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When you launch certain Microsoft Windows tools from the Vertical Wave
Management Console, they start up in a remote control window that allows tools
or applications running on the server (Wave in this case) to appear on the client
(your workstation). Each time you use one of these tools, you will perform a
remote control log on. See “Remote Access Application applets” on page 2-5 for
detailed information and an example.

3 Log on to Windows.

The default user name is GlobalAdministrator and the default password is
Vertical4VoIP!.

4 Select Start > Control Panel > System.

System Properties | 7| x|
Advanced | Automatic Updates I Remate I
General Computer Mame | Hardware

-_1, Windows uses the following infarmation ta identify your computer
W on the netwark.

Computer description: ||

For example: "IlS Production Server'’ or
"Accaunting Server'.

Full computer name: mineryva. | 0-Domain.com

‘wiarkgroup: 10-wWORKGROUP

Tarenarne this computer ar join a domain, click Change. Change... |

’TI Cancel | Lpply |

Figure 3-8 Network properties dialog box

b Click Change on the Computer Name tab.
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1"

12
13

14

|
Computer Name Changes [E Computer Name Changes K E

“fou can change the name and the membership of this d;:—_*‘};‘
computer. Changes may affect access to network resources. - §
The
Al L

LComputer name:

minerya . .
Enter the name and password of an account with permission

to join the domain.

User name: I | j J
ﬂl Password: |

Full corputer name:
minerva.|0-Domain. com

Member of
& Domain:
IVertical
Ok I Cancel
© workgroup:
IID-WDHKGHDUP

ak | Cancel |

Figure 3-9 Identification Changes dialog box with joining domain login prompt

Select the Domain radio button from the Member of group box.
Enter the PDC domain name and click OK.
A login prompt will then appear.

Enter the user name and password of a user on the PDC who has privileges to add
workstations to the PDC.

Click OK to clear the message that appears.

Follow the prompts to close the System dialog box. When a message appears
asking if you want to restart Wave, click No.

Run Create Packages from Wave Utilities.

You can access Create Packages by choosing Start > All Programs > Wave > Utils >
CreatePkg.

Click Yes in the dialog box that appears.

When a message appears indicating that the Create Packages utility has run
successfully, click OK.

Open the User Manager, located in the Administrative Tools suite.

You can access this tool by choosing Start > Administrative Tools > Computer
Management, then choosing Local Users and Groups.
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LI Computer Management _[Of x
Q File Ackion  View ‘Window  Help | =N
& = | | |2
g Computer Management: {Local) Name | Full hame | Description
Elﬁn System Tools ASPHET ASPLMET Machine Account Account used For running the ASP.1
@ Event Yiswer Hent
% Shared Folders HFTPUser-DaN, . Ananymaus
g Local Users and Groups Guest Biilt-in account for guest access to
= IOfEnterprise IC-Enkerprise
n FGroups L o Alert IPFhone IPRhone User Account
g D:":;m;;;: :rgs and e IUSR?IO*DE‘ . Internet Guest Account Built-in account for anonymous acc
= @ Storage 9 mIWAM_IO-DE. .. Launch 115 Process Account  Built-in account For Internet Inform
- Removable Storage %SUPPORT?SS. .+ CN=Microsoft Corporation, ..  This is a vendor's account For the -
& Disk Defragmenter VNIAdm?n ) Built-in account for adminiskering b
.32 Disk Management \I'NIF\dmlnfD‘ . WNIAdmin_DoMotDelete
[]..& Services and Applications VNIUSEV'DDN‘.. Task Scheduler Account
| | [ H

Figure 3-10 User Manager

15 Add the VNI-Enterprise, VNI-System, and VNI-Users groups to the
Administrators group.

16 Restart Wave by choosing Start > Shut Down > Restart.

Now, whenever you log on to Wave, enter the PDC domain name followed by a
backslash (\), then enter your PDC domain user name and password.

For example:

User name: Domain\Username
Password: Password

Note: When logging on to the Wave desktop using Windows Remote Desktop, use
your PDC domain user name and password for the Windows login prompt.

Using accounts from a trusted domain

Some customers may want to allow access to the Wave domain by users that do not
have accounts in the Wave domain, but have accounts in other trusted domains (user
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domains) within their intranet. The easiest way to allow this access is to create a
one-way trust relationship.

To create a one-way trust relationship:

1 Export the trust from your user domain:

b

Log on to the primary domain controller (PDC) of the user domain.

Open the User Manager for Domains tool, located in the Administrative tools
suite.

Run User > Select Domain and select the user domain in the list.

Use the User Manager to run Policies > Trust Relationships.

Click the Add button next to the Trusting (not Trusted) Domains group box.
Enter the Wave domain in the Domain Name field.

Assign a password.
This password is not related to any other password on your system.

Confirm the password.
Click OK in the Trusting Domain dialog box to save the changes.

Click Close to close the Trust Relationships dialog box.

2 Add the global groups VNI-Enterprise, VNI-System, and VNI-Users to the user
domain:

a
b
c
d

In the User Manager for Domains tool, select User > New Global Group.
Enter VNI-Enterprise in the Group Name field.

Add the appropriate users to the VNI-Enterprise group.

Click OK.

Repeat steps 2a through 2d to add VNI-System and VNI-Users groups and
users to the user domain.

3 Add the user domain to the list of Trusted Domains in the Wave domain PDC.

Log onto the Wave domain PDC.
Use the User Manager to run Policies > Trust Relationships again.
Click the Add button, next to the Trusted (not Trusting) Domains group box.

Enter the name of the user domain in the Domain Name field.
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e Enter the same password you used in step 1g above.
f Confirm the password.
g Click OK in the Trusted Domain dialog box to save the changes.
h Click Close to close the Trust Relationships dialog box.
4 Synchronize the domains.
a Run the Server Manager from Programs > Administrative Tools.
b Select your PDC if it is not already selected.
¢ Choose Computer > Synchronize Entire Domain.
d Click Yes to confirm and OK to confirm again.

You now have a one-way trust relationship, and can log into the Wave ISMs (members
of the IODomain).

3-21
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Chapter 4

System Settings in the User/Workgroup Management
applet

CHAPTER CONTENTS

About system Settings . . ... ... 4-1
Setting general Wave options .. ... 4-3
Setting business hours. . . ... .. ... 4-6
Setting up e-mail notification . ......... . ... .. . . . 4-10
Enforcing strong password security . . .. ... 4-11
Setting up personal call supervisiondefaults. .. ....................... 4-12

About system settings

The system settings available through the User/Workgroup Management applet
control overall Wave behavior. Before adding Wave users, you should define your
system settings.

Opening the System Settings dialog box

To access system settings in the User/Workgroup Management applet:

From the Management Console, click the icon for User/Workgroup Management,
located in the PBX Administration section. The User/Workgroup Management

applet opens. See “Navigating applet tree structures” on page 2-6 for information
about navigating in the User/Workgroup Management applet.
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5 Choose Tools > System Settings. The System Settings dialog box opens.

{d System Settings

Sever
[]-W 1 Mumber of external stations: ID

[#-Call Data
- Organizations [~ Generate tones using software
- Business Hours

- Dial-by-name Directory

[~ Server should not detect devices during startup

[+ E-mail Matification [ Allow voice-first answering
[+ Security
- udio [~ Present a confirmation menu befare voice mail

[#-Call Log and Trunk Log

L [ Allow callers ta directly leave a voice mail
- |nternal Dialing

- External Dialing Default flash behavior while in a call | Menu assisted transfer j
[#- Emergency
- Recordings Park/Hold ring back: Announce j

- Queue
i i-Agent Skills
-Storage =

----- Special Directories
‘... Praklar Panart bfizard LI

QK I Cancel Help

Documentation for the System Settings dialog box

The following table shows where to find documentation for the various tabs of the
System Settings dialog box:

Tab See...
Server page 3
Server \ Network Capture page 50
Call Data \ Account Codes page 6
Call Data \ Custom Data page 14
Organizations page 2
Business Hours page 6
Dial-by-name Directory page 5
E-mail Notification page 10
E-mail Notification \ Event Log page 13
Security page 11
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Tab

See...

Security \ Permitted Passwords

page 11, page 12

Security \ Workstation Firewall

Vertical Wave Installation Guide

Audio page 1
Call Log and Trunk Log page 12
Call Log and Trunk Log \ Archive page 48

Internal Dialing

Dial-by-name directory: page 6
Internal dialing timeouts: page 35

External Dialing page 34
Emergency page 35
Recordings \ Archive page 34
Recordings \ System Call Recording page 6
Recordings \ Reminder Beeps page 7

Queue

Vertical Wave Contact Center Administrator’s
Guide

Queue \ Agent Skills

Vertical Wave Contact Center Administrator’s
Guide

Storage page 46
Storage \ Special Directories page 49
Problem Report Wizard page 52

Setting general Wave options

General Wave options include the following:

e Setting general ISM settings. See the next section.

= Configuring the dial-by-name directory. See page 5.
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Setting general ISM settings

To set general ISM settings, do the following:

1

Choose the Server tab.

{d System Settings E

- Call Data

- Drganizations
- Business Hours [ Allow callers ta directly leave a voice mail
Dial-by-name Directory _ o
[ E-mail Matification Drefault flash behavior while in a cal: | Menu assisted transfer j

- dudio Park/Hold ring back: Announce j

[ Allow voice-first answering

[~ Present a confirmation menu befare voice mail

Define the following settings:

Allow voice-first answering. If checked, users with Toshiba digital phones as
well as Cybiolink or Aastra Powertouch analog phones can use the voice-first
answering feature. With voice-first answering, internal calls are connected to
the user’s speakerphone automatically without the phone ringing or needing
to be picked up. A beep indicates an incoming internal call. (External callers
ring as normal.)

To use voice-first answering, a user must turn it on using ViewPoint or the
telephone commands. See Vertical Wave User’s Guide for details.

Present a confirmation menu before voicemail. Check to have callers hear the
confirmation prompt, “To leave a message press 1, or press * to return to the
menu” after they hear a user’s voicemail greeting. If unchecked (the default),
callers go directly to recording their message after hearing the greeting.

Allow callers to directly leave a voicemail. Check to enable callers to dial a user’s
voice mailbox directly by dialing the extension followed by * from internal
dial tone or from an auto attendant.

If checked, the system adds a 3-second delay after dialing an extension before
the call is connected, to wait for the *. Callers can skip the delay by pressing #
after the extension. To change the delay, see “Avoiding the auto attendant
ambiguous dialing delay” on page 13-10.

Default Flash behavior while in a call. Select what happens when users press
Flash (or quickly press the hook) while on a call.

Choose Menu assisted transfer to take users to the Wave call handling menu
(for details, see Appendix A of Vertical Wave User’s Guide).
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Choose Direct transfer to immediately prompt users for an extension to
transfer the call. Use this option to create faster, simplified telephone
transferring for users who answer and transfer many calls. Note that with
direct transfer, users cannot access the other commands on the call handling
menu unless they have Wave ViewPoint or a Toshiba digital phone.

Park/Hold ringback. Select what happens when a user answers an automatic
ringback call after leaving a call on hold or parked for too long.

Choose Announce to have Wave announce the caller, as with normal call
announcing.

Choose Direct connect to have the user connected immediately with the caller.
Note: By default ringback occurs once, and if the ringback call is unanswered

the call is sent to the user’s voicemail. You can increase the number of ringback
attempts before the call goes to voicemail using the RingbackRetries advanced

setting. See Appendix J of Vertical Wave Installation Guide.

For instructions on setting ringback, see Vertical Wave User’s Guide.

Click oK.

Configuring the dial-by-name directory

The dial-by-name directory enables callers to dial Wave users by name, which is
helpful when the extension is not known.

To configure the dial-by-name directory:

1
2

Choose Tools > System Settings.
Choose the Dial-by-name Directory tab.

-'{:.i System Settings E
Category Dial-by-name Directory

- Server 21| Search directary by: ILast name -
[#-Call Data
. Organizations Presert names using: IExtension number
- Business Hours
-Licenses

[ Dial-by-niame Directony

Lef L

[ Present a confirmation menu befare transfering

In Search directory by, select one of the following methods by which callers can
search for users:

« Last name. Callers enter the first few letters of the last name. This is the
default.
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= First name. Callers enter the first few letters of the first name.
e Last name or First name. Callers enter the first few letters of either the first or
last name.
4 In Present names using, select one of the following methods for presenting the
names of users to callers:

= Extension number. Callers hear an extension number after each name, for
example, “For John Sargent, press 175.” This is the default.

= Numbered list. Callers hear a sequence number after each name, as in “For
John Smith, press 1”.

5 Use the Present a confirmation menu before transferring field to choose what happens
when a dial-by-name entry results in a single match. If unchecked, the caller is
connected immediately. Check the field to have the caller to confirm his or her
choice. For example, a caller would hear, “For John Sargent, press 1. To try again,
press *.”

6 Click ok.

Changing the internal dial-by-name extension

By default, users can dial 411 to access the dial-by-name directory. To change the
number, do the following:

1 Choose Tools > System Settings. The System Settings dialog box opens.

2 Choose the Internal Dialing tab.

3 Enter the number in Dial-by-name directory.

Note: When you change 411 to another number, the system prompts that refer to it
automatically update to use the new number.

Setting business hours

4-6

Wave uses your business hours settings in schedules that you create for the following:
= After hours greetings. See “Scheduling transfers and greetings” on page 13-11.
= Automatic transfers. See “Scheduling transfers and greetings” on page 13-11.

= Notification of new voice messages. See “Scheduling notifications” on page
11-24.
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You can create as many sets of business hours as you need. For example, you can create
a set of business hours for the company as a whole (the default), and then create
additional sets of business hours for individual Organizations, shifts, and so forth.

Defining business hours

To define your business hours, you define your daily work hours, work days and

holidays, as follows:

1 Choose Tools > System Settings. The System Settings dialog box opens.

2 Choose the Business Hours tab.

{d System Settings

- Server 21 Mame: IDefauIt j Save Az | Delete |
[#-Call Data

- Organizations ‘whork. Hours | Holidays I
B Licenses The following days and times define work. hours:

- Dial-by-name Directory Wwork daps: Witk hours:
[+ E-mail Motification ¥ Monday |9:DD M - E:00 PM
- Security T
& Audio W Tuesday |3:00 &M - 6:00 PM

_~Hold Sources  Wednesday  [5.00 M - .00 PM

[#-Call Log and Trunk Log

. Intemal Dialing I Thursday |3:00 &M - 6:00 PM
[#- External Dialing v Friday |9:DD &M - E:00 P
[+- Emergency
[+ Recordings |5 I™ Saturday I
- Queue [~ Sunday I
[+- Storage
. Aralan Tk LI

0k, | Cancel | Help

From the Business Hours tab you can do the following:
= To create a new set of business hours, fill in the fields, then click Save As.
= To edit an existing set of business hours, select its Name from the dropdown

list.

< To delete a set of business hours, select its Name from the dropdown list, then

click Delete.
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1

On the Work Hours tab, under work days, check each day that is a work day, and
under Work hours, enter the starting and ending times for each work day.

Note: When you define business hours and holidays, you can type dates and times
in most formats. Your entries are converted to a standard format that is based on
your Windows regional settings.

You can enter more than one time range for a day, separated by commas, for
example, “9:00 AM - 12:00 PM, 3:00 PM - 6:00 PM.” Use this format to express
business hour shifts that overlap midnight. For example, to express a shift that
runs from 5:00 PM to 2:00 AM the next morning, enter “12:00 AM - 2:00 AM, 5:00
PM - 12:00 AM” for each work day.
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1 To define holidays, click the Holidays tab.

{d System Settings

[#-Call Data

- Organizations
- Business Hours
[#-Licenses

[#- Server 21 Mame: IDefault

Wwork Hours  Holidays |

=

The following dates and times define holidays:

Save bz | Delete |

- Dial-by-name Directory [1ate
[#- E-mail Motification

[+ Security

=1~ Audio

- Hold Sources
[#-Call Log and Trunk Log
- |nternal Dialing

[#- External Dialing
[#- Emergency
[#-Recordings
£
£
o

- Queue

H- Storage
E

Times

All day

Edt. |  Deete |

. Awmalen Tl o

Cancel | Help |

1 Click Add to add a new holiday. Click Edit to edit an existing one.

Edit Holiday

Holiday date: 01,/23/2002

= Al day holiday (Gl

Partial day hours

Wwhork hours begin at: Igg:gg A

Wwork hours end at: |1 2:00 PM
’TI Cancel | Help |

1 Enter the Holiday date.

1 Choose if this is an All day holiday or Partial day holiday. For a partial day holiday,

enter:

= Work hours begin at. Starting time for work on the holiday.
= Work hours end at. Ending time for work on the holiday.

2 Click oK.

3 Click ok to close the System Settings dialog box.

4-9
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Setting up e-mail notification

Wave can automatically send an e-mail to a user whenever he or she receives a new
voice message, and send the voice message audio file as an attachment to the e-mail.

Once you enable e-mail notification for the system, you must configure each user
appropriately.

Enabling e-mail notification

To enable e-mail notification for the system, do the following:
1 Choose Tools > System Settings, then choose the E-mail Notification tab.

2 To enable e-mail notification, check Send e-mail notifications using. Select SMTP
from the dropdown list.

Fill in the SMTP settings fields with information provided by your e-mail
administrator or Internet Service Provider.

E-mail Notification

¥ Send e-mail notifications using: ISMTP j
SMTP gerver: | Fort: |25
Sender name: |TeIeVantage

Sender address: |

I~ SMTF server requires authentication

Uzer name: |

Fazsword: |

3 Click oK.

E-mail notification of voice messages will be available the next time the Wave ISM is
started.

Configuring users for e-mail notification

For information on setting up e-mail notification for a user, see “Setting e-mail
notification” on page 11-22.
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Enforcing strong password security

Password security is crucial in preventing your company from being victimized by toll
fraud. Unauthorized users who gain privileged access to your telephone system can
place outbound long distance or international calls that get charged to you. In 99.9% of
cases, access is gained through insecure (easy-to-guess) passwords. By making your
passwords more secure, you can dramatically increase the security of your Wave
system against toll fraud. For more information about making your system secure, see
Appendix A.

To enforce strong password security on your system:

1
2
3

Choose Tools > System Settings. The System Settings dialog box opens.

Choose the Security tab.

Use the following options to safeguard your Wave system against unauthorized
access:

Passwords automatically expire after __ days. Checking this option forces users
to regularly change their passwords. Enter the number of days that each user
may keep a password before the system requires them to change it to
something new.

You can override this setting for individual users, to permit passwords that
never expire. You can also manually force a user to change his or her
password whenever you want. See “The Security tab” on page 11-38.

Automatically lock out accounts after __ failed logon attempts. If checked, the
system locks out an account after the number of consecutive failed logon
attempts that you enter. A locked-out account cannot log on to the system,
even with the correct username and password, until the administrator
unlocks it.

To have the system automatically reopen locked-out accounts after a certain

time has elapsed, check Automatically clear lockout after __minutes, and enter

the number of minutes.

You can also manually reopen a locked-out account, as follows:

= User. In the Users view, double-click the user to open the Users dialog box,
click the Other tab, uncheck User is locked out, and click OK.

* Queue. In the Queues view, double-click the queue to open the Queue
dialog box, click the Account tab, uncheck Queue is locked out, and click
OK.

4-11
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Hang up trunks after __failed logon attempts. If checked, the system hangs up on
any incoming caller who tries to log on to a Wave account with an invalid
password after the number of consecutive attempts that you enter.

4 Choose the Security \ Permitted Passwords tab.

By forbidding easy-to-guess passwords, you can make your system much more
secure from unauthorized access. Vertical highly recommends checking all the
options on this tab to prevent toll fraud.

When you change any of the options on this tab, users whose passwords are now
prohibited will be prompted to change them the next time they log on, and wiill
show up in the Security Analysis report (see Appendix A).

5 Use the following options to restrict the passwords that users can choose:

Minimum password length. Enter the minimum number of digits for a
password. For secure passwords, the minimum should be at least five, and
preferably seven or more digits.

Prevent passwords that contain an account’s extension. Passwords that contain
the extension number are especially easy to guess. Check this option to

prevent the extension from being any part of the password. For example, a
user at extension 337 could not have a password of 337, 33755, or 13378080.

Prevent passwords that contain entries from the following list. Check to prevent
passwords from containing any of the digit strings in the list. Wave provides
by default a list of easy-to-guess digit strings.

To add a new digit string to the list, click Add. To edit a digit string in the list,
select it and click Edit. To remove a digit string from the list, select it and click
Delete.

6 Click ok.

Setting up personal call supervision defaults

You can set system defaults for whether users’ personal calls can be Monitored,
Coached, or Joined using the Supervise commands. When you create a new user, these
defaults are used to define if users’ personal calls can be supervised, and you can
override the defaults for individual users (see “Configuring whether the user’s calls
can be supervised” on page 11-39.
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Notes
¢ When you change a system default, users who have that Supervise permission
set to “System Default” change to reflect the new default.

e Whether or not a user can use the Supervise commands is controlled by
permissions. See “Assigning a user’s permissions” on page 11-40.

To change personal call supervision defaults
1 Choose Tools > System Settings. The System Settings dialog box opens.
2 Choose the Security tab.

3 Ineach of the following fields choose “Yes” or “No”:

* Personal calls can be monitored. Users with the "Allow monitoring user calls"
permission can listen to users’ personal (not queue) calls without the
monitored user knowing.

= Personal calls can be coached. Users with the "Allow coaching user calls"
permission can add themselves to users’ personal (not queue) calls and be
heard by the coached user, but not by the caller.

« Personal calls can be joined. Users with the "Allow joining user calls”
permission can add themselves to users’ personal (not queue) calls as full
participants.

4 Click oK.

For instructions on using the Monitor, Coach, and Join features, see Chapter 12 of
Vertical Wave User’s Guide. For information on configuring a user for the permissions
needed to Coach, Monitor or Join another user's personal calls, see “Assigning a user’s
permissions” on page 11-40. For information on supervising queue calls, see the
Vertical Wave Contact Center Administrator’s Guide.
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Chapter 5

Configuring Analog and Digital Trunks

CHAPTER CONTENTS
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Enabling paging and notification on PRItrunks . ... . ................... 5-23

This chapter provides information about configuring analog and digital trunks. Before
you can configure Vertical Wave to process calls, connect to the Internet, or connect
your LAN, you must complete the following tasks:

= Creating new trunk groups, if the default groups do not meet your needs

= Configuring trunks and channels

Note: Before you configure trunk groups, trunks, and channels, be sure you
understand the concepts presented in Chapter 26, Understanding Vertical Wave
Trunks.

Creating new trunk groups

Before you can configure analog and digital trunks and put them in trunk groups,
those trunk groups must exist. Wave provides default trunk groups (see Table 26-2, on
page 6) that you can use to quickly group a set of analog or digital channels for most
call routing scenarios.(You will configure these trunk groups later, in Chapter 8,
Configuring Inbound Call Routing.) If necessary, you can create additional trunk
groups using the procedure in this section.

The following procedure specifies how to create, name, and set the direction and hunt
order for a new trunk group. Later in the configuration process, you will configure
Caller ID settings on the Out tab (see Chapter 18, PBX Feature Configuration) and
configure the In tab (see Chapter 8, Configuring Inbound Call Routing).
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Note: The Wave system has a maximum of 20 groups, including hunt groups, trunk
groups, and zone paging groups.

Hint: You might wish to rename the default trunk groups to be more meaningful to

your business or call-routing scenarios, for example, Connect to PBX, Long Distance
Calls, or ISDN.

To create, name, and specify a direction for a new trunk group:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Trunk Groups icon, located in the Trunk Administration section.
1
=T
Status | MName | Direction |
DID Analog In
D10 Digital Both
Modems Both
Yoice Analog Both
Yoice Digital Both
| INew... | |
| | Daone Help |

Figure 5-1 Trunk Groups applet

3 Click New to open the Trunk Group dialog box.
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4} Trunk Group |

MName: I
Direction:  In " Cut & Both

in | out]

Digit Interpretation

& Inbound Routing Table Edit Inbound Routing Table... |

" First Digit Tahle B
Intercept Destination: |N0ne LI
Access Prafile for Tandem Calls: INgne LI

Ok | Cancel |

Figure 5-2  Trunk Group dialog, showing In tab

4 Inthe Name field, enter a name or phrase for the new trunk group, using up to 16
alphanumeric characters.

The name for your new trunk group must be unique. This trunk group name will
appear on caller ID telephones when a caller receives calls through this trunk
group and no caller ID was received.

5 Select In, Out, or Both to specify the direction of the trunk group.

Your Service Confirmation Letter should detail the direction of the trunks you
have installed. Refer to it to determine which direction to select.

Note: Different service providers may use varying terminology for trunk direction
for voice circuits. The following terms are synonymous:

< In, inbound (with respect to Wave)
< Out, outbound (with respect to Wave)
< Both, bidirectional, two-way, 2-way, in and out

6 Click the Out radio button to bring the Out tab forward.
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7 Select Linear or Circular in the Hunt Group group box.

4} Trunk Group |

MName: I

Direction: © In ¢ Out &

In Outl

External Caller ID

" Use External Caller ID from User Canfiguration
" Send Company Name and Main Mumber

" Zend Station Mame and Internal Extension Mumber

" Send Station Mame and this Mumber: I
[ |3 vl
& Do Mot Send Caller 1D

Hunt Order
& Linear  Circular

[ Reverse Order

Ok | Cancel |

Figure 5-3  Trunk Group dialog, showing Out tab

= Linear—Looks for a free channel, always starting at the beginning of the list
of trunk groups and searching to the end, or—for reverse-order hunting—
always starting at the end of the list and searching to the beginning.

= Circular—Looks for a free channel, starting where the last search left off.
From this point (where the last search left off), forward-order hunting works
forward through the list of available channels, and reverse-order hunting
works backward through the list.

For more information about hunt types, see “Trunk group hunt types” on page 7.
8 Select Reverse Order if appropriate.
9 Click OK to save your changes and close the Trunk Group dialog box.

10 Click Done to close the Trunk Groups applet and return to the Management
Console.
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Configuring trunks and channels

You use the Trunk Configuration applet to set up the handshake and signaling between
the Wave ISM and the equipment on the service provider end of the trunk. Using this
applet, you can set the configuration options to match the settings your trunk service
provider has provisioned on your trunks.

Hint: Locate your service confirmation letters or provisioning information forms before
starting the following procedures (see Chapter 35, Service Confirmation Letters and
Provisioning Information Forms, for more information about these forms).

Caution: The trunk options and the channel/trunk signaling options must be set
identically to the settings shown on your trunk Service Confirmation Letter.

Caution: Never mix trunk types within a trunk group. If necessary, create a new trunk
group (see “Creating new trunk groups” on page 1).
Trunk and channel settings

Both digital channels and analog trunks have three major configuration parameters.
These parameters are described in Table 5-1.

Table 5-1 Digital channel and analog trunk parameters

Parameter Name Description

Enabled Places a T-1 or analog channel or trunk into service or removes it from
service.
Signaling Sets the signaling method for the channel or trunk.

Trunk group (for  Sets the trunk group membership for the analog trunks or digital channels.
voice or modem  For example, you can assign a trunk group called Voice Analog to eight
channels) separate analog trunks.

Configuring analog trunks

You use the Trunk Configuration applet to configure analog trunk settings for the

analog trunk ports on the Integrated Services Card, or for the additional ports on the
Integrated Services Card with expansion board or any eight-port analog trunk module
(e.g., the Analog DID Trunk Module or the Analog Universal Module). Refer to your

5-5
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Cl

5-6

ick

Service Confirmation Letter, provided by your service provider, for the appropriate
values to set.

The Integrated Services Card (ISC) in slot 6 provides 3 loop start analog trunks. If your
Wave ISM has a Integrated Services Card with expansion board occupying slots 5 and
6, it has an additional 11 analog trunks, 3 of which are loop start only and 8 of which
are loop/ground start.

Note: Before configuring the trunks, configure the trunk groups you want to assign to
the analog trunks. For information about configuring trunk groups, see “Creating new
trunk groups” on page 1.

Caution: /f you need to remove an analog trunk module from your Wave ISM, you must
first assign all ports of the module to None in the Trunk Group drop-down list in the
Trunk Configuration applet. For details about this drop-down list, see step 4 of
“Configuring analog channels” on page 8.

Complete the following tasks to configure analog trunks:

= Configuring analog trunk card or module settings

= Configuring analog channels
Configuring analog trunk card or module settings

To configure the analog trunk card or module settings:
1 If necessary, click the Administration tab of the Management Console.
2 Click the Trunk Configuration icon, located in the Trunk Administration section.

3 Select the card or module you want to configure, then select the Trunk in Service
check box.
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Trunk Configuration

F-® REC Expansion Board - Loop/Grnd (Slot &, CHJ3, Ports 1-8)
: CMN:J3, Ports 8-11)

[¥ Trunk in Service

® Channel 02 {Loop,“Yaice Analog)
® Channel 03 {Loop, Modems)

-3 Analog DID Trunk Module (Slat 10, R

@ Analog Universal Module (Slat 11, Trunks 1-8, Stations 17-24)
-X 56/64K CSUIDSY (Slat 12)

- T-1 Module Port 1 (Slot 13)

- T-1 Module Port 2 (Slot 13)

-3 T-1 Module with Serial, Port 1 {Slot 14)

=3 T-1 Module with Serial, Serial UF {Slot 14)

4 | »f

Figure 5-4  Trunk Configuration applet, showing analog module settings

If your Wave ISM only has a Integrated Services Card and no other analog trunk
modules, there is only one entry in the list: Integrated Services Card - Loop Only
(Slot 6).

Refer to the Vertical Wave IP 2500 Hardware Reference Guide for information about
each card and module installed in your Wave ISM.

4 Configure the card or module’s analog trunks or ports, which are labeled channels
(see “Configuring analog channels” on page 8).

5 Click Apply to save your changes.

6 Click Done to return to the Management Console.
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Configuring analog channels

To configure a card or module’s analog channels:
1 Click the + next to a card or module to display the channels, and select the
channels you want to configure.

= To select a contiguous range of channels, select the first channel in the range,
then hold down the Shift key while you select the last channel in the range.

= To select a noncontiguous range of channels, hold down the Ctrl key while
you select each channel.

Trunk Configuration

-

-® RSC Expansion Board - Loop/Grnd (Slot 5, CMJ3, Pords 1-8) ‘oice Settings
RSC Expansion Board - Loop Only {Slot 5, CH.J3, Porls 9-11)

Paors 21-23) [¥ Enabled
01 f naloo)
""" ) Signaling ILoop Start 'l Tirmets.. |
----- ® Channel 03 {Loop, Modems)
Analog DID Trunk Madule {Slot 10, CNJ1) Trunk Graup: I—LI
Analog Universal Module (Slot 11, Trunks 1-8, Stations 1 7-24) b Voice Analog
56641 CEUIDSY (S0t 12) o
T-1 Module Part 1 (Slat 13) Transrit Gain: o [
T-1 Module Port 2 (Slot 13) . .
T-1 Madule with Serial, Port 1 (Slot 14) Receive Gain: o [
¥ T-1 Module with Serial, Serial IF (Slot 14)
Motes:

Ready.

| | Dane | Help |

Figure 5-5  Trunk Configuration applet, showing analog channel settings

2 Be sure that the channels are enabled; the Enabled check box should be selected.

3 Select the signaling method from the Signaling drop-down list.
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The signaling method is indicated on your service confirmation letter. See
Chapter 35, Service Confirmation Letters and Provisioning Information Forms, for
more information.

The signaling methods are as follows:

= Loop Start—If you are configuring the analog trunks on the Integrated
Services Card (ISC), you must choose Loop Start. If you have an RS3A-C, the
three analog trunks in Slot 6 are Loop Start and the other eight analog trunks
in Slot 5 can be configured as Loop Start or Ground Start.

= Ground Start—This option is available only for the analog universal module,
the analog trunk module, and the eight analog trunks on the RS3A-C (which
can also be configured for Loop Start).

= Wink Start—If you are configuring the analog DID or AUM module, you
must choose Wink Start.

Caution: Do not adjust the Timers settings unless you are an expert.

Select the trunk group you want to assign to the selected trunks from the Trunk
Group drop-down list.

Note: When you configure analog DID trunk modules, only trunk groups
configured for the inbound direction will appear in the Trunk Group drop-down
list; trunk groups set for both directions will not appear.

Adjust the Transmit Gain and Receive Gain values if necessary.

= Transmit Gain—If the voice level of outgoing calls is too low, increase the
value; if the voice level is too high, decrease the value.

= Receive Gain—If the voice level of incoming calls is too low, increase the
receive gain; if the voice level is too high, decrease the value.

Caution: Feedback can result if you set the gain level too high. In most cases, the
default value of O should be fine.

Record information in the Notes field.

This information could include circuit-specific information or other information
from the Trunk Configuration property sheet. Circuit number and carrier
information or brief notes regarding issues encountered can be entered in this
comment field. Field personnel can use this data to locate and identify the physical
circuit connected to the Wave ISM.

Click Apply to save your changes.

Click Done to return to the Management Console.
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Configuring digital trunks and channels

Use the Trunk Configuration applet to assign voice, data, or ISDN traffic to digital
channels; to configure connection settings for a digital channel on WAN modules or
cards (for example, the two-port T-1 module); and to assign each channel to a
connection.

Caution: /f you need to remove a T-1 module from the Wave ISM, you must first assign
all channels of the module to None in the Connection drop-down list in the Trunk
Configuration applet. For details about this drop-down list, see “Configuring digital
trunk card or module settings,” step 3.
Complete the following tasks to configure digital trunks:

= Configuring digital trunk card or module settings

= Configuring digital channels

= Configuring digital channels for voice

= Configuring digital channels for data

= Configuring digital channels for ISDN

= Assigning digital channels to a serial interface
Configuring digital trunk card or module settings

To configure the digital trunk card or module settings:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Trunk Configuration icon, located in the Trunk Administration section.

4

3 Select the card or module you want to configure, and check the Trunk In Service
check box.
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Trunk Configuration

+-® RSC Expansion Board - Loop/Grnd (Slot 5, CN:J3, Ports 1-8)

+-® RSC Expansion Board - Loop Only (Slot & CRJ3, Ports 8-11) i B GERES

+-® REC - Loop Only (Slot 6, CNJ1, Ports 21-23)

#-® Analog Trunk Module - Laop/Gmd (Slot 10, CNJT) R S Sl
+-® Analog Universal Module - Loop/Grnd (Slot 11, Ports 1-8)

#1-® Analog Universal Module - DIDiStation (Slat 11, Ports 17-24) Systermn Clock Ref. Internal =
o =

Channel 01 (B-Ch, TIPRIZLF) IFEAAE: ESF El
GChannel 02 (B-Ch, TIPRIZLF) T I e—T
GChannel 03 (B-Ch, TIPRIZLF)

Channel 04 (B-Ch, TIPRIZLF}

Channel 05 (B-Ch, TIPRIZLF)
Channel 08 (B-Ch, TIPRIZLF) ‘

Line Build Out. 0da -

Channel 07 (B-Ch, TIFRIZLF) Advanced Trunk Settings...

®
®

®

<]

<]

.

®

® Channel 08 (B-Ch TI1PRIZLF}
® Channel 08 (B-Ch, TIPRIZLF)
® Channel 10 (B-Ch, TIPRIZLF)
® Channel 11 (B-Ch, TIPRIZLF} -
® Channel 12 (B-Ch TI1PRIZLF} )
® Channel 13 (B-Ch TI1PRIZLF}
® Channel 14 (B-Ch T1PRIZLF)
® Channel 15 (B-Ch, TIPRIZLF)
® Channel 18 (B-Ch, TIPRIZLF)
® Channel 17 (B-Ch TIPRIZLF}
® Channel 18 (B-Ch TIPRIZLF}
® Channel 19 (B-Ch TI1PRIZLF}
® Channel 20 (B-Ch, TIPRIZLF)
® Channel 21 (B-Ch, TIPRIZLF)
® Channel 22 (B-Ch T1PRIZLF)
® Channel 23 (B-Ch TIPRIZLF}
® Channel 24 (D-Ch, Mane)

+-® T-1 Module Port 2 (Slat 13)

+-® T-1 Module Port 1 (Slot 14)

+-® T-1 Module Port 2 (Slot 14)

Ready.

| | Done | Help |

Figure 5-6  Trunk Configuration applet, showing T-1 module settings

Note: If you want to configure a module for cross-connection to a serial interface,
Be sure that you select the module labeled with Serial.

If the trunk is ISDN, check the ISDN check box, and click ISDN Settings to
configure the ISDN trunk settings as follows:
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ISDN Settings... =

Switch Variant

Service Code Table... |

UserMetwork Mode @ User  MNetwork

B-Channel Megotiation Exclusive LI
[ Outgoing Caller ID Provided by Central Office, as Indicated in Contract

[ Send Calling Name

e |

Figure 5-7 ISDN Settings dialog

Note: If you do not select the ISDN check box, the trunk will be a CAS (Channel
Associated Signaling) T-1 trunk, which implies robbed-bit signaling or clear
channel for data. Clear channels (whether ISDN or CAS) must be assigned to data
connections, and channels grouped for data connections must be contiguous. All
other channel types, like B channels, must be assigned to voice trunk groups. If you
configure ISDN to use a voice trunk group, you can configure that ISDN connection
for dial-up data; see “Configuring dial-up routing” on page 22-1.

a Select a variant in the Switch Variant drop-down list.

Refer to your T-1 Service Confirmation Letter to determine which of the following
ISDN switch variants to use:

- AT&T 5ESS (Custom)
- AT&T 4ESS

- NT DMS-100 (NI-1)
- AT&T 4ESS (NI-2)

- NT DMS-100 /5-100
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Select the NT DMS-100 /S-100 variant when connecting to a Northern Telecom
Meridian DMS-100 PBX configured with a subtype profile of S-100. In this

scenario, the DMS-100 must be configured as the network side. Wave is always the
user side.

b Click Service Code Table to modify the service code table for the switch
variant that you specified in the previous step.

/3 AT&T 5E55 (Custom) Service Code Table =

Service MNP MNP TON TON | Service!| BFCW BFCY SiD
MName # MName # MName | Feature # MName #

Default (Off Pramise) 9 Private 4 Subscrib... NiA

Default {Long Distance) 1] Unknown 0 Unknown  MNiA

Default {nternationaly 1] Unknown 0 Unknown  MNiA

Default {Local) 1] Unknown 0 Unknown  MNiA

Default {Local Operatar) 1] Unknown 0 Unknown  MNiA

Default {Long Distance Operatar) 1] Unknown 0 Unknown  MNiA

Add |

Restare System Defaults

e |

Figure 5-8  Service code table for the ATT 4ESS switch variant

|Java Applet Window

Note: You do not need to modify the service code table during initial configuration.
The defaults should be sufficient for connecting to a local exchange carrier.

¢ Ifyour ISDN trunks support multiple services, click Add to add new service
name records to the service code table, then modify the new records by
clicking in each field to open a text field or a drop-down list.

Note: The new entries in the service code table appear as ISDN Setting options in
the outbound routing tables. You will configure the outbound routing tables in
“Configuring outbound routing tables” on page 9-13. You can select these settings

on a call-by-call basis.

You can modify the following fields for new entries and existing entries:
= Service Name—A text string, such as OUTWATS, FX, TIE, VNET
= NPI #—Numbering Plan Identifier, 0 through 15



Wave Global Administrator Guide

0 = unknown, the network has no knowledge of the numbering plan so it
uses the NANP.

1 = ISDN/telephony number plan. Enter the name E. 164 in the NPl Name
field.

9 = private numbering plan (private network)

< NPI Name—A text string describing the Numbering Plan Identifier; typically
E.164, Unknown, or Private

e TON #—Type of Number
There can only be four different types of entries:
0 = unknown
1 = international number
2 = national number
4 = subscriber number

< TON Name—A text string describing the Type of Number; typically National,
International, or Unknown

= Service/Feature—Service vs. Feature. Typically left N/A unless the provider
states that it should be either Service or Feature.

< If you select Service or Feature, you need to configure the next three settings:
BFCV #—Binary Facility Coding Value, 0 through 31

A number for the service must be entered in the BFCV field. The provider
provides this number. The number can be from 0 through 31.

Some common Service IDs:

1 =SDN (including GSDN) ...... in/out

2 =Toll free MEGACOM ...... in

3 =MEGACOM ...... out

6 = ACCUNET Switched Digital Service ...... in/out

7 = Long Distance Service ...... in/out

8 = International Toll Free Service ...... in
10 = ATT MultiQuest ...... in

17 = Call Redirection Service ...... in

BFCV Name—A text string describing the BFCV value
SID #—Service Identifier, 0 through 127. Used primarily by Bell Canada.

If you are not sure of your changes, click Restore System Defaults to restore your
changes to the system defaults.
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d Select the appropriate mode.

= User—This is the typical setting, unless you are connecting two Wave ISMs
together.

= Network—Use this setting if you are connecting two Wave ISMs together. In
this case, one Wave ISM must be set to User and the other set to Network.

Caution: Do not modify these settings unless you are an expert.

e Select the Outgoing Caller ID Provided by Central Office check box if your
contract specifies that the central office will provide caller ID.

In this case, the central office will typically provide the ISDN trunk’s billing
number as caller ID for all outgoing calls.

To configure ISDN channel settings, see “Configuring digital channels for ISDN”
on page 5-21.

f Check the Send Calling Name check box if you want Wave to send the name
specified in the General Settings applet when calls are sent over this trunk.

Specify the system clock reference in the System Clock Ref drop-down list.

Available options are:

< Internal—The selected T-1 trunk will not be a clock reference source for the
Wave ISM, rather, the selected T-1 will act as a clock reference for the
equipment connected to the T-1 trunk. This is useful if the Wave ISM is to be
master clock to another Wave ISM or internal device. In this case, the other
device should be configured as External.

= External Primary—The Wave ISM gets its primary clock reference from the
selected T-1 trunk. Use this for a T-1 trunk connecting to the PSTN. Only one
trunk can be primary.

= External Secondary—If the primary T-1 trunk fails, the Wave ISM will get its
primary clock reference from the secondary T-1. Only one trunk can be
secondary.

Note: If you configure one trunk as secondary, the other trunk must be primary. If
you have only one T-1 connection between your Wave ISM and the PSTN, that
connection must be the primary one. If you have two T-1s connected, the connection
you are using for voice must be the primary one, and the other (typically set for data
use) is secondary.

Set the following fields using the information on your T-1 Service Confirmation
Letter.
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= Framing—ESF (Extended Super Frame) or SF/D4 (Super Frame - D4). ISDN
PRI is generally ESF.

< Line Coding—B8ZS (Bipolar 8 Zero Substitution) or AMI (Alternate Mark
Inversion). ISDN PRI is B8ZS; AMI is not supported for ISDN.

e Line Build Out—0 dB, -7.5 dB, -15 dB, and -22.5 dB are available if DSX mode
is selected in Advanced Trunk Settings. Otherwise, in CSU mode, 0, -7.5, and
-15 are available. (For details about line build out settings, see “Line Build Out
settings” on page 33-1)

7 Record information in the Notes field.

This information could include circuit specific information or other information
from the Trunk Configuration property sheet. Circuit number and carrier
information or brief notes regarding issues encountered can be entered in this
comment field. Field personnel can use this data to locate and identify the physical
circuit connected to the Wave ISM.

8 Configure the digital channels (see “Configuring digital channels” on page 5-17).
9 Click Apply to save your changes.

10 Click Done to return to the Management Console.
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Configuring digital channels

1 Display the card or module channels, and select the channels you want to
configure.

Trunk Configuration

® RSC Expansion Board - Loop/Grnd (Slot 5, CN.J3, Ports 1-8)
® RSC Expansion Board - Loop Only (Slat 5, CN.J3, Ports 8-11)
RSC - Loop Only (Slot 8, CN:J1, Ports 21-23)

Analog Trunk Module - LoopiGrnd (Slot 10, CN.J1)

Analog Universal Module - Loop/Grnd (Slot 11, Ports 1-8)
Analog Universal Module - DIDIStation (Slot 11, Ports 17-24)
® T-1 Module Port 1 (Slot 13)

=] Module Port 2 (Slot 13) | J

" Voice

Yoice Settings

* Data

Data Seftings

Connection: |None -

)
)
® Channel 16 (Wink  Voice CAS)
® Channel 17 (Wink  Voice CAS)
® Channel 18 (Wink  Voice CAS)
® Channel 13 (Wink  Voice CAS)
® Channel 20 (Wink, Voice CAS)
® Channel 21 (Wink  Voice CAS)
® Channel 22 (Wink  Voice CAS)
® Channel 23 (Wink  Voice CAS)
® Channel 24 (Wink  Voice CAS)

® T-1 Module Port 1 (Slot 14)
® T-1 Module Port 2 (Slot 14)

[ERE]
-

Help ‘

Restare Apply | Cone

Figure 5-9  Trunk Configuration applet, showing channel settings

Note: If you checked the ISDN check box in step 4, you will see channel settings for
ISDN and data. If you did not check the ISDN check box, you will see channel
settings for voice and data.

2 Select Voice or Data, or if you selected ISDN in “Configuring digital trunk card or
module settings” step 4, select ISDN or Data.
3 Configure the appropriate settings based on the channel type.
= For voice channels, complete “Configuring digital channels for voice” on
page 5-18.
< For data channels, complete “Configuring digital channels for data” on
page 5-20.
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= To assign channels to a serial interface, complete “Assigning digital channels
to a serial interface” on page 5-22.

Note: For ISDN channels, Channel 24 is automatically set to D-Ch, None.

4 Click Apply to save your changes.

5 Click Done to return to the Management Console.

Configuring digital channels for voice
1 Be sure that the channels are enabled; the Enabled check box should be checked.

2 Select the signaling method from the Signaling drop-down list.

Trunk Configuration

+-% RSC Expansion Board - LoopiGrnd (Slot 5, CMIJ3, Ports 1-8)
+-% RSC Expansion Board - Loop Cnly (Slot 5, CN:J3, Ports 9-11)
- RSC - Loop Only (Slot B CN.J1, Ports 21-23)

+-® Analog Trunk Module - Loop/Grmd (Slat 10, CHNJ1)

+-® Analog Universal Module - Loop/Grnd (Slat 11, Ports 1-8)
+-% Analog Universal Module - DID/Station (Slot 11, Ports 17-24)
+-@ T-1 Module Port 1 (Slot 13)

 Voice
Yoice Settings

[¥ Enabled

Slgnaling:  [E&M Wink Start (FGE)

j Timers.

Trunk Group |Nung j

=@ T-1 M

" Data

Data Seftings

hone -]

oink , Voice CAS)
Channel 16 (Wink, Vaoice CAS)
Channel 17 (Wink, Vaice CAS)
Channel 18 (Wink, Vaoice CAS)
Channel 19 (Wink, Vaice CAS)
Channel 20 (Wink , Vaice CAS)
Channel 21 (Wink , Vaice CAS)
Channel 22 (Wink , Vaoice CAS)
& Channel 23 0Mink, Voice CAS)
% Channel 24 0Mink, Voice CAS)
+-% T-1 Module Port 1 (Slot 14)

+-% T-1 Module Port 2 (Slot 14)

Restore ‘ Apply ‘ Dane | Help |

Figure 5-10 Trunk Configuration applet, showing voice settings

Caution: Do not set Timers settings unless you are an expert.

For T-1 voice channels, E&M Wink Start (FGP), E&M Immediate Start, or Ground
Start are valid options.
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If you have a fractional T-1 trunk, be sure all voice channels that are not in service
on your trunk have the Enabled check box unchecked.

Note: If you chose the ISDN trunk type when you configured the T-1 module
settings, Wave automatically sets the Signaling fields for channels 1 through 23 to
B-channel; channel 24 is automatically set to D-channel.

3 Specify the Trunk Group for the selected channels.

One or more channels can be assigned to a particular voice trunk group. For
example, if your trunk has 12 (1-12) DID 2-way voice channels, you can assign the
Digital DID trunk group to channels 1 through 12.

Note: Trunk groups can be named in any way you like. You might want to rename
your trunk groups to be more meaningful to you (see the Hint in “Creating new
trunk groups” on page 5-1).

For more information about trunk groups and how they are used, refer to “Trunk
groups” on page 26-4.

4 Click Apply to save your changes.

b Click Done to return to the Management Console.
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Configuring digital channels for data

1 Specify the Connection for the selected channels.

Trunk Configuration

& RSC Expansion Board - LoopGrnd (Slot 5, CNiJ3, Ports 1-8)
® RSC Expansion Board - Loop Only (Slot 5, CRJ3, Ports 3-11)
® RSC - Loop Only (Slot 6, CH:J1, Ports 21-23)

® Analog Trunk Module - LoopiGrnd (Slot 10, CNJ1)

[#-® Analog Universal Module - Loop/Grnd (Slot 11, Ports 1-8)

+-® Analog Universal Module - DIDiStation (Slat 11, Parts 17-24)
@ T-1 Module Port 1 (Slot 13)
=@ T-1 Madule Port 2 (Slot 13)

. ] | 12 (in

& Channel 13 (WMink , Yoice CAS)
& Channel 14 (WMink , Yoice CAS)
& Channel 15 (Aink  Voice CAS)
& Channel 16 (Aink  Voice CAS)
& Channel 17 (Aink  Voice CAS)
& Channel 18 (WMink , Yoice CAS)
2
*
*
*
¥

Channel 19 (WMink , Woice CAS)
Channel 20 {Mink | Yoice CAS)
Channel 21 0dink | Voice CAS)
Channel 22 0Aink  Voice CAS)
Channel 23 (iink  Voice CAS)
& Channel 24 (WMink , Yoice CAS)
[#-® T-1 Module Port 1 (Slot 14)
® T-1 Module Port 2 (Blot 14)

" woice

Voice Settings

' Data

Data Settings

Connection: Ja)

Restore Apply ‘ Cone

Help ‘

Figure 5-11 Trunk Configuration applet, showing data settings

One or more channels can be assigned to a particular data connection. For
example, if your trunk has 12 (13-24) data channels, you can assign the DS0/Mux

connection to channels 13 through 24.

Note: Channels assigned to the same digital connection or DS0/Mux trunk group

must be contiguous.

You can select from the following connections to transport data between the Wave

ISM and the WAN:
< None
e DS0/Mux
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If you are configuring your T-1 trunk to be a T-1/DS0 multiplexor, choose the
T-1/DS0 Mux connection for the channels you want to multiplex. You must
also assign the same number of channels to T-1/DS0 Mux on the other T-1
port.

Note: When a channel is set to T-1/DS0 Mux, the trunk is automatically enabled.

2 Click Apply to save your changes.

3 Click Done to return to the Management Console.
Configuring digital channels for ISDN

Note: For information about configuring an ISDN data connection for dial-up, see
“Configuring dial-up routing” on page 22-1. The information in this section also
applies to ISDN PRI.

1 Ensure that the Enabled check box is checked.

Trunk Configuration

+-% RSC Expansion Board - LoopiGrnd (Slot 5, CNJ3, Ports 1-8)

& 130N
+-% RSC Expansion Board - Loop Cnly (Slot 5, CN.J3, Ports 9-11)
- RSC - Loop Only (Slot B CN.J1, Ports 21-23)
I1SON Settings..
+-® Analog Trunk Module - Loop/Grmd (Slat 10, CHNJ1) B
+-® Analog Universal Module - Loopi/Grd (Slat 11, Ports 1-8) [ Enabled
+-®% Analog Universal Module - DID/Station (Slot 11, Ports 17-24)
=-® T-1 Module Part 1 (Slot 13) ‘ J
Timers.
Trunk Group: ‘Nnng j
" Data
Data Seftings
hannel 10 (B-Ch, None) j

Channel 11 (B-Ch, Nong)
Channel 12 (B-Ch, Nong)
Channel 13 (B-Ch, Nong)
Channel 14 (B-Ch, Nong)
Channel 15 (B-Ch, Nong)
Channel 16 (B-Ch, Nong)
Channel 17 (B-Ch, Nong)
Channel 18 (B-Ch, Nong)
Channel 18 (B-Ch, Nong)
Channel 20 (B-Ch, Nong)
Channel 27 (B-Ch, Nong)
Channel 22 (B-Ch, Nong)
Channel 23 (B-Ch, Nong)
Channel 24 (D-Ch, Mang)
+-® T-1 Module Port 2 (Slot 13)

+-® T-1 Module Port 1 (Slot 14)

+-® T-1 Module Port 2 (Slot 14)

Restore Apply ‘ Dane | Help |

Figure 5-12 Trunk Configuration applet, showing ISDN settings
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2 Select a Trunk Group from the drop-down list.

3 Click Apply to save your changes.

4 Click Done to return to the Management Console.

Assigning digital channels to a serial interface

1 Select the Data option.

Trunk Configuration

=% T-1 Module with Serial, Port 1 (Slot 1)

f 4§
[ 12 i
Channel 12 (Cle.
Channel 14 (Clear, None)
Channel 13 (Clear, None)
Channel 16 (Ciear, Nong)
Channel 17 (Ciear, Nons)
Channel 18 (Ciear, Nong)
Channel 18 (Ciear, Nong)
Channel 20 (Clear, Nong)
Channel 2{ (Clear, None)
Channel 22 (Clear, None)
Channel 22 (Clear, None)
Channel 24 (D-Ch , MNone)
© T-7 Mocdule with Serial, Serial IFF (Siot 1)

Naneg)

" 15D
1SDM Settings
=
" Data
Data Settings
Connection: &
Restare Apply ‘ Done Help ‘

Figure 5-13 Trunk Configuration applet, showing data settings assigned to serial

interface

Hint: Unlike other data channels, you can select and configure non-contiguous

channels for the serial interface.

2 Select the Serial connection from the Connection drop-down list.

3 Click Apply to save your changes.

4 Click Done to return to the Management Console.



Wave Global Administrator Guide

Typically, assigning channels to the serial connection is all you need to do. You might
want to ensure that your serial interface’s configuration is correct, or make some
changes to it, if your connection is not working. For more information, see “Ensuring
that your T-1 serial interface is set correctly” on page 14-1.

Enabling paging and notification on PRI trunks

If your system uses PRI trunks, you must make the following configuration changes
for external paging and call notifications to work on those trunks.

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.
| PN |
'I'.-:*l -
(o) Outhound Routing
0 e ]
K *H
Edit Global Access Profile... | Edit Private Metwork... |

“Access Profile

Status | MName |
external
Fax Pors
Internal Calls Only
Local and Domestic Calls
Local and Toll Free Calls
Laocal, Domestic, and Intl. Calls
Modems
Systermn Ports
Unrestricted

.. | e | [elete |

| | Dane Help |

3 Select the System Ports access profile and click Edit. The Access Profile dialog box
opens.

4 Click the Destination Access Codes tab.

5 Check the Permission Allowed box for all access codes that are being used for
users’ paging and call notifications.

6 Click OK, then Done.
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For information on setting up users’ paging and call notification, see “The Voicemail \
Notification tabs” on page 11-20.
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Chapter 6

IP Telephony Configuration

CHAPTER CONTENTS

Allocating IP telephony resources .. ... ... ... i 6-1
Configuring site-to-site call routing for IP telephony. . .................... 6-3
Configuring IP telephones . ... ... . 6-12
Configuring bandwidth management zones. ... .......... ... ... ..... 6-23
Adjusting IP call quality parameters. . ........ ... 6-33
IP telephony ports . ... ... 6-40

This chapter describes how to configure the IP telephony features available on the
Wave system.

Allocating IP telephony resources

You must have a SIP trunking license before configuring trunks.

Before you configure your system for IP telephony, you must allocate Digital Signal
Processor (DSP) resources that are required for each IP telephony channel. For more
information about the DSP resources required for Wave IP telephony, refer to “DSP

resources and licensing for IP telephony resources” on page 27-4.

To allocate IP telephony resources:

1

Click

2
W 3
=~

If necessary, click the Administration tab of the Management Console.

Click the Resource Management icon, located in the PBX Administration section
Expand the IP Telephony Resources folder.

Expand the Voice Over IP Group folder, and select the G.729A/G.711 codec.
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Resource Management

E-__] Conference Resources

J Application Resources

-] Fax Resources

E| _4IP Telephony Resources

. B4 Vaice Over IP Graup

# Low Bit Rate (G.72945G 723G T711) (0)
# Low Bit Rate with QOS5 {0}

# Standard Bit Rate {G.711) {16)

# Standard Bit Rate with Q0S5 {0y

#-_] System Resources

Available Resource
| Ports: 145
| Power (MCPS): 552.0

| Daone Help |

Resource Management applet, showing IP Telephony Resources

b Select the appropriate number of available IP telephony resources in the
drop-down list (on the right side of the applet).

6 Click Apply to save your changes, and return to the Management Console.
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Configuring site-to-site call routing for IP telephony
Configure call routing in order to use Signaling Control Points for the following
outbound call routing scenarios:
= Automatic route selection
= Off-premise extensions
= Destination access codes
See Chapter 9 for information about configuring outbound call routing.
To configure call routing for IP call destinations you will need to do the following
procedures:
= Enabling IP telephony trunk signaling protocols
= Configuring Signaling Control Points
= Configuring default inbound IP call routing

= Including Signaling Control Points in the outbound call routing configuration

Enabling IP telephony trunk signaling protocols

To enable IP telephony trunk signaling protocols:
1 If necessary, click the Administration tab of the Management Console.

Click

(=)

Click the IP Telephony icon, located in the PBX Administration section.
Click SIP in the left pane.

Check the SIP Enabled checkbox.

Select the SIP Local IP Address from the drop-down list.

cl AN

Note: Clicking Advanced opens a dialog box where you can adjust various
advanced SIP parameters. You should not modify the defaults in this dialog box
unless instructed to do so by Vertical technical support.

6 Click Apply to save your changes.
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Configuring Signaling Control Points
Configure Signaling Control Points to determine how to handle IP calls to and from
specific IP addresses.

To configure Signaling Control Points:
In the IP Telephony applet select Signaling Control Points from the Call Routing

Click 1
ok folder.
IP
ririr
[} IP Telephony
=4 Signaling Pratacals v/ SIF Enahled

- SIP

"4 Systern Parameters SIP Lacal IP Address: |1 92.168.9.94 LI

-4 Advanced Codec Settings

# DTHWF Transport Settings

& Quality of Service (Q0S5) Advanced... |

# [P Telephone Settings

<A Call Routing

# Default Inbound Routing

# Signaling Control Points

-4 Bandwidth Managerment
L@ Zones

Figure 6-1 IP Telephony applet, Signaling Control Point configuration

2 Click New to add a new destination, or select an existing destination to edit, then
click Edit.
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/3 signalingControlPoint |

Name:INewYork
Inbound Routing | outsound Routing | Protocol |

Edit Inbound Routing Tahle... |

Intercept Destination: |N0ne LI

Access Profile for Tandem Calls: INone LI

=

Figure 6-2 Signaling Control Point dialog

Enter a Name.

When you configure outbound call routing, this name will appear as IP, a vertical
bar (]), and the name you enter here. For example, if you enter New York, it will be
displayed as IP| New York in your outbound call routing configuration. See
“Including Signaling Control Points in the outbound call routing configuration”
on page 6-11 for more information.

Note: The Name field accepts alphanumeric characters as well as the following
special characters:
Vet # S sEer () -=+ | { )}y, L)<

Configure the settings for handling calls received from this Signaling Control Point
on the Inbound Routing tab.

You can find information about configuring the Inbound Routing Table, Intercept
Destination, and Access Profile for Tandem Calls in Chapter 9.
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5 Choose one of the caller ID formats for sending caller 1D with calls to this
Signaling Control Point in the Outbound Routing tab.

/3 signalingControlPoint |

Name:INewYork

Inbound Routing  Qutbound Routing | Protocol'
" Use External Caller ID from User Canfiguration
" Send Company Name and Main Mumber

© Zend Station Mame and Internal Extension Mumber

 Send Station Mame and this Mumber: I
r |3 vl

& Do Mot Send Caller 1D

e |

Figure 6-3  Signaling Control Point Outbound Routing settings.

Select the SIP protocol, then enter the IP address of the destination SIP endpoint in
the Destination Address field, and enter the port number in the Port field. The
default SIP port number is 5060.

Note: The default port value is 1720. This port is generally used for IP telephony;,
but, if your system configuration requires, you can specify another port.
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/3 signaling Control Point =

Name:INewYork

Inbound Routing' Qutbound Routing
&+ H323

Destination Address:l

Part 1720

L1

[estination Address:l

Fart: [s060

Advanced|Setiings... |

WGP

e |

Figure 6-4  Signaling Control Point Protocol settings

|Java Applet Window

6 If the SIP endpoint (usually third party SIP servers) requires authentication, or
registration, click Advanced Settings. Do the following:

< If the remote SIP endpoint requires Authentication, check Authentication
Required, then enter the authentication credentials (user name,
authentication name, and password) provided by the remote SIP endpoint
administrator. You may then need to configure each Vertical SIP Telephone
on your system with the same authentication credentials.

< If the remote SIP endpoint requires Registration, then check Registration
Required and enter the SIP Registrar address and port number provided by
the remote SIP endpoint administrator.

7 Click OK to add the Signaling Control Point to the table.
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Click

6-8

wilf
IP
rhll-'

IP Telephony
=4 Signaling Protocols Route Step Timeout: |2 'l seconds

MName ’

Systermn Parameters
# Advanced Codec Settings

@ |P Telephone Settings
Call Routing

E-_4 Bandwidth Management
L@ Zones

Edit... | New... I Delete |

Help |

Restare Apply | Daone

Figure 6-5 Signaling Control Point table

Click Apply to save your changes.

Setting the route step timeout

You can adjust the amount of time that a Signaling Control Point step in an outbound
routing table is given to operate before the system tries the next step in the table.

To set the Signaling Control Point route step timeout:

1

&N

If necessary, click the Administration tab of the Management Console.
Click the IP Telephony icon, located in the PBX Administration section.
Select Signaling Control Points from the Call Routing folder.

In the Route Step Timeout drop-down list, select the number of seconds before the
system times out and tries the next step in an outbound call routing table.
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IP Telephony
Route Step Timeout: |2 'l seconds

E-_4 Signaling Protocols
Ll H323

|

# Advanced Codec Settings
# DTHWF Transport Settings
& Quality of Service (Q0S5)

# [P Telephone Settings

= _4 Call Routing

w1 O

Edit... | New... I Delete |

Restare Apply | Daone Help |

Figure 6-6  Selecting the Signaling Control Point route step timeout

Configuring default inbound IP call routing
To specify how to route incoming IP calls from unknown sources (that is, sources that
are not included in your list of Signaling Control Points), configure the call handling
rules with the default inbound call routing settings.

To configure default inbound IP call routing:

Click 1 Inthe IP Telephony applet select Default Inbound Routing from the Call Routing

ok folder.
rh-l-'
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IP Telephony

E-_4 Signaling Protocols ) .
: H.323 Edit Inbound Raouting Tahle... |

MGCP
@ SIP Intercept Destination: |D-Aﬂendant LI
= _4 System Parameters
Advanced Codec Settings
DTMF Transport Settings
Guality of Service (QOS)
# [P Telephone Settings
Call Routing
-~

Dt

Access Profile for Tandem Calls: INone LI

tng

Signaling Contral Paints

E-_4 Bandwidth Management
L@ Zones

Restare | Apply | Daone

Figure 6-7 IP Telephony applet, default inbound routing configuration

Help |

Click Edit Inbound Routing Table to specify the call sources, schedules, and
routing.

For detailed information about configuring inbound routing, refer to the Wave
Administrator’s Guide, Chapter 8, Configuring Inbound Call Routing.

Note: If you want to route all incoming calls as received, there is no need to edit the
inbound routing table. Only edit the inbound routing table if you want to route by
schedule or do inbound digit translation.

Choose an extension from the Intercept Destination drop-down list.
Select an access profile in the Access Profile for Tandem Calls drop-down list.

Click Apply to save your changes.
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Including Signaling Control Points in the outbound call routing configuration

To route outbound calls to IP call destinations, select Signaling Control Points instead
of trunk groups in your outbound call routing configuration.

To include Signaling Control Points in outbound call routing:

While you are configuring your outbound call routing, select a Signaling Control
Point from the destination drop-down list at the point when a trunk group might
be selected.

For example:

Configuring an outbound routing table in the Outbound Routing applet:

/3 Routing Table |

MName: INewYork route

Step Strip First

n Digits

Keep Last
n Digits

Frepend
Digits

Fostpend | Destination ISDM
Digits Settings

DID Digital =
DID Digital
Modems
Voice Analog
Voice Digital

Ly

Add Remave |
Ok | Cancel |

Figure 6-8 Selecting a Signaling Control Point is an outbound routing table
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Configuring the External digit in the First Digit Table:

First Digit Table

First Digits | Local Area Codes'

Digit (Type)

0 (Attendant) Digit Type: External

1 (Extension)

Additional Setting

2 (Mot Configured) & Cne-Digit = Two-Digit

3 (Mot Configured)

Access Code Routing Collect Digits

4 {Not Canfigured) Mumbering Plan
5 (Extension)
B (Mot Configured)

7 (Not Configurad) | |

CQuthound Rou
Mot Canfigured

8 (Mot Configured)

Dial Tone

W Metworking

| | Dane Help |

Figure 6-9

Configuring IP telephones

Selecting a Signaling Control Point in an External digit configuration

This section provides instructions on configuring the desktop, wireless and software 1P
telephones certified for use with the Wave system. The procedures assume you are
already familiar with configuring Wave digital telephones, and only address the steps

specific to configuring IP telephone options.

IP telephones require the ability to log into and download files from the Wave FTP or
TFTP server. Any network configurations that do not allow that connectivity will result
in the IP telephones being unable to initialize. These configuration areas include, but

are not limited to, the following:
= incomplete routing
= external firewalls

< internal firewalls, such as Check Point FireWall-1
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< RRAS address / port filtering
= TFTP/FTP directory security

Configuring IP telephone extensions

This procedure assumes you are already familiar with configuring Wave telephone
extensions, and only addresses configuration tasks specific to configuring IP telephone
extensions.

To configure IP telephone extensions:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the User/Workgroup Management icon, located in the PBX Administration
section. The User/Workgroup Management applet opens, with the Users view

}D‘ . showing.

&

3 Double-click the user you want to edit. The User dialog box opens.

4 If you are configuring the extension for a Vertical SIP telephone, select the
Telephone MAC Address field but leave the field blank.

b Choose the appropriate Telephone type from the drop-down list.

Configuring a Vertical SIP Telephone

Vertical SIP telephones are configured in a manner similar to digital telephones (see
Chapter 10). The following section contains advanced configuration information
specific to SIP telephones.

Vertical SIP telephone advanced configuration

Be sure to have the documentation included with the Vertical SIP Telephone on hand
as a reference for this procedure. Configuring a Vertical SIP Telephone is a multi-part
process as follows:

Customizing the configuration files
SIP Telephone Setup
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Customizing the configuration files
Each Vertical SIP Telephone needs two phone configuration files available on the
Wave:

= A common configuration file which all Vertical SIP Telephones use called
aastra.cfg. This file needs to be customized for your Wave system.

< A configuration file that is unique to the individual SIP Telephone. A default
configuration file called [Aastra_MAC].cfg needs to be modified for each specific
phone and then saved with the following naming convention:
MAC _address_of _SIP_Telephone.cfg.
Both files are in the following location in your Wave system:
C:\Inetpub\tftproot
These files will be configured by remotely accessing the Wave desktop from the

Management Console. The following procedures will guide you in customizing these
two files.

Customizing aastra.cfg

Follow the procedures below to configure the aastra.cfg file.

1 If necessary, log on to your Wave system.

2 Click the Wave Desktop in the Management Console.

3 Click OK when the warning dialog appears.

4 Enter your Wave user name and password, and click OK.
The Wave desktop appears

b Click on the Start menu and Navigate to the following application:
Start > All Programs > Accessories > Notepad

Click File then Open.

Navigate to C:\Inetpub\tftproot

Select “All Files” in the “File of type” option list.

L 0 N o

Select aastra.cfg and click Open.

10 Make the changes specified in “aastra.cfg Configuration Parameters” on page 15.
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11 Save the file.

12 Close Notepad and log off the Wave desktop to return to the Management
Console.

aastra.cfg Configuration Parameters

Edit the file by making changes to the fields in each of the following sections. Refer to
the Vertical SIP Telephone’s administrator guide for specific details regarding each of
the fields in these sections.

TFTP Server Section

= tftp server: <IP address of your Wave>

SIP Registrar and Proxy Server Settings Section
= sip proxy ip: <IP address of your Wave>

= sip registrar ip: <IP address of your Wave>

Time Server Settings Section

= time serverl: <IP address of your Wave>

DNS Section
e dnsl: <IP address of the DNS server on the same network as the Wave>

e dns2: <IP address of an alternate DNS server on the same network as the Wave>

Soft Keys Section
You can define default soft keys in this section for all phones with soft keys. This
section has four lines for each key that needs to be configured as follows:

= softkeyl type: see “Vertical SIP Telephone Feature Configuration” on page 19

= softkeyl label: user defined, contained in quotes (e.g. “DND”)

= softkeyl value: see “Vertical SIP Telephone Feature Configuration” on page 6-19

= softkeyl states: see “Vertical SIP Telephone Feature Configuration” on page 6-19
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Programmable Keys Section

You can define default programmable keys in this section for all phones with
programmable keys. This section has four lines for each key that need to be configured
as follows:

prgkeyl type: see “Vertical SIP Telephone Feature Configuration” on page 19
prgkeyl label: user defined, contained in quotes (e.g. “DND”)
prgkeyl value: see “Vertical SIP Telephone Feature Configuration” on page 6-19

prgkeyl states: see “Vertical SIP Telephone Feature Configuration” on page 6-19

Customizing [Aastra_MAC].cfg

Follow the procedures below to configure the [Aastra_ MAC].cfg file.

1

2
3
4

L 0 N o

1

If necessary, log on to your Wave system.

Click the Wave Desktop in the Management Console.
Click OK when the warning dialog appears.

Enter your Wave user name and password, and click OK.
The Wave desktop appears

Click on the Start menu and Navigate to the following application:
Start > All Programs > Accessories > Notepad

Click File then Open.

Navigate to C:\Inetpub\tftproot

Select “All Files” in the “File of type” option list.

Select [Aastra_MAC].cfg and click Open.

Make the changes specified in “[Aastra_MAC].cfg Configuration Parameters” on
page 17.

Save the file using the following naming convention: mac_address.cfg

Note: mac_address is the actual MAC address of the SIP telephone (e.g.
00085d03576c.cfg). The MAC address for a phone can be found on a label on the
bottom of the phone.

To save the file under this unique name:
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a Click File then Save As.

b Inthe file name field, enter the MAC address of the SIP telephone followed by
*“.cfg” and click Save.

12 Close Notepad and log off the Wave desktop to return to the Management
Console.

[Aastra_ MAC].cfg Configuration Parameters

Edit the file by making changes to the following fields. Refer to the Vertical SIP
Telephone’s administrator guide for specific details regarding each of these fields.
Network Settings

= ip: <IP address of the SIP Telephone>

= subnet mask: <subnet mask of the network used by the Wave>

= default gateway: <default gateway of the network used by the Wave>

Line Keys

You must configure two line keys with the primary extension number for that phone
and leave the rest blanks as in the provided Aastra_MAC.cfg file. The second line key
is used for call waiting and transfer. Configure these settings as specified below.

Note: The Vertical SIP Telephones are not multi-line phones that support multiple
extensions, therefore, the second line key simply serves to support the call waiting and
call transfer features for the primary extension.

Note: The extension number and user name used below are the same values
configured in User Configuration.

= sip linel user name: <extension number for SIP Telephone>
= sip linel display name: <user name for SIP Telephone>

= sip linel screen name: <user name for SIP Telephone>

= sip line2 user name: <extension number for SIP Telephone>
= sip line2 display name: <user name for SIP Telephone>

= sip line2 screen name: <user name for SIP Telephone>
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Soft Keys and Programmable Keys

The default soft keys and programmable keys are defined in the aastra.cfg file. You can
override the configuration of these default keys by defining phone specific keys in
these sections. Follow the instructions for defining these keys in the aastra.cfg file on
page 15 and page 16, but make the changes in these sections instead.

SIP Telephone Setup

After the configuration has been completed on the Wave and the configuration files
have been customized on the Wave system, you will need to setup your SIP
Telephones.

Use the Vertical SIP Telephone's installation guide included with the Vertical SIP
Telephone to assemble and power up the telephone. Additionally, use the included
documentation along with the Vertical SIP Telephone Quick Reference Card to familiarize
yourself with the Vertical SIP Telephone features and keys.

For each phone, you will need to configure the following options so the phone can
communicate with the Wave.

1 Press the Options button on the phone and navigate to “Network Settings”. Select
this option and enter the administrator password. The default is “22222”.

Refer to the Vertical SIP Telephone's administrator guide for details on configuring
network settings on the Vertical SIP Telephone.

Change the DHCP option to “Off”.
Enter the IP address for the phone.

Enter the subnet mask for the network the SIP telephone is connected to.

Enter in the primary and secondary DNS IP addresses, if applicable.

2
3
4
b Enter the gateway IP address for the network the SIP telephone is connected to.
6
7 Enter in the IP address for the Wave system for the Primary TFTP server.

8

Restart the phone.

When the phone restarts, it will read the configuration files from the Wave system and
the phone will come up with the buttons configured as specified.
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Vertical SIP Telephone Feature Configuration
The following table shows the values needed to configure the programmable keys and

soft keys in the configuration files. The values in the second, third, and fourth columns
need to be used for the key configuration.

Table 6-1 Vertical SIP Telephone Feature Configuration

Feature Type Value State
Call Waiting - Disable speeddial *45 idle
Caller ID Blocking speeddial *67 idle
Conference speeddial 1*71 connected
Do Not Disturb speeddial *41 idle

Do Not Disturb - Cancel speeddial *42 idle

Flash flash n/a n/a

Hold speeddial 1*54 connected
Retrieve Hold speeddial *55# idle
Message Waiting speeddial 550 idle
Night Answer - Activate speeddial *85 idle
Night Answer - Deactivate speeddial *86 idle
System Page speeddial *11 idle

Zone Page speeddial *12<zone> idle
Directed Park speeddial I*56<ext> connected
Self Park speeddial 1*54 connected
Retrieve Park speeddial *55<ext> idle
Retrieve System Park speeddial *53<slot> idle
Group Pickup speeddial *74 idle
Extension Pickup speeddial *75<ext> idle
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Table 6-1 Vertical SIP Telephone Feature Configuration

Feature Type Value State
Reconnect speeddial *72 idle
System Speed Dial speeddial *89<index> idle
Toggle speeddial 1*73 connected
User Forward speeddial *43<dest> idle

User Forward - Cancel speeddial *44 idle

Note: The values inside the <> brackets in the table are optional. These values can
either be pre-defined here in the configuration files or the user can enter the value on
the phone after pressing the feature button. If the value is pre-defined, the user will not
be able to override the default when using the associated feature.

Enabling IP call bandwidth

IP telephones cannot make external telephone calls until the bandwidth is allocated for
them. To do this, configure the Home bandwidth management zone in “Configuring
the home zone” on page 6-25.
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Click

(=)

Changing the password for the IPPhone user account

For security reasons, Vertical Communications recommends that you change the
password for the IPPhone user account from the default password of Vertical4VolP!

To change the password for the IPPhone user account:
1 Log on to the Management Console.

2 Open the Password Administration applet.

3 Inthe Password Administration dialog box, click the IPPhone user account and
click Edit.

4 Enter the new password in the Password and Confirm Password fields.
5 Click OK.
6 Click Done.

Configuring advanced IP telephone settings

The following advanced settings can be configured if required in your installation:
Call Agent Adapter IP address

MAC address cleanup

Call Agent Adapter IP address

If changes are made to the Wave system IP addresses, and one of those changed is the

IP address of the interface used by the IP telephones, the telephones may lose
communication with the Wave system.

Note: This procedure will restart all of the IP telephones.

To reset the IP Call Agent IP address:

1 If necessary, click the Administration tab of the Remote Management Console.
2 Click the IP Telephony icon, located in the PBX Administration section.

3 Within the System Parameters folder, select the IP Telephone Settings node.
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IP Telephony

(=4 Signaling Protocals Call Agent IP Address: [192.168.53.19 =l
H.323
MGCP Timeout for Unassigned IP Telephones
% SIP :
[o
Systermn Parameters e e
Advanced Codec Settings " Time out after I days

DTMF Transport Settings

Call Routing
-4 Default Inbound Routing
# Signaling Control Points
andwidth Management

[ seeiromts |

Help |

| | Done

Figure 6-10 IP Telephony applet IP Phone Settings

4 Select the IP address from the Call Agent IP Address drop-down list.

Note: A description of the interface holding the call agent IP address is available in
a tooltip on the Call Agent IP Address field.

5 Click Apply to save your changes.
All of the IP telephones will restart automatically after clicking Apply.
MAC address cleanup

The IP telephone MAC address cleanup timeout is a mechanism by which IP telephone
MAC addresses that are not associated with an extension in the User Configuration

applet can be removed after a period of time.
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To set the IP telephone MAAC address clean up timeout:

1

Click 2

(=)

(J%)

If necessary, click the Administration tab of the Management Console.

Click the IP Telephony icon, located in the PBX Administration section.

Select the IP Telephone Settings node in the System Parameters folder (see Figure
6-10).

Select an IP Phone Timeout option.

< Never time out—Unused IP telephone MAC addresses will never be removed
from the drop-down list in the User Configuration applet.

= Time out after n days—Unused IP telephone MAC addresses will be removed
from the drop-down list in the User Configuration applet after the specified
number of days.

Click Apply to save your changes.

Configuring bandwidth management zones

Configure the home, remote and default remote zones using the procedures in this
section. For information about the bandwidth management zones, refer to “Bandwidth
management” on page 27-10.

Zone configuration recommendations

Keep in mind the following rules while configuring zones:

1

A zone is defined by a set of IP address ranges. Any number of Signaling Control
Points (SCP) and IP telephones can exist in the same zone. Any SCP or IP
telephone whose IP address is not explicitly configured as part of a zone is
automatically included in the Default Zone. All TDM devices, including Voice
Mail ports and conference bridges reside in the Home Zone.

For devices in two different zones to be able to communicate, it is necessary that a
common codec is configured in each of the zones’ inter-zone preference lists. In the
absence of a common codec, calls between the two zones will not be allowed.

3 Calls between zones always engage the inter-zone rules for both zones.
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4

When an IP device is involved in a conference, the inter-zone rules between the IP
device’s zone and the Home Zone come into play. If there are no common codecs,
or there is insufficient bandwidth, then the device is not permitted to participate in
the conference.

With these rules in mind, Vertical Communications recommends the following
configuration guidelines:

1

Whenever possible, all zones should be configured with both the G.711 codec
(either u-law, a-law, or both) and the G.729 codec included in the inter-zone codec
preference lists. For zones which prioritize bandwidth over voice quality, the first
codec should be G.729 and the second G.711. Conversely, for zones which
prioritize voice quality over bandwidth, the first codec should be G.711 and the
second G.729. Configuring all zones with both G.711 and G.729 up front will
minimize the need to reconfigure them later when new zones are added or
bandwidth considerations change.

If there is a zone requiring G.729 exclusively, then G.711 should be left off of its
inter-zone preference list. In this situation, it is essential that all remaining zones
include G.729 on their inter-zone codec preference lists. Devices in zones
configured to use G.711 exclusively will not be able to call devices in zones
configured to use G.729 exclusively.

Codec negotiation

The Wave chooses a codec based on the following rules:

It filters out all codecs not supported by both endpoints.

It scores the remaining codecs based on their positions in the preference lists (for
example, if G.711 is first on one list and third on the other, its score is 4).

The Wave system chooses the codec with the lowest score.

If two codecs have the same score, the Wave system prioritizes lower bandwidth
over voice quality.

If G.711 Mu-Law and G.711 A-Law tie for the lowest score, the Wave system uses
Mu-Law.
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Configuring the home zone

To configure the home zone:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the IP Telephony icon, located in the PBX Administration section.
"*I;* 3 Select Zones from the Bandwidth Management folder.
‘rhl-

i
IP Telephony

=-_4 Signaling Pratocols

Zone Mame | Enter address range: |

Remaote Default
Horre 192.168.0.0-192.168.255.255

E-_4 System Parameters
~-4 Advanced Codec Seftings
# DTHWF Transport Settings
& Quality of Service (Q0S5)
# [P Telephone Settings
= _4 Call Routing
# Default Inbound Routing
# Signaling Control Points
E-_4 Bandwidth Managerment

R 7 0nes

| New... | |

| | Daone Help |

Figure 6-11 IP Telephony applet showing Bandwidth Management zones

4 Select Home from the table, and click Edit.
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/} Bandwidth Management i |

Name:IHome

Bandwidth Settings | Inter-Zone Codecs | Intra-Zone Codecs

IP Address Range

192.168.0.0- 192.168.255.255

Edif... MNew.. [elete |

e |

Figure 6-12 Bandwidth Management dialog showing IP address ranges.

5 Configure the IP address range.

Include all the applicable IP address ranges used by the IP telephones on the local
Wave system. The Home Zone always includes the IP address of the Wave for
bandwidth and call control purposes, whether or not it is explicitly specified in the
IP Telephony applet.

To add an IP address range:
a Select the IP Address Ranges tab.

b Select the IP address range and click Edit to alter the existing range, or click
New to add a new IP address range.

IP Address Range x|

" Enter address range:

From: TD:I

e |

Figure 6-13 Entering a new IP address range or single IP address

You can also add single IP addresses.
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6 Configure the bandwidth settings.

Bandwidth Management

Name:IHome

Bandwidth Management Across Zone Boundary
& Mo Calls

 Unlimited Calls

| Inter-Zone Codecs' Intra-Zone Codecs

" Calls Limited by Bandwidth (Khps): I

Data link overhead across the zone boundary

' Standard |Frame Relay- 7 bytes LI

 Custom I hytes

Java Applet Window

e |

Figure 6-14 Bandwidth Management dialog showing Bandwidth Settings tab

a Select the Bandwidth Settings tab.

b Select a Bandwidth Management Across Zone Boundary setting.
= No Calls—No calls are allowed to IP addresses outside the ranges defined

in this zone.

= Unlimited Calls—All calls to or from all IP addresses are allowed.

= Calls Limited by Bandwidth (Kbps)—Calls placed to or received from IP
addresses outside this zone are limited to the number that can be
supported by the bandwidth specified here.

¢ Select a Data link overhead across the zone boundary setting.

= Standard—Select one of the standard data links from the drop-down list.

The option you select determines the amount of overhead the system adds
to the bandwidth when calls cross the zone boundary. Specifying enough
overhead is important in preventing too many calls from being placed
over the WAN link; if the transport overhead is not included, then more
calls would be allowed than the link could support. Be sure to use the
option that most accurately reflects the type of data link used in this zone.
If you need to use a different value than those provided, enter the value in

the Custom bytes field.
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= Custom—Enter a custom data link overhead in the field provided.

Note: This helps the Wave system calculate Inter-zone bandwidth availability
for IP telephone calls. This setting must be changed if the physical data link
type across this zone is changed.

7 Configure the inter-zone codecs.

Bandwidth Management |

Name:IHome

IP Address Ranges | Bandwidth Settings Intra-Zone Codecs'

Step Audio Facket Silence
Codec Time {ms) Suppression
1 G.7294B 20 [+
2 G711 Mu-Law 64 k.. 20 [+l

Add

e |

Figure 6-15 Bandwidth Management dialog showing Inter-Zone Codecs tab

a Select the Inter-Zone Codecs tab.
The default codecs are displayed in a table.

b You can edit the default settings, and add and remove records in the table.

= To change the default settings, select any of the table cells. Audio Codec
and Packet Time are selected in a drop-down list. Silence Suppression is
enabled by checking the check box.

e To add a codec to the list click Add.
= To remove a codec, select a codec in the table and click Remove.

¢ Click Up or Down to change the order of the codecs.

8 Configure the intra-zone codecs.
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Bandwidth Management |

MName:|Haome

IP Address Ranges | Bandwidth Seftings | Inter-Zone Codecs |

Step Audio Packet Silence Up |

Codec Time {ms) Suppression
1 G711 A-Law B4 khps 20 v B Teg]
2 G.7294B 20 [+

Add Rermoye |

e |

Figure 6-16 Bandwidth Management dialog showing Intra-Zone Codecs tab

a Select the Intra-Zone Codecs tab.
b You can edit the default settings as explained in step 7b.

Click OK to close the Bandwidth Management dialog box.

10 Click Apply to save the Home zone configuration.

Configuring remote zones

To configure remote zones:

1

Click 2

t“j 3
IP

rirr 4

If necessary, click the Administration tab of the Management Console.
Click the IP Telephony icon, located in the PBX Administration section.
Select Zones from the Bandwidth Management folder (see Figure 6-11).
Click New.

6-29



Wave Global Administrator Guide

Bandwidth Management |

Mame: | Springfield

IP Address Ranges | Bandwidth Settings | Inter-Zone Codecs | Intra-Zone Codecs

IP Address Range

Edit... e Delete |

e |

Figure 6-17 Bandwidth Management dialog for a new zone

b5 Enter a name for the zone in the Name field.

6 Configure the IP address ranges, bandwidth settings, inter-zone codecs, and
intra-zone codecs as explained in “Configuring the home zone” on page 6-25.

7 Click OK to close the Bandwidth Management dialog box.

The new zone appears in the list.
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Click

(=)

IP Telephony

I;E!---_JSystem Parameters

-# Advanced Codec Settings
@ DTMF Transport Settings
-# Quality of Service (Q05)
-# |P Telephone Settings
B4 Call Routing

. % Default Inbound Routing
. =% Sighaling Control Points
=4 Bandwidth Management
[N hes

Zone Mame | IP Address Ranges |
Sar 17216.00-17216.0.255
CHO 17217.0.0-172.17.255.255
CAMB 207.79.14.0- 207.79.14.255
PHX 172.19.0.0-172.19.255.255
Remaote Default
Horre 192.168.0.0-192.168.255.255

| Daone Help |

Figure 6-18 New zone shown in Bandwidth Management Zones table

8 Click Apply to save the new remote zone configuration.

To configure the remote default zone:

1

&N

Configuring the remote default zone

If necessary, click the Administration tab of the Management Console.

Click the IP Telephony icon, located in the PBX Administration section.

Select Zones from the Bandwidth Management folder (See Figure 6-11).

Select Remote Default from the table, and click Edit.

6-31



Wave Global Administrator Guide

Bandwidth Management |

Name:|Remaote Default

Inter-Zane Codecs | Intra-Zone Codecs
rBandwidth Management Across Zone Boundary

& Mo Calls

 Unlimited Calls

" Calls Limited by Bandwidth (Khps): I

rData link overhead across the zone houndary

' Standard |Frame Relay- 7 ytes LI

" Custom I hytes

e |

Figure 6-19 Bandwidth Management Remote Default zone dialog

5 Configure the bandwidth settings, inter-zone codecs, and intra-zone codecs as
explained in “Configuring the home zone” on page 6-25.

Note: For security reasons the default Bandwidth Management Across Zone
Boundary setting is No Calls.

Note: You do not configure IP address ranges in the Remote Default zone
configuration because this zone is used to manage bandwidth for all calls from IP
addresses not defined in any of your configured zones.

6 Click OK to close the Bandwidth Management dialog box.

7 Click Apply to save the remote zone configuration changes.
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Adjusting IP call quality parameters

Click

(=)

Click

(=)

These parameters only apply to the IP telephony resources on the Wave system and do
not affect the performance of the IP telephones.

Most of the IP call quality parameters can be found in the System Parameters folder of
the IP Telephony applet. If you are not familiar with IP telephony, you should contact
your Wave product support vendor for information about adjusting these settings. If
you want to return to the system defaults, click Restore Defaults in any of the System
Parameters screens.

Jitter buffer

Voice packets can experience a high level of network delay, especially if the lines are
congested. The jitter buffer temporarily holds incoming packets in order to assemble
them in the correct order and recreate a high-quality voice signal.

To adjust the jitter buffer:

1 If necessary, click the Administration tab of the Management Console.

2 Click the IP Telephony icon, located in the PBX Administration section.

3 Select Advanced Codec Settings from the System Parameters folder.
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IP Telephony

E-_4 Signaling Protocols Jitter Buffer

Minirmurn Maominal Maximurm
Jitter Buffer Size (msy: 10 ~[tafe0  ~|tf120 =]

B
[+ Enable DynamiciAdaptive Jitter

= 3 DTMFTransponSemngs
- @ Quality of Service (QOS) Echao Cancellation Coverage {ms): |1 3] LI

~# |P Telephone Settings

Call Rauting [¥ Generate Comifort Moise

@ Default Inbound Routing Transrnit Gain (dB): IU LI
~# Signaling Contral Paints _ _ :
(=14 Bandwidth Managernent Receive Gain (dB): |D LI

[ seeiromts |

Restare Apply | Daone Help |

Figure 6-20 |IP Telephony System Parameters Advanced Codec Settings

4 Specify the range of acceptable delay in the Jitter Buffer Size drop-down lists.
b Check the Enable Dynamic/Adaptive Jitter check box (this is the default).

The Dynamic/Adaptive lJitter feature optimizes the jitter buffer based on voice
traffic and network conditions. If you disable this feature, the Wave system
adheres to the values in the Nominal and Maximum fields.
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Click

(=)

Echo cancellation

Echo in a telephone network is caused by signal reflections generated by the hybrid
circuit that converts between a 4-wire circuit (a separate transmit and receive pair) and
a 2-wire circuit (a single transmit and receive pair). Echo is present even in a
conventional circuit switched telephone network. However, it is acceptable because
the round trip delays through the network are smaller than 5 ms and the echo is
masked by the normal side tone every telephone generates.

Perceived echo becomes a problem in packet-switched networks because the round
trip delay through the network is almost always greater than 5 ms. Thus, echo
cancellation techniques are often used.

Echo is generated toward the packet-switched network from the TDM telephone
network. The echo canceller compares the voice data received from the packet-switched
network with voice data being transmitted to the packet-switched network. The echo
from the telephone network hybrid is removed by a digital filter on the transmit path
into the packet-switched network.

To adjust the echo cancellation settings:
1 If necessary, click the Administration tab of the Management Console.

2 Click the IP Telephony icon, located in the PBX Administration section.

w

Select Advanced Codec Settings from the System Parameters folder (see Figure
6-20).

4 Select0, 8, or 16 milliseconds from the Echo Cancellation Coverage drop-down list.

Note: The recommended value is 16 ms.
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Click

(=)

Click

(=)
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Comfort noise

Gain

This option generates comfort noise during silences on the receiving end of the
telephone call in calls where silence suppression is enabled. Comfort noise is white
noise that masks “dead” time in a telephone conversation. Use this option to simulate
a circuit-switched telephone conversation. This option is enabled by default.

To adjust the comfort noise settings:
1 If necessary, click the Administration tab of the Management Console.

2 Click the IP Telephony icon, located in the PBX Administration section.

w

Select Advanced Codec Settings from the System Parameters folder (see Figure
6-20).

4 Check the Generate Comfort Noise check box if you want the Wave system to
automatically generate background noise.

The gain settings adjust the transmit gain and receive gain levels for the TDM segment
of a call.

To adjust the transmit and receive gain values:
1 If necessary, click the Administration tab of the Management Console.

2 Click the IP Telephony icon, located in the PBX Administration section.

(J%)

Select Advanced Codec Settings from the System Parameters folder (see Figure
6-20).
4 Adjust the Receive Gain and Transmit Gain values.

= Receive Gain—If the volume level from the TDM phone is too low, you can
increase the receive gain.

= Transmit Gain—If the volume level to the TDM phone is too low, you can
increase the transmit gain.
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receive

receive

packets

transmit

DSP TDM voice signal %% 9

transmit

Figure 6-21

DTMF transport settings

Transmit and receive diagram

To configure the DTMF transport settings:

1 If necessary, click the Administration tab of the Management Console.

Click

(=)

2 Click the IP Telephony icon, located in the PBX Administration section.
3 Select DTMF Transport Settings from the System Parameters folder.

IP Telephony

E-_4 Signaling Protocols

= _4 System Parameters

- @ Advanced Codec Settings

- @ Quality of Service (QOS)
~# |P Telephone Settings
=4 Call Routing

@ Default Inbound Routing
~# Signaling Contral Paints
E-_4 Bandwidth Management

Figure 6-22

DTMF Digit Transpart

Step | Method | |
1 Qut of Band without ...
2 Qut of Band with Dur...
3 In Band
Add |

DTMF Play Out Timing

|SD LI milliseconds per digit

|SD LI milliseconds between digits

[ seeiromts |

Restore

Anply | Done Help |

IP Telephony System Parameters DTMF Transport Settings
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Caution: Use the default values in this pane. Only adjust these values if you know the
requirements of your VolP network.

DTMF digit transport

In the DTMF Digit Transport group box (see Figure 6-22), specify whether the DTMF
digits are sent in band or out of band in order of preference. In band means that the
DTMF digits are left as tones in the original audio stream. Out of band means that the
DTMF digits are removed from the audio stream, sent on another signaling path, and
played by a DSP at the receiving end.

Note: Since there must be at least one step in the DTMF Digit Transport table, you can
remove all of the steps except the In-Band step.

DTMF playout
The DTMF Play Out Timing settings (see Figure 6-22) control the play out length of
incoming out of band DTMF tones.

WAN Quality Of Service settings

To configure the WAN Quality of Service settings:

1 If necessary, click the Administration tab of the Management Console.
Click 2 Click the IP Telephony icon, located in the PBX Administration section.
t"“l;j 3 Select WAN Quality of Service (QOS) from the System Parameters folder.
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IP Telephony

=-_4 Signaling Pratocols

TOS Byte
H.323
MGCP Binary: | 10100000
# S|P .
System Parameters Hex: IaD
# Advanced Codec Settings YR |5

DTMF Transport Settings

Differentiated Services: |4D

IP Telephone Settings
= _4 Call Routing

WAMN Priarity Queuing

-4 Default Inbound Routing
- Signaling Control Points & Send |2 LI voice packet(s)
E-_4 Bandwidth Management -

C# Zones forevery|1 _| data packetis).

" Send all voice packets before any data packets.

" Do not use priotity gueding.

PPP Fragrnentation: |1 500

Restore Defaults |

Restore

Help |

Figure 6-23 IP Telephony System Parameters WAN Quality Of Service settings

Apply | Daone

TOS Byte

In the TOS Byte group box (see Figure 6-23), specify a value for one of the parameters.
Changing the value in any of these fields adjusts the other fields to display equivalent
values.

Note: Make a note of these values if you are connecting the Wave system to an external

router because you will need to specify these values when you configure prioritization
of voice frames in the router.
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IP telephony ports

When using Voice Over IP in a network, especially one that includes a firewall, you will

need to know the ports used in the packets that carry VoIP traffic. The following table
lists the ports used in the packets.

Table 6-2 Wave System

Receive on ... Transmit to ...

RTP Voice Transport

RTP UDP/dynamic (16384 - 32766) - not UDP/Dependant on other endpoint
configurable

RTCP UDP/dynamic (16385 - 32767) - not  UDP/Dependant on other endpoint
configurable

SIP Transport
5060 - configurable to 5061 5060, 5061
UDP 65000 (used for music on hold)
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Initial Call Routing Configuration

CHAPTER CONTENTS

Configuring eXteNSION raNgES. . . .. v vttt e e 7-1
Settingthe home areacode. . ........ ... . . i 7-2
Configuring 10-digitdialing. . . .. ... . 7-4
Configuring the Voice Mail extension. . .. ......... ... .. ... 7-4

This chapter provides information about configuring initial call routing options and
internal call routing settings.

Configuring extension ranges

Click

.

T

i
dii

In this task you will configure the digits extensions can begin with, and the number of
digits in extension numbers.
The default ranges for extensions are as follows:

= user extensions are 100-199 (first digit 1, length 3)

= system extensions are 500-599 (first digit 5, length 3)

For example, Wave ISM modems are preconfigured to use extension 570.

Note: If you have already configured extensions, and you want to change the extension
length, you must first delete all the extensions, hunt groups, and Voice Mailboxes that
begin with the first digit in the range you want to modify.

To configure extension ranges:
1 If necessary, click the Administration tab of the Management Console.

2 Click the First Digit Table icon, located in the PBX Administration section.
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First Digit Table

First Digits | Local Area Codesl

Digit (Type)

Digit Type:  [Extension =l

1 (Extension) Additional Settings

2 (Extension)
— " || EdensionLength: |3 |

3 (Extension)
4 (Extension)
B (Extension)

T (External)

8 (Extension)

9 (External)

Restore

Anply | Done Help |

Figure 7-1 First Digit Table, showing Extension settings

3 Select one of the Digit (Type) buttons from the left side of the applet.
4 Select Extension from the Digit Type drop-down list.

b Select an extension length between 2 and 7 digits from the Extension Length
drop-down list.

For example, Digit 1 with Extension Length 3 will provide you with extension
numbers in the range 100-199.

6 Click Apply to save your changes.

7 Click Done to return to the Management Console.
Setting the home area code

When the user dials a seven-digit local telephone number, automatic route selection
uses the home area code to find a matching rule in the area code tables.
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To specify your home area code:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the First Digit Table icon, located in the PBX Administration section.
rlfl]t:]’k 3 Click the Local Area Codes tab.
i_‘__

First Digit Table

First Digits Local Area Codes |

Local Area Codes

408

Home Area Code: 408 =

| | Daone Help |

Figure 7-2  First Digit Table, showing the Local Area Codes tab

4 Enter your home area code in the field next to the Add button, then click Add.
The area code appears in the list below the field.

Do not specify any additional area codes unless your calling area requires 10-digit
dialing for local area codes. See “Configuring 10-digit dialing” on page 7-4.

The area code that you enter also appears in the Home Area Code drop-down list.
b Select your Home Area Code from the drop down list.
6 Click Apply to save your changes.

7 Click Done to the Management Console.
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Configuring 10-digit dialing

Click

s

Configure 10-digit dialing when certain telephone numbers that include the area code
do not require that a 1 be dialed before dialing the telephone number.

To configure 10-digit dialing:

1 If necessary, click the Administration tab of the Management Console.
Click the First Digit Table icon, located in the PBX Administration section.
Click the Local Area Codes tab (see Figure 7-2).

Enter each area code in the Local Area Codes field, and click Add to add it to the
list.

2N

Note: If you must dial a 1 before using an area code, do not enter that area code in
the Local Area Codes list.

Note: Be sure that your home area code is selected in the Home Area Code
drop-down list.

5 Click Apply to save your changes.

6 Click Done to return to the Management Console.

Note: In some cases you might want to have users dial ten digits but your service
provider requires 11 digits for calls to specific area codes. You will need to add a 1 to
the number before placing the call. You will configure this digit manipulation in
“Configuring outbound routing tables” on page 9-13.

Configuring the Voice Mail extension

7-4

The Voice Mail hunt group default extension (550) is adequate for most Wave
configurations. If you wish to use a different extension number to access Voice Mail, it
is a good idea to have your Voice Mail hunt group set up before you configure
outbound call routing.

To create a new Voice Mail hunt group:
1 Select the Hunt Groups icon from the Management Console.

2 Select the Application tab.
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Station Application |

Status | Filot | Mame | Type |
550 Woicehdail Woice Mail
Edit... New... | [elete |
Restore Aaply | Done Help |

Figure 7-3 Hunt Groups applet, showing the Application tab

3 Click New to open the Application Hunt Group dialog box.

x|
Filot: || Application Type: |V0iceMaiI LI
Marne: I Hunt Order: |Circu|ar LI

Member
Mame | Up |

Add... Rermoye |
~Forwarding
When husy, forward to extension |N0ne LI
When no answer after |3 'l rings an I 'l members, forward to extension |None LI

Ok | Cancel |

Figure 7-4  Application Hunt Group dialog
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Type a valid extension number in the Pilot field.

Type Voice Mail in the Name field.

Select Voice Mail from the Application Type drop-down list.
Select Circular from the Hunt Order drop-down list.

Click Add to open the Add Hunt Group Members dialog box.

The Add Hunt Group Members dialog lists the available system ports that you
allocated to Voice Mail in the Resource Management applet.

/3 Add Hunt Group Members |
Select new hunt group members from list, and click Ok to add.

Woice Mail Port 1
Woice Mail Paort 2
Woice Mail Port 3
Woice Mail Port 4
Woice Mail Port &
Woice Mail Port 6

Ok | Cancel |

Figure 7-5  Add Hunt Group Members dialog

Select all of the system ports listed, and click OK.
Select a Busy Forwarding destination if necessary.

You can select a forwarding destination for calls coming into the Voice Mail hunt
group when all the system ports included in the hunt group are busy. If you do not
select a busy forward destination, callers will hear a busy tone.

Do not select any other forwarding options, because system ports always answer
calls unless they are busy.

Click OK to close the Application Hunt Group dialog box.
Click Apply to save your changes.

Click Done to return to the Management Console.
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Configuring Inbound Call Routing

CHAPTER CONTENTS
Configuring trunk groups for inbound call routing. . . ..................... 8-1
Configuring inbound routing tables. . . ......... ... ... . . . 8-4

This chapter describes how to configure Vertical Wave for inbound call routing.
For inbound call routing configuration recommendations and examples, see “Inbound
call routing” on page 28-15.

Configuring trunk groups for inbound call routing

You created trunk groups, and configured the outbound trunk hunt order in “Creating
new trunk groups” on page 5-1.

To configure trunk groups for inbound call routing:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Trunk Groups icon, located in the Trunk Administration section.
7—1";j 3 Select and edit a trunk group for inbound call traffic.
L s 4 On the In tab, choose one of the options in the Digit Interpretation group box.
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4} Trunk Group |

MName: I
Direction:  In " Cut & Both

in | out]

Digit Interpretation

& Inbound Routing Table Edit Inbound Routing Table... |

" First Digit Tahle B
Intercept Destination: |N0ne LI
Access Prafile for Tandem Calls: INgne LI

Ok | Cancel |

Figure 8-1 Trunk Groups applet, In tab

You can choose whether to interpret received digits from an inbound call in one of
two ways:
= Inbound Routing Table—Use this option if Wave will be receiving calls from a
central office switch. If you choose this option, refer to “Configuring inbound
routing tables” on page 8-4, for detailed instructions about setting up your
inbound routing tables.
= First Digit Table—Use this option if Wave will be receiving calls from another
PBX, rather than from a central office switch. Refer to “Configuring extension
ranges” on page 7-1, for detailed instructions about setting up the First Digit
Table.
Check the Provide Dial Tone check box if Wave must provide dial tone to the
far end.

5 Inthe Intercept Destination field, enter the extension or hunt group to which you
want to send calls that cannot be routed using Inbound Routing Table rules.

If the Intercept Destination is configured to be None, the caller will hear a
fast-busy tone.
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Click

All calls received on this inbound trunk group that fail for any reason will be sent
to the station or hunt group that you specify in this field. Examples of failed calls
might be a misdialed DID number or an external number that is blocked by this
trunk group’s tandem access profile.

Caution: Do not configure Wave to route inbound calls to the Intercept Destination
by default. This might cause your calls to be routed incorrectly. If you would like to
create a true inbound call default destination, create a default step in the inbound
routing table.

Select the Access Profile for Tandem Calls from the drop-down list.

You can restrict the use of Wave in a tandem call routing configuration to prevent
toll fraud. Select None if your call routing does not provide for tandem calls. For
information about tandem calls, see “Tandem call routing” on page 28-21.

If you configure Wave to handle tandem (or trunk-to-trunk) calls, you must also
select the Allow External Trunk-to-Trunk Connections option in the General
Settings applet, PBX (Advanced) tab, Trunking group box.

In this scenario, a call is physically connected across two external trunks through
Wave ISM. If you enable external trunk-to-trunk connections, Wave allows calls to
be forwarded, transferred, and conferenced between external numbers.

Note: Trunk-to-trunk connections involving analog loop-start trunks are not
included in this option by default because such connections may not terminate
properly even when a call is completed, resulting in a trunk remaining unavailable
even when it is not actively being used. We recommend that you accept this default.

If your particular needs require that users be able to make analog loop-start external
trunk-to-trunk connections, make the following additional settings in the Trunking
group box:

= Select the Allow Analog Loop-Start Trunk-to-Trunk Connections option.

= Choose a maximum duration for trunk-to-trunk connections from the
Trunk-to-Trunk Maximum Connect Time (Minutes) drop-down list. This
setting limits the amount of time a trunk may be unavailable when not
actively being used, but it also determines the maximum duration of active
calls. Be sure to choose a setting that won’t result in active calls being cut off
prematurely.
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Configuring inbound routing tables

For information about and examples of inbound routing tables, see “Inbound call
routing” on page 28-15.

To configure an inbound routing table:
1 Click Edit Inbound Routing Table.

You can access the Inbound Routing Table editor in one of two ways:

= Open the Trunk Groups applet, edit an inbound voice trunk group (or create a
new one), select the In tab, and click Edit Inbound Routing Table.

< Open the IP Telephony applet, select the Call Routing folder, and click Edit
Inbound Routing Table.

The Inbound Routing Table dialog appears.

/3 Inbound Routing Table

" Route By Source of Dialed Mumber & Scheduled Routing ¢ Both

Time Time MName Mode Destination

x|
Su| Mo | Tu|We| Th | Fr| Sa Start End Destination CHIS Might Answer Might Answer

Ok | Cancel |

Figure 8-2 Inbound Routing Table dialog, showing Scheduled Routing options

IJava Applet Window

2 Select one of the table options.

< Route By Source or Dialed Number—Using this setting you can decide how
calls on this trunk group get routed based on the caller ID (or ANI) sent with
the call, or the digits the caller dialed (DID, Lead Telephone Number, or
DNIS).

= Scheduled Routing—Use this format to set time and day restraints on the
destination to which inbound calls from the specified trunk are routed. This
choice is ideal for trunks that receive no digits and require no translation.

= Both—This setting is ideal if calls to the main company number and all DID
numbers are sent to the same trunk group.

8-4
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3 Click Add to insert a new rule into the table.

If you are using Scheduled Routing:

b

Uncheck the days of the week that you do not want this rule to affect.

Select times in the Start Time and End Time fields.

If you are using Route By Source or Dialed Number, click the appropriate table
cells to enter values in the following columns:

Call Source—No value required. May be any string of digits representing
caller ID or ANI source number.

Dialed Number—Default (any number received), or contains a string of zero
or more digits, followed by a string of 0 or more x characters. This string may
be as large as 32 characters. The dialed number column directly represents the
digits expected to be sent from the CO with an inbound call. For example,
enter a three-digit DID number beginning with a 2 as the value 2xx.

Note: Default is a wildcard value, indicating that any number, of any length, is
accepted.

4 Enter the destination information.

Destination—Contains a string of zero or more digits, followed by a string of
0 or more x's. This string may be as large as 32 characters. This number is
interpreted as if dialed from an internal station. For example, enter a
three-digit extension number beginning with a 1, as the value 1xx. If the
destination is an external telephone number, append the external access digit
(configured in the First Digit Table) before the telephone number.

DNIS Name—No value required. If the value in the Dialed Number field is a
DNIS number, enter a description up to 32 characters long. This description
overwrites the calling party (call source) information and appears on the
display panel of the destination extension. This string identifies the number
that the caller dialed.

b Enter a night answer mode from the Night Answer drop-down list.

The available Night Answer Modes are as follows:

Not Used—disables the Night Answer Mode

Use System Default—uses the Default Night Answer Destination specified in
the General Settings applet

User Defined—uses the destination that you enter in the Night Answer
Destination field and overrides the system default specified in the General
Settings applet

8-5
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6 Select a rule, and click Up and Down to rearrange the rule order.

If you are using Scheduled Routing and there is overlap in the schedule, the rules
must appear in order of precedence.

7 Click OK to return to the host applet.
8 Click Apply to save your changes.

9 Click Done to return to the Management Console.
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Chapter 9

Configuring Outbound Call Routing

CHAPTER CONTENTS
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Setting up emergency dialing. . . ....... .. 9-35

This chapter provides procedures for configuring outbound call routing. See
“Outbound call routing” on page 28-4 for information about each type of outbound
call routing.

Configuring automatic route selection

This section provides information about configuring outbound call routing using
automatic route selection. See “Automatic route selection” on page 28-8 for examples
and information about why you might use automatic route selection.To set up your
Wave Integrated Services Manager (ISM) for automatic route selection, you need to
complete the following tasks:

= Configuring the external first digit
= Configuring the Global Access Profile
= Configuring specific access profiles

= Configuring outbound routing tables

9-1
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Configuring the external first digit

In this task you will configure an external first digit for outbound call routing by
automatic route selection.

To configure the external first digit:

1 If necessary, click the Administration tab of the Management Console.

2 Click the First Digit Table icon, located in the PBX Administration section.

3 Select a Digit (Type) button and set Digit Type to “External.”
The external digit configuration options appear in the Additional Settings

group box.

First Digit Table

First Digits | Local Area Codesl

Digit (Type)
0 (Attendant)

1 (Extension)

2 (Mot Configured)

3 (Mot Configured)

4 (Mot Configured)

5 (Extension)

B (Mot Configured)

T (Mot Configured)

8 (Mot Configured)

_ St |

Digit Type: External

~Additional Settings
& One-Digit

" Two-Digit

Access Code

Routing

Collect Digits

Dial Tone

Wi Metworking

9

Cuthound Rout...

Murmbering Plan

Vv

T

Festure | Aaply |

Dane | Help |

Figure 9-1 First Digit Table, showing External settings

4 Specify whether you want this first digit to support One-Digit or Two-Digit

external dialing.

If you select Two-Digit support, access codes x0 through x9, where x is the first
digit, appear in the Additional Settings table.
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5 Check to make sure the settings for the access code (or for each access code, if
Two-Digit support is selected) are as follows. If not, double-click the access code to
display the Edit External Access Code dialog box and make the necessary changes.
Your settings should look like those in Figure 9-1.

= Routing—Ileave this option set to the default of Outbound Routing.
= Collect Digits—leave this option set to the default of Numbering Plan.

This setting automatically selects the numbering plan for your locale. For
North America this is the North American Numbering Plan (NANP).

= Dial Tone—if you want Vertical Wave to provide a dial tone when the external
digit or digits are dialed, leave the Dial Tone check box selected. If not,
deselect the check box.

< VM Networking—Ieave this option set to the default (deselected).
6 Click Apply to save your changes.

7 Click Done to return to the Management Console.

Configuring how first digit extensions appear in ViewPoint

You can give an external first digit a name, to make it easier for users to select in
ViewPoint. You can also hide an external first digit so that it does not appear in
ViewPoint and cannot be dialed. Hiding first digits can be useful when you want to use
them for testing purposes.

To configure an external first digit for ViewPoint:

1 From the Management Console, click the icon for User/Workgroup Management,
located in the PBX Administration section. The User/Workgroup Management

applet opens.

See “Using the User/Workgroup Management applet” on page 2-9 for information
about navigating in the User/Workgroup Management applet.

2 Click the Dialing Services icon in the view bar. The Dialing Services view opens,
displaying all external first digits that you have defined so far.
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3 Toeditadialing service, double-click it in the view. The Dialing Service dialog box

opens.
General |
Mame: 3

Access code: IS

Comments:

Ll

¥ | Show it YiewRaint [¥ Can be dialed

4 Type a name for the dialing service in Name.
b Add any notes about the dialing service in Comments.
6 Select the following visibility options:

= Show in ViewPoint. This hides the dialing service from all Call Using lists in
ViewPoint.

= Can be dialed. This disables the dialing service so it can’t be dialed.
7 Click oK.

Configuring the Global Access Profile

Wave examines the Global Access Profile parameters prior to examining the specific
access profile for an outbound call.
To edit the Global Access Profile:
1 If necessary, click the Administration tab of the Management Console.
Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.
o

L
R
|

94
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Outhound Routing

Edit Global Access Profile... | Edit Private MNetwork... |

Access Profiles

Status | MName |
Fax Pors
Internal Calls Only
Local and Domestic Calls
Local and Toll Free Calls
Laocal, Domestic, and Intl. Calls
Modems
Systermn Ports
Unrestricted

| New... | |

| | Daone Help |

Figure 9-2 Outbound Routing applet

3 Click Edit Global Access Profile to open the Global Access Profile dialog box.
4 Click the Special Digits Table tab.
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/J Global Access Profile |

Area Code Tahle | Of-Premise Extension Tahle

| Sort By Routing I EditEouting Takle:. |
Initial Digits | Routing Takle Target Extension |
411 Yoice Analog Route

Add BErmoye |
Ok | Cancel |

Figure 9-3  Global Access Profile dialog, showing the Special Digits Table tab

Use the Special Digits Table to enter any digits or strings of digits that you want
Wave to process before processing the rules in the other tables.

Note: 911 is automatically configured as a special digit string and is routed to the
Voice Analog routing table.

5 Click Add to add a new special digit string.
6 Click the Initial Digits field to enter the special digits.

7 Click the Routing Table field to choose an option from the drop-down list.
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/J Global Access Profile |
Area Code Tahble | Of-Premise Extension Table Special Digits Table |

Sort By Routing | i |

Initial Digits | RoutingTable |  TargetExtension |
411 Yoice Analog Route
41 [T a—"|
Re cted --=

*Blocked™
Modems Route
Voice Analog Route
(Mew Rauting Tahle)

Add Remave |
Ok | Cancel |

Figure 9-4  Special Digits Table, showing the Routing Table drop-down list

A drop-down list appears that shows the existing routing tables, as well as an
option to redirect the call to an extension and an option to create a new routing
table.
= If you choose to create a new routing table, refer to the instructions in
“Configuring outbound routing tables” on page 9-13.
= If you choose to redirect the call to an extension, click the Target Extension
field, and select the extension to which you want to redirect the call. You can
come back to this step after finishing “Configuring telephone templates” on
page 10-1.

Click Sort By Routing to arrange the rules in the order they will be accessed during
call routing.

9 Select the Area Code Table tab.

9-7



Wave Global Administrator Guide

9-8

10

1"

/J Global Access Profile |

Area Code Table | Off-Premise Extension Tahle | Special Digits Table'

| Sart By Routing | | ' |

Area Code | Office Code Range Routing Tahle |
Default 976 *Blocked®
900 Default *Blocked®
8a8 Default Yoice Analog Route
a0o Default Yoice Analog Route

Add |
Ok | Cancel |

Figure 9-5 Global Access Profile dialog, showing the Area Code Table tab

The Area Code Table is where Wave looks for matching area codes or office codes
(or combinations of area and office codes) to determine how to route calls
containing those numbers. You can use the Global Access Profile Area Code Table
to block undesirable toll calls, as shown in Figure 9-5.

The rules that you specify in the Global Access Profile Area Code Table override
the rules that you set for the specific access profiles area code tables you will
configure later in this section. If you want to block or route certain numbers for all
users in the system, enter the rules in this table.

Click Add to add an entry to the Area Code Table.
A new record appears in the list.

Edit the Area Code and Office Code fields by clicking in them and entering the
codes for which you are providing routing instructions.

= Area Code—Enter the area code for which you want to specify routing
instructions that apply to all outgoing calls. You might want to add an entry
to block outbound calls with an area code of 900. Enter Default to allow all
area codes.

= Office Code Range—Enter the office code (or a range of office codes) within
the specified area code. Enter Default to match any office code within the
specified area code.
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12 Click the Routing Table field to reveal a drop-down list that displays available
routing tables, an option to block the specified area codes or office codes entirely,
and an option to create a new routing table.

/3 Global Access Profile x|
Area Code Table | Off-Premise Extension Tahle | Special Digits Table'

Sort By Routing | i - |

Area Code Office Code Range Routing Table
*Blocked*
*Blocked™
Modems Route

Voice Analog Route
(Mew Routing Table)

Add Remave |
Ok | Cancel |

Figure 9-6  Area Code Table, showing the Routing Table drop-down list

Use the *Blocked* option to block all calls to specific area codes or office codes.

Note: To edit a routing table or create a new routing table, refer to the instructions
in “Configuring outbound routing tables” on page 9-13.

13 Repeat steps 10 through 12 for additional area code and office code routing entries.

14 Click Sort By Routing to arrange the rules in the order they will be accessed during
call routing.

15 When you are finished editing the Global Access Profile, click OK and save your
changes.

16 Click Apply to save your changes.

17 Click Done to return to the Management Console.

9-9
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Configuring specific access profiles

Before going to the Outbound Routing applet, identify the different calling privileges
that will be associated with groups of users. From the Outbound Routing applet, you
can create, edit, copy, and delete access profiles that you can assign to specific
telephone extensions, trunk groups, and digital connections. You can edit the existing
access profiles or create new ones.

To configure a specific access profile:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.
P |
o
uthound Routing
e
L |
Edit Global Access Profile... | Edit Private Metwark... |

Access Profiles

Status | MName |
Fax Pors
Internal Calls Only
Local and Domestic Calls
Local and Toll Free Calls
Laocal, Domestic, and Intl. Calls
Modems
Systermn Ports
Unrestricted

| New... | |

| | Daone Help |

Figure 9-7  Outbound Routing applet

3 Select an access profile from the list, then click Edit, or click New to create a new
access profile.
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“} Access Profile

MName: ILocaI and Domestic Calls
Area Code Table | Privileges' Diestination Access Codes

Sort By Routing |

Office Code Range Routing Table
976
Default *Blocked®
Default Default Woice Analog Route

Area Code

Add Remave |

e |

Figure 9-8

Access Profile dialog, showing the Area Code Table tab

In the Area Code Table you can configure Wave to do the following:
= Route calls that did not match rules in the Global Access Profile
= Specify routing for area code and office code combinations

Click Add to add an entry to the Area Code Table.

A new record appears in the list.

Edit the Area Code and Office Code fields by double-clicking in the fields and
entering the codes for which you are providing routing instructions.

= Area Code—Enter the area code for which you want to specify routing
instructions. Enter Default to allow all area codes.

= Office Code Range—Enter the office code or a range of office codes within the
specified area code. Enter Default to match any office code in the specified

area code.

Choose a routing table from the Routing Table drop-down list.

The drop-down list displays available routing

tables, an option to block the

specified area codes or office codes entirely, and an option to create a new routing

table.
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Use the *Blocked* option to block calls to specific area codes or office codes, for
example the 900 area code or the 976 office code (if you did not already do this in
the Global Access Profile).

Note: To edit a routing table or create a new routing table, refer to the instructions
in “Configuring outbound routing tables” on page 9-13.

Repeat steps 4 through 6 for additional area code and office code routing entries.

Click Sort By Routing to arrange the rules in the order they will be accessed during
call routing.

9 Click the Privileges tab.

4} Access Profile |

MName: ILocaI and Domestic Calls

Area Code Table Privileges | Destination Access Codes'

International (0113 Routing Table: [Blocked” =
Local Operator {03 Routing Tahle: |V0ice Analog Route LI

Edit Routing Table... |

Long Distance Operatar (00) Routing Table: |V0ice Analog Route LI

Edit Routing Table... |

Carrier Arcess Code Destination: |V0i09 Analog =

-

Figure 9-9  Access Profile dialog, showing the Privileges tab

The Privileges tab is where you can specify the routing table to which Wave will
send calls, depending on the call type. The call type is determined by the first
digits entered in the telephone number. You can send calls to different routing
tables depending on the following digit strings:

< 011—International Routing Table
= 0—Local Operator Routing Table
= 00—Long Distance Operator Routing Table
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= Carrier Access Code Destination—A carrier access code is a code (seven
digits, beginning with 101) that you dial to access a long-distance carrier, for
example 10-10-321.

10 Choose a routing table from the drop-down field next to each call type.

The drop-down list provides a choice of available routing tables, an option to block
the specified call type entirely, and an option to create a new routing table.

Use the *Blocked* option to block calls of that call type.

Note: To edit a routing table or create a new routing table, refer to the instructions
in “Configuring outbound routing tables” on page 9-13.

11 Choose the appropriate route for the Carrier Access Code.

Unless you want your users to dial carrier access codes, leave this option
*Blocked*.

From the drop-down list, you can choose the trunk group for the call. You cannot
assign a routing table to the carrier access code since no translation is required.

Select *Ignored* to strip the carrier access code and route call as a regular long
distance call.

12 Click the Destination Access Codes tab.

This tab allows you to specify which external access codes configured in the First
Digit Table may be used by this access profile. External access codes may be used
to provide access to external paging systems or specific trunks on Wave ISM.

13 To allow users with the access profile you are creating or editing to use an access
code, select the code in the list and click the Permission Allowed check box to
select it. To block users with this access profile from using the access code, leave
the check box deselected.

14 Click OK to close the Access Profile dialog box.
15 Click Apply to save your changes.

16 Click Done to return to the Management Console.

Configuring outbound routing tables

You can access outbound routing tables through the Outbound Routing applet.
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To add or edit an outbound routing table:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.
H‘.,:.f 3 Click an Edit Routing Table button or choose New Routing Table from any of the
;._'lb‘tw following places.

= Area code tables

= Special digits table

= Off-premise extension table
= Privileges

The Routing Table dialog appears.

/3 Routing Table |

Mame: IVoice Analog Route

n Digits n Digits Digits Digits Settings

Step Strip First Keep Last Frepend Fostpend | Destination ISDM Up |

1 1] Woice Analog  MiA
T e e e e e D
DID Digital
Modems
Voice Analog

Woice Digital

Remave |
Ok | Cancel |

Figure 9-10 Routing Table dialog

4 If this is a new routing table, enter a descriptive Name.
b Click Add to add a new step to the routing table.

6 Foreach step, you can click in the fields and edit the following settings, depending
on the translation your CO requires.

= Strip First n Digits—Enter the number of digits, if any, that you want to strip
from the beginning of the outgoing telephone number.
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Note: The external access code digit (for example, 9) does not need to be
stripped. It is not included in any call routing decisions after the call type is
determined.

< Keep Last n Digits—Enter the number of digits, if any, that you want to keep
at the end of the outgoing telephone number.

Note: For a particular route step, you can enter a value into either the Strip First
Digits or Keep Last Digits field. Entering 0 for Strip First Digits will not remove
any digits. Entering 0 for Keep Last Digits will remove all the digits.

< Prepend Digits—Enter the digits that you want to add to the beginning of the
outgoing telephone number.

= Postpend Digits—Enter the digits that you want to add to the end of the
outgoing telephone number.

= Destination—Select a destination trunk group (or Signaling Control Point for
IP telephony) from the drop-down list. (The Signaling Control Points have the
following format: 1P| Sgnaling Control Point name. See the Vertical Wave IP
Telephony Administrator’s Guide for more information.)

= ISDN Settings—If you selected a trunk group that is associated with an ISDN
trunk in the Trunk Configuration applet, you can select an ISDN setting from
the drop-down list. If you did not select a trunk group that is associated with
an ISDN trunk, this field is disabled. For more information about how to
configure ISDN settings, refer to “Configuring digital channels for ISDN” on
page 5-21.

7 Repeat steps 5 and 6 to add steps to the routing table.
8 Click the Up and Down buttons to move a selected step up or down in the list.

The order of the routing steps is important. Wave tries placing the call to the
destination specified in the first step. If the specified trunk is busy, disabled, or
disconnected, the system tries the next routing step, and so on. The caller will hear
a fast busy tone if all steps have been tried unsuccessfully.

9 Click OK to close the Routing Table dialog box.

All routing tables are available throughout the Outbound Routing applet. You can
use the same routing tables for different outbound routing steps and requirements,
but be aware that some places in the applet may require different translation,
hence different routing tables.

10 Click Apply to save your changes.

11 Click Done to return to the Management Console.
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Configuring off-premise extension routing

This section provides information about configuring outbound call routing to
off-premise extensions. See “Off-premise extensions” on page 28-12 for examples and
information about why you might use off-premise extensions. To set up Wave to dial
off-premise telephone numbers as if they were extension numbers, you need to
complete the following tasks:

= Creating off-premise extension ranges

= Configuring the off-premise extension table

Creating off-premise extension ranges

Use the procedure “Configuring extension ranges” on page 7-1 to create your
off-premise extension ranges if you want to use numbers that begin with a different
first digit than those you are using for your local extensions.

For example, if you are using 100-150 for your local extensions and you want to use
159-199 for your off-premise extensions you do not need to configure an additional
extension digit in the First Digit Table. Continue with “Configuring the off-premise
extension table.”

Configuring the off-premise extension table
1 If necessary, click the Administration tab of the Management Console.
Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.
W N
I*::I

L |
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Outhound Routing

Edit Global Access Profile... | Edit Private MNetwork... |

Access Profiles

Status | MName |
Fax Pors
Internal Calls Only
Local and Domestic Calls
Local and Toll Free Calls
Laocal, Domestic, and Intl. Calls
Modems
Systermn Ports
Unrestricted

| New... | |

| | Daone Help |

Figure 9-11 Outbound Routing applet

3 Click Edit Global Access Profile to open the Global Access Profile dialog box.
4 Click the Off-Premise Extension Table tab.
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Egaﬁlohal Access Profile B
Area Code Table OfFPremise Extension Table | Special Digits Tablel

Edib R alting TaRlE. |

Extension Range Routing Table |
300- 3599 Los Angeles Office
400- 499 Denver Office
500 - 5449 San Francisco Office
550- 599 San Jose Office

Add BEriyE |
Ok | Cancel |

Figure 9-12 Global Access Profile dialog, showing Off-Premise Extension Table
tab

5 Click Add to add a range of off-premise extensions.
An entry appears in the list.

6 Click the Extension Range field and enter the range of off-premise extensions you
want to configure.

You need to add a new entry for each new range of off-premise extensions (see
Figure 9-12).

Note: The First Digit Table must specify the first digit of the off-premise extensions,
must have a type of Extension, and must have the same amount of digits as the
extensions you specify here.

Note: Do not configure off-premise extensions in User/Workgroup Management or
the Hunt Groups applet. However, overlap is permitted if you have local extensions
that are the same as the off-premise extensions.

7 Create routing tables to translate the digits to go to the telephone company.
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/3 Routing Table |

MName: ISan Jose Office

Step Strip First Keep Last Frepend Fostpend | Destination ISDM 1 |
n Digits n Digits Digits Digits Settings
1 1 140852271 Yoice Digital  MIA ! |

Add |

Ok | Cancel |

Figure 9-13 Routing table showing off-premise extension translation
To edit a routing table or create a new routing table, refer to the instructions in
“Configuring outbound routing tables” on page 9-13.

8 Click OK to close the Global Access Profile dialog, and return to the Management
Console.

Configuring destination access code routing

This section provides information about configuring outbound calls using destination
access codes. See “Destination access code/direct to trunk group’ on page 28-13 for
examples and information about why you might use this type of call routing. To set up
Wave to use destination access codes, you need to complete the following tasks:

= Creating destination access codes

= Enabling destination access codes

Creating destination access codes

In this procedure you will create destination access codes in the First Digit Table applet.
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Click

.
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To create destination access codes:

1

2N

If necessary, click the Administration tab of the Management Console.
Click the First Digit Table icon, located in the PBX Administration section.
Click the button with the number that you want to configure.

Choose External from the Digit Type drop-down list.

The external digit configuration options appear in the Additional Settings group
box.

First Digit Table

First Digits | Local Area Codes'

Digit (Type)
0 (Attendant) Digit Type: External LI
1 S Additional Settings
2 (Mot Canfigured) & One-Digit ¢ Two-Digit
3 (Bxtension) Access Code Routing Collect Digits Dial Tone | WM Metwarking
4 (Mot Configured) g Woice Analog MNumbering Plan [l u

5 (Extension)
B (Mot Configured)
T (Mot Configured)

4 (External)

Restore

Apply | Done Help |

Figure 9-14 First Digit Table, showing External settings

Specify whether you want this first digit to support One-Digit or Two-Digit
external access codes.

If you select Two-Digit support, access codes x0 through x9, where x is the first
digit, appear in the Additional Settings group box.

Configure the settings for each access code.
Your settings should look similar to those in Figure 9-14.
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= Routing—Choose the trunk group or IP Signaling Control Point you want to
use for routing.

= Collect Digits—Choose one of the following:

= Specify the number of outgoing digits to collect before the number is sent
to the central office. This setting is ideal if you want to limit the number of
digits a user can dial using an access code, for example limiting this access
code to 11 digits will allow local and long distance calls, but not
international calls.

= Select Numbering Plan to collect the digits expected for the numbering
plan specific to your locale. For example, the North American Numbering
Plan expects telephone numbers to be 7, 10, or 11 digits (when preceded by
al).
< Dial Tone—Check the Dial Tone check box if you want Wave to provide dial
tone after the destination access code is dialed.

= VM Networking—Do not check.
7 Click Apply to save your changes.
8 Click Done to return to the Management Console.

9 Continue with the instructions in Enabling destination access codes.

Enabling destination access codes

By default all users are restricted from using new destination access codes. You must
enable them in the specific access profiles in the Outbound Routing applet. Enable the
access codes only in the specific access profiles that you will assign to groups of users
who are permitted to use the codes.

If you haven’t already done so, follow the instructions in Creating destination access
codes.

To enable destination access codes:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.
hr?.,:.f 3 Select an access profile from the list, then click Edit, or click New to create a new
Ty access profile.

4 Click the Destination Access Codes tab.

9-21



Wave Global Administrator Guide

E‘%Access Profile [ %]

Mame: ILocaI, Domestic, and Intl. Calls

Area Code Tablel Privileges Destination Access Codes |

Access Code Fermission Allowed

8 [l

Ok | Cancel |

Figure 9-15  Access Profiles dialog, showing Destination Access Codes tab

b Check the Permission Allowed check box to enable this access profile to use the
specified Destination Access Code.

Click OK to close the Access Profile dialog box.
Repeat steps 3 through 6 for each access profile that you want to edit or add.

Click Apply to save your changes.

L 0 N o

Click Done to return to the Management Console.

Later, when you are configuring extensions and telephones, you will assign specific
access profiles to each extension.

Configuring Private Networking

9-22

Configuring Private Networking is a four-step process. You need to determine a
numbering scheme for your private network. You need to configure Outbound
Routing and the First Digit Table to recognize the digits that access the remote Wave
systems. Then, you need to go back to the Outbound Routing applet to enable the
Private Networking Destination Access Codes.
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The following sections describe how to configure Wave for Private Networking:
= “Determining a numbering scheme for Private Networking”
= “Configuring outbound routing for Private Networking”
= “Configuring the First Digit Table for Private Networking”

= “Enabling the new Destination Access Code”

Determining a numbering scheme for Private Networking

Before you can configure your Wave ISMs for Private Networking, you must
determine a private networking numbering scheme for your Wave network. The
numbering scheme includes the following components:

= External access code (one or two digits) — the first one or two digits that you dial
to access the private network

< Location code (between 2 and 6 digits, inclusive) — the code that identifies each
Wave ISM on the network

= Extension (between 2 and 7 digits, inclusive) — the telephone extension for each
user

Private Network
Access Code

A
6 123 5502
—_— —
v L, Called party's
Wave IP2500 extension

Location Code

Figure 9-16 Numbering scheme

You need to make decisions about or determine the following things:
< Which external first digit do you want to use for your access code?
< Do you want to use a one-digit or two-digit external access code?

< What length do you want your location codes?
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When you dial within the Private Network, you will be prepending the
location code to the extension of the person you are calling. Be sure to specify
a length long enough to accommodate all the Wave ISMs on your network.
You can specify a location code length of 2, 3, 4, 5, or 6 digits. The default
value is 3. A location code cannot start with a 0.

= Determine a Home Location Code for each Wave ISM in your network.

Configuring outbound routing for Private Networking
You need to specify the following information about your private network in the
Outbound Routing applet:
= The length of your location codes
= The length of your user extensions
= A Home Location Code for this Wave ISM.
You also need to specify ranges of location codes and identify the routing table that you
want to use with each range.
To configure location codes in Outbound Routing:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.
'“r?,,:,f The Outbound Routing applet appears.
o “’-:-!
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Outhound Routing

Edit Global Access Profile... |

Edit Private MNetwork... |

Access Profiles

Status | MName |

Fax Pors
Internal Calls Only

Local and Domestic Calls
Local and Toll Free Calls

Laocal, Domestic, and Intl. Calls
Modems

|

New... |

|

| | Done

Figure 9-17 Outbound Routing applet

Help |

3 Click Edit Private Network.

The Private Network dialog appears.

9-25



Wave Global Administrator Guide
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x
Location Code Length: |3 LI
Extension Code Length: |4 LI

Home Location Code: ||

Edit Routing Table... |

Location Range | Routing Table |

Add Rermoye |
Ok | Cancel |

Figure 9-18 Private Network dialog

Select the length you want your location codes to be from the Location Code
Length drop-down list.

The default is 3. You can select a length of between 2 and 6, inclusive.
Select the length of your Wave extensions in the Extension Length drop-down list.
Enter a Home Location Code for this Wave ISM.

The Home Location Code must be the same number of digits as the number you
specified in the Location Code Length field. The Home Location Code identifies
this Wave ISM for internal routing.

Click Add to specify a routing table for a range of location codes.

A row appears in the table with a blank Location Code field and a Routing Table
entry of *Blocked*.
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x|
Location Code Length: |3 LI
Extension Code Length: |4 LI
Home Location Code: |123

Edit Routing Table... |

Routing Table
‘Voice Analog Route

Location Range

e |

Figure 9-19 Private Network dialog, adding a routing table

8 Click inside the Location Range field and add a range of location fields for which
you want to specify a routing table.

Note: You can add multiple ranges of location codes and direct each range to a
different routing table.

9 Click inside the Routing Table drop-down list to select the routing table you want
to assign to the locations you specified in the Location Range field.

Alternatively, you can add a new routing table by selecting (New Routing Table).
For information about creating a new routing table, refer to “Configuring
outbound routing tables” on page 9-13.

If you want to edit the routing table you chose for the range of location codes, click
Edit Routing Table. For information about editing routing tables, refer to
“Configuring outbound routing tables” on page 9-13.

10 Click OK to return to the Outbound Routing table.

11 Click Done to save your changes and return to the Management Console.
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Configuring the First Digit Table for Private Networking
You need to specify which first digit to use to access Private Networking.

To configure the First Digit Table for Private Networking:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the First Digit Table icon, located in the PBX Administration section.

A
allly
_r

First Digits | Local Area Codes'

Digit (Type)

0 (Attendant) Digit Type: External

1] (SRS Additional Settings

2 (Mot Configured) & One-Digit ¢ Two-Digit

M Access Code Routing Collect Digits Dial Tone Wi Metworking
4 (Mot Configured) B Outhound Routing Mumbering Plan [ (I

5 (Extension)

T (External)

8 (Mot Configured)

9 (External) 4|

Restare Apply | Daone Help |

Figure 9-20 First Digit Table applet

3 Select a first digit in the Digit (Type) list.

4 If the digit is not already an external digit, select External from the Digit Type
drop-down list.

5 Depending on the type of destination access code you want, select One-Digit or
Two-Digit.

If you select Two-Digit, access codes n0 through n9, where n is the first digit,
appear in the list.
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First Digit Table

First Digits | Local Area Codes'

Digit (Type)

0 (Attendant) Digit Type: External LI

1] (SRS Additional Settings

2 (Mot Configured)  One-Digit o

3 (Mot Configured) Access Code Routing Collect Digits Dial Tone | %M Metwaorking

4 (Mot Configured) 60 Mot Configured  Mumbering Plan [+l u o
— 61 Mot Canfigured  Numbering Plan [l [

i (Extension) 62 Mot Canfigured  Numbering Plan [l I
e 63 Mot Configured  Mumbeting Flan [l [
_ 64 Mot Configured  Mumbering Plan ¥ [

65 Mot Canfigured  Numbering Plan [l [
¥ QST [al3] Mot Canfigured  Numbering Plan [l [ LI

8 (Mot Configured)

9 (External) 4|

Restare | Apply | Daone

Figure 9-21  First Digit Table, showing Two-Digit access codes

Help |

6 Select the Access Code that you want to configure, then click Edit.

The Edit External Access Code dialog appears. The Collect Digits field remains
grayed out until you select a routing table from the Routing drop-down list.

x|
Access Code B0
Routing :
Collect Digits : Murmbering Plan =
[ Dial Tane
-

e |

Figure 9-22 Edit External Access Code dialog
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7 Select Outbound Routing from the Routing drop-down list.

x|
Access Code B0
Routing : Mot Configured
Collect Digits
[ Dial Tone
st Metwarking CQuthound Routing

Mot Canfigured

e |

Figure 9-23 Edit External Access Code dialog, showing Routing drop-down list

8 Select Private Network from the Collect Digits drop-down list.

4} Edit External Access Code =
Access Code 9
Routing |Outb0und Routing LI
Collect Digits Frivate Metwork

Mumbering Plan
[+ Dial Tane

Frivate MNetwork

[ WM Metworking

e |

Figure 9-24 Edit External Access Code dialog, showing Collect Digits drop-down
list

9 Click OK to return to the First Digit Table applet.

10 If you are configuring multiple External Access Codes, repeat steps 5 through 8 for
each.

11 Click Done in the First Digit Table applet to save your changes and return to the
Management Console.
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Enabling the new Destination Access Code

Every external first digit that is configured in the First Digit Table for a Private
Network appears in the Destination Access Codes tab of the Access Codes dialog in the
Outbound Routing applet. By default, an Access Profile does not allow access to a
Destination Access Code until permission is granted by the system administrator.

If there are users that do not need access to your private network, you can set up an
Access Profile for those users and not grant permission for the new Destination Access
Code(s).

So, the last step in configuring Vertical Wave Private Networking is to grant permission
for the new Destination Access Code.

To enable the new Destination Access Codes:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Outbound Routing icon, located in the Trunk Administration section.

'“i,,:,f The Outbound Routing applet appears.

.f{-.".’-:.: 3 Select the access profile you want to configure for Private Networking, then click
Edit.

Alternatively, you can select New to add an access profile. Refer to “Configuring
specific access profiles” on page 9-10 for information about adding access profiles.
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x

MName: IUnrestricted

Area Code Table | Privileges' Diestination Access Codes

Sort By Routing | Edit Bouting Takle:.. |
Area Code | Office Code Range Routing Table |
Default Default Woice Analog Route

Add Rermoye |
co |

Figure 9-25  Access Profile dialog

4 Select the Destination Access Codes tab.
The Destination Access Codes tab appears.
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x

MName: IUnrestricted

Area Code Table' Privileges Destination Access Codes |

Access Code Fermission Allowed
60 [+l

e |

Figure 9-26  Access Profile dialog, showing the Destination Access Codes tab

b Check the Permission Allowed check box for each Access Code for which you
want to grant permission for the selected Access Profile.

6 Click OK to return to the Outbound Routing applet.

7 Click Done in the Outbound Routing applet to save your changes and return to the
Management Console.

Changing an access code in users’ saved numbers

When users save phone numbers in ViewPoint that can be speed-dialed or auto-dialed,
the dialing service used to make the call is saved with them. Such numbers include
contact phone numbers and the phone numbers specified in call forwarding and
routing lists. You can do a global replace of one dialing service for another across all
users’ saved numbers. For example, you can specify that all numbers saved with the “9
- Phone number” service now use your “8 - Centrex” service.
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To replace all occurrences of one saved dialing service with another:

1

Choose Tools > Update Access Codes. The Update Access Codes dialing box opens.

Thiz function will update all phone numbers and
routing rules ko & new access code.

Current access code: -
Mew access code: |9 - User Routing Servi v[
QK I Cancel | Help |

Choose the dialing service you want to replace under Current access code and the
dialing service you want to replace it with under New access code.

Click oK.

All phone numbers that users have entered in the Wave database with the Current
access code are changed to use the New access code.

Setting default access codes for callbacks

9-34

When users return calls or voice messages using the telephone commands or
ViewPoint, the system automatically uses a default access code. You can set one default
access code for phone numbers and one default access code for Internet addresses. The
defaults are used system-wide.

To set default access codes for callbacks

1

From the Management Console, click the icon for User/Workgroup Management,
located in the PBX Administration section. The User/Workgroup Management

applet opens.
Choose Tools > System Settings. The System Settings dialog box opens.
Choose the External Dialing tab.

Change the following as needed:

= Default phone number access code. Select the access code for the dialing service
that will be used to return a call from a phone number from the Call Log and
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Voice Messages views. The default is 9. You can select any dialing service that
takes phone numbers as inputs.

= Default SIP address access code. Select the access code for SIP Address dialing
service that will be used to return a SIP call.

5 Click oK.

Where the default access codes appear

In the User/Workgroup Management applet, the Default column of the Dialing
Services view shows the current defaults for phone number and Internet callbacks.

In ViewPoint, the Place Call To dialog box always opens with the current default
dialing service for phone numbers selected (the user can also choose a different dialing

service to place a call). When you import contacts, new phone numbers and IP
addresses automatically receive the default access codes.

Setting up emergency dialing

You can configure Wave to support standard 911 emergency dialing service.

Note: A user can make an emergency call from any Wave station, even one not
assigned to any user, and even if the user is blocked from making external calls.

Using standard 911 service with Wave

Standard 911 service does not require additional hardware. All standard 911 calls use
aWave trunk and go through the phone company to the emergency dispatching center.

You can change the emergency number from 911 to something else as follows:

1 From the Management Console, click the icon for User/Workgroup Management,
located in the PBX Administration section. The User/Workgroup Management

applet opens.

2 Choose Tools > System Settings. The System Settings dialog box opens.
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Choose the Emergency tab.
Enter the new number in the Emergency Number field.

Check Emergency number can be dialed at internal dial tone if you want users to be
able to dial the emergency number without first dialing an access code (such as 9
to get an outside line). If unchecked, users must dial the access code and then the
emergency number (for example, 9 911). This setting affects emergency calls only.
Be careful when changing this setting as you may cause accidental emergency
calls.

Click oK.



Chapter 10

Configuring Telephones

CHAPTER CONTENTS
Configuring telephone templates . . .. ........ .. ... . i 10-1
Configuring hunt groups of extensions. . . . ........ ... ... . o, 10-20

This chapter provides information about configuring extensions and features for
digital and analog telephones.

Configuring telephone templates

Each Vertical Communications digital telephone model has several preprogrammed
feature key templates that you can customize for different types of digital telephone
users. If you have several users who use the same digital telephone model and require
a similar set of telephone feature keys, create a template for that group of users in the
User Configuration (Templates) applet.

Once you create or refine a telephone template, you can then assign it to a user when
you create the user. For this reason you should define telephone templates before
creating users.

Analog telephones have templates in Vertical Wave that define the physical capabilities
of the phone, such as message waiting indicator or caller ID display.

To access telephone templates:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the User Configuration (Templates) icon, located in the PBX Administration
section. The User Configuration applet opens displaying the Telephone Templates

2 =
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User Configuration

Telephone Templatesl

- Analog =11 Enterthe name ofthe template helow:
----- ¥ Basic- Lamp
----- % Basic - Stutter Agent

----- ® CallerID - Lamp
----- ¥ Caller 1D - Stutter
----- ® Enhanced Call Waiting - Lamp & Allow feature changes for phones that use this template.
----- ® Enhanced Call YWaiting - Stutter
----- ¥ External Woice Mail f External Fax Server
=14 Digital
= _4 Edge 100-12 Custamize Template...
&ygent |
@ Basic
-] Edge 100-24
H- ] ImpactSCs 83125
[l Impact3C3 83245

-] Aastra 430 .Z.l

L fmmden ACOCT

¢ Do not allow feature changes for phones that use this template.

DCreateTempIate | CopyTempIate | é{,DeIeteTemplate |

Figure 10-1  User Configuration (Telephone Templates) applet

| Daone Help |

3 Click one of the folders in the left pane.
= Analog—contains templates for each configuration supported on Wave

< Digital—contains directories for each of the supported Wave digital
telephone models

= |IP—contains directories for each of the IP telephone types that have been
certified for use with Wave.
To create a new template:
1 Select a template folder or template.
2 Click Create Template.

3 Select the new template and rename it in the field in the right pane.

To copy an existing template:
1 Select one of the templates.

2 Click Copy Template to create a copy of the selected template.
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A new template appears at the bottom of the template list.

3 Select the new template and rename it in the field in the right pane.

To edit digital telephone templates:
1 Select one of the digital telephone templates.

2 Specify whether to allow feature changes for telephones that use this template.

If you choose to allow feature changes for individuals, you can make those
changes while configuring telephone information in the User Configuration
applet. See “Configuring telephone templates” on page 10-1. Changes made from
the Telephone tab in the Configure User dialog only affect the feature key
assignment for the individual user, and do not affect the template.

3 Click Customize Template in the right pane.

A graphical representation of the telephone appears with descriptions of the
pre-programmed feature keys displayed on the telephone.
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EZVN16DDS Featured <]

ok I Cancel |

Figure 10-2 Telephone Template dialog, showing the VN16DDS telephone

4 Click the text on a feature key to change the feature assignment.
The Feature Button Configuration dialog appears.

10-4



Wave Global Administrator Guide

3 Feature Button Configuration ll

Feature: [FilaEl

Additional Settings:
[ Do not ring the telephone j

[ Abways select first

[+ Mute the microphone when voice calls are received

[ Oft-hook ting

[ Do not receive system paging =l

=

Figure 10-3 Feature Button Configuration dialog

b Select a Feature from the drop-down list.

Some features have additional settings such as Do not ring the telephone, and Do
not allow break-in.

Hint: Right-click a feature key description on the telephone template to open a
shortcut menu with the features available for the key. If you select a feature
requiring additional information, the Feature Button Configuration dialog opens.

Refer to “Digital telephone featur“The Users view” on page 11-3e keys” on
page 10-7 for information about each of the programmable features.

6 Click OK to finish editing the feature key configuration.

7 Click OK to close the template configuration screen, and save your changes.
8 Click Apply to save your changes.
9

Click Done to return to the Management Console.

To edit an analog template:
1 Select one of the analog telephone templates.

See “Default analog telephone templates” on page 10-19 for descriptions of each
default template.
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User Configuration

Telephone Templatesl

Enter the name of the template below:

Enhanced Call Waiting - Lamp

ing - Larnp = Station
® Enhanced Call YWaiting - Stutter
» External Voice Mail / External Fax Server Phone Type: |Enhanced Call Waiting LI
-] Digital
E-[ 1P | Message Waiting Indicatar: |Lamp LI

 External Voice Mail / External Fax Server

DCreateTempIate I CopyTempIate | é{; DeleteTemplate |

Apply | Daone

Restare Help |

Figure 10-4 Analog telephone template

2 Select the device that this template will be used for:
= Station—analog telephone for making an receiving voice communications
= External Voice Mail/External Fax Server—analog connection for an external
Voice Mail system or external fax server
If you select External Voice Mail/Fax Modem go to step 5.

3 Select a Phone Type from the drop-down list.

= Basic—this telephone cannot display caller ID, or no caller ID is supplied by
your telephone service provider.

= Caller ID—this telephone can display caller ID on inbound telephone calls
when your telephone is idle

< Enhanced CW—this telephone can display caller ID on inbound telephone
calls when your telephone is idle and on call waiting calls.
4 Select a Message Waiting Indicator from the drop-down list.

=« Lamp—this telephone has a lamp that lights when new messages arrive in the
user’s Voice Mailbox

= Stutter—this telephone gives the user a stutter dial tone when new messages
arrive in the user’s Voice Mailbox
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5 Click Done to save your changes, and return to the Management Console.

Digital telephone featur“The Users view” on page 11-3e keys

This section provides a list of feature and corresponding feature keys available on
Vertical Communications digital and IP telephones, and it provides information about
additional parameters you can set for each feature. Refer to the Wave Phone User’s Guide
for detailed information about using each feature on each of the supported telephone
models.

For information about configuring IP telephone feature keys, refer to the Vertical Wave
IP Telephony Administrator’s Guide or the Management Console Help.

For information about configuring feature keys used in Vertical Wave Call Navigator,
refer to the Vertical Wave Call Navigator Administrator’s Guide.

To program digital phone feature keys, use the Phone \ Station features tab of the User
dialog box in the User/Workgroup Applet. See “The Users view” on page 11-3.

Note: Not all of the features are available on all telephone models.

Auto Dial
Automatically dials a specified telephone number.
You can include multiple Auto Dial keys on a telephone.

Optional setting:
Telephone Number—include any digit sequence up to 32 digits

You can leave this field empty, and the user can program a number from the
telephone. Refer to the Vertical Networks Digital Telephone User’s Guide for
instructions.
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10-8

Call Appearance

Acts as an extra line, enabling you to handle multiple calls on the same phone. If you’'re
on the phone and have a Call Appearance button free, incoming calls ring the phone,
and you can take the call by pressing the appropriate Call Appearance button. With
multiple calls, you can press the Call Appearance buttons to switch between them,
thereby placing the others on hold.

You can set a Call Appearance button for your own extension or program it to work in
conjunction with a secondary Line Appearance key. If a line is shared with another

user, the corresponding LED(s) on your phone reflect the calls that user is handling,
and that user’s phone reflects the calls you are handling.

Call Record
Records the current call and saves the recording as a Voice Mail message.

Warning: In some localities, it is illegal to record a telephone call without first notifying
the person being recorded.

You can include one Call Record key per telephone.

Call Return

Calls back the extension from which the last inbound call came, if the call originated
on your local Wave system.

You can include one Call Return key per telephone.

Call Waiting
Places the existing call on Hold and connects to the second call.

You can include one Call Waiting key per telephone.
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Camp-on (Callback)
Calls back an extension when the extension becomes available.

You can include multiple Camp-on keys on a telephone.

Centrex Flash
Accesses Centrex features.

You can include one Centrex Flash key per telephone.

Conference
Adds parties to a conference call.

You can include one Conference key per telephone.

DSS/BLF

Direct Station Select/Busy Lamp Field (DSS/BLF) keys monitor the state of specified
extensions, and provides a quick way to transfer calls to those extensions.

You can include multiple DSS/BLF keys on a telephone.

Required setting:

Extension—any valid extension number

Optional setting:
Blind Transfer—transfers a call without first connecting the user to the recipient

Transfers initiated using a key with this option enabled will be completed as soon
as the target phone rings. With this option disabled, a consultation transfer is
provided for.
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Directed Park
Parks a call on a specific extension number.

You can include multiple Directed Park keys on a telephone. Directed Park keys on
different telephones, targeted to the same extension are supported.

Optional settings:
Extension—include any valid extension number

A Directed Park key with no extension number assigned requires the user, after
pressing the Directed Park key, to enter the extension number on which to park the
call.

Display Status—enables the Directed Park LED to indicate the state of a parked
call, and simplifies unparking the call by recalling the extension number on which
the call was parked

Do Not Disturb
Prevents your telephone from ringing.

You can include one Do Not Disturb key per telephone.

Extension Pickup
Answers a specific ringing extension within your call pickup group.
You can include one Extension Pickup key per telephone.

Optional setting:

Extension—include any valid extension number within the Primary extension
number’s call pickup group

Refer to “Call pickup groups” on page 18-4 for more information about configuring
call pickup groups.
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Flash

Allows a user to access any PBX feature by pressing the Flash button followed by the
access code (for example, Flash + *54).

You can include one Flash key per telephone.

Group Pickup
Answers any ringing telephone within your call pickup group.
You can include one Group Pickup key per telephone.

Refer to “Call pickup groups” on page 18-4 for more information about configuring
call pickup groups.

Headset
Enables the headset.

You can include one Headset key per telephone. The Headset button is only available
on 12-button and 24-button telephones. These telephones are not available at this time.

Hold
Places a call on hold.

You can include one Hold key per telephone.

Line Appearance
Line appearances in addition to the Primary line key. The extension number associated

with the Line Appearance key can be a primary extension on another telephone, or a
virtual extension (does not appear as a primary line on another telephone).
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You can include multiple Line Appearance keys on a telephone.

Refer to “Virtual extensions” on page 18-22, for information about configuring virtual
extensions.
Required setting:

Extension—any valid extension number

Optional settings:

Do not ring the telephone—disables ringing when a call is received on this line
appearance

Off-hook ring—either rings the phone or produces an alert tone (depending on the
telephone type) when a call comes in on this line appearance if the telephone is
engaged in an off-hook activity

Use Primary Access Profile—applies the access profile configured for the Primary
extension number associated with this telephone in the User Configuration applet,
Overview tab

Use Primary Caller ID—applies the External Caller ID rules configured for the
Primary extension number associated with this telephone in the User
Configuration applet, Overview tab

Do not allow break-in—prevents the line appearance from joining an active call
when the shared extension is being used by another call

Automatic Line Selection—applies Automatic Line Selection behavior

Refer to “Automatic Line Selection” on page 28-28 for a description of Automatic
Line Selection behavior on Line Appearance keys.

Message Waiting

Indicates that a new Voice Mail message is available in the mailbox. Dials the Voice
Mail extension number.

You can include multiple Message Waiting keys on a telephone.

Required setting:
Mailbox—any valid Voice Mailbox number
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In order for the Message Waiting LED to light on the telephone when a new Voice
Mail message arrives, a valid extension must be configured for the Voice Mailbox
entered in this field. This can be an extension for a physical telephone station or a
virtual extension.

If the Voice Mailbox number does not match the extension number for which this
Voice Mailbox was configured, your message waiting indicator keys will not work.

To complete the Message Waiting configuration, be sure to set the system Voice Mail
extension number in the General Settings applet, System tab, Voice Mail System
drop-down list.

Night Answer

A key used to manually place Wave into a mode where inbound calls are redirected to
predetermined destinations. You can configure any on- or off-premise telephone
number as the destination. Refer to “Night Answer” on page 18-16 for information
about configuring the Night Answer system.

Outside Line

A key used for receiving and placing calls on a specific trunk or set of trunks. Outside
Lines must be configured in the Outside Lines applet before this option is available on
the telephones. Refer to Chapter 17, “Outside Lines Configuration,”Creating outside
lines for more information about configuring outside lines.

You can include multiple Outside Line keys on a telephone.

Required setting:
Outside Line—any Outside Line configured in the Outside Line applet

Optional settings:

Do not allow break-in—prevents the line appearance from joining an active call
when the shared extension is being used by another call

Off-hook ring—produces an alert tone when a call comes in on this line appearance
if the telephone is engaged in an off-hook activity

Automatic Line Selection—applies Automatic Line Selection behavior
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Refer to “Automatic Line Selection” on page 28-28 for a description of Automatic
Line Selection behavior on Outside Line keys.

Do not ring the telephone—disables ringing when a call is received on this line

Page

Accesses the public address system and all the digital telephone speakers on your
system.

You can include multiple Page keys on a telephone.

Required setting:
Zone Paging Group —pages a specific group or the entire system (System Page)

Refer to “Zone paging groups” on page 18-23 for information about configuring
zone paging groups.

Primary

Primary line appearance. This is the main extension number associated with this
telephone.

You can include one Primary key per telephone.

Optional settings:

Always Select First—automatically selects the primary line first when answering a
ringing line or going off-hook, regardless of where the primary extension key
appears on the phone

Mute the microphone when voice calls are received—prevents the calling party
from hearing you when a voice call is placed to this extension number

Off-hook ring—produces an alert tone when a call comes in on this line appearance
if the telephone is engaged in an off-hook activity

Do not receive system paging—prevents this telephone from receiving pages
broadcast to the entire system with the Page key
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Note: This option does not prevent the telephone from receiving a zone-specific
(non-system) page.

Do not allow break-in—prevents the line appearance from joining an active call
when the shared extension is being used by another call

Do not ring the telephone—disables ringing when a call is received on this line
appearance

Disable paging alert tone—disables the paging alert tone on this telephone, but
allows the telephone to receive the page

Receive call waiting tone when off hook—If checked, a beep sounds if the user is
off hook and another call arrives on the line. A beep also sounds if an incoming
call hangs up or is forwarded before answering.

Receive splash ring when off hook—If checked, one short ring blip sounds when
another call comes in while the user is off hook. The “Do not ring the telephone”
setting suppresses this ring too.

Program

Programs programmable feature keys, such as Auto Dial, User Forward, and Voice Call
keys, and displays information about feature keys.

You can include one Program key per telephone.

Redial

Dials the last dialed telephone number.

You can include one Redial key per telephone.

Release

Disconnects a user from an active call and cancels button programming.

You can include one Release key per telephone.
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Self Park

Places a call in a parked state on the user telephone for retrieval from another
telephone.

You can include one Self Park key per telephone.

In the General Setting applet, PBX (Advanced) tab, in the Call Park group box, you can
specify the Self park n minutes before ring back setting. In the Self park drop-down list,
select the number of minutes that Wave waits for a user to pick up a self-parked call. If
the call is not picked up within the specified time, Wave rings the extension from which

the call was parked. If you specify unlimited minutes, then Wave does not ring back
the extension.

Silent Monitor

Allows a user to monitor another user’s call without either the user or the caller being
aware of the monitoring activity.

This feature requires a license key to be functional.

You can include one Silent Monitor key per telephone.

Speaker/Mute

Toggles the telephone and handset microphone off and on. Enables you to toggle
between hands-free and handset speaking.

You can include one Speaker/Mute key per telephone.

System Speed Dial

Enables the dialing of System Speed Dial numbers.
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You can include multiple System Speed Dial keys on a telephone.

Optional settings:

Speed Dial Index—enter one to three digits to shorten the length of the speed dial
index number required of the user

For example, if you have speed dial index numbers 100-199, and you want the user
to dial only two digits to access those numbers (00-99), enter a 1 in the Speed Dial
Index field. You can make a System Speed Dial key specific to a particular
telephone number by entering the entire Speed Dial index number.

Preview—alters the function of the System Dial key to Dialing Preview mode

Refer to the Vertical Networks Digital Telephone User’s Guide for information about
using System Speed Dial with Dialing Preview.

Refer to “System Speed Dial” on page 18-18 for information on configuring speed dial
index numbers.

System Park

Places a call in a parking slot for retrieval from another telephone. Not available on the
VNO8D.

You can include one System Park key per telephone.

In the General Setting applet, PBX (Advanced) tab, in the Call Park group box, you can
specify the System park n minutes before ring back setting. In the System park
drop-down list, nis the number of minutes that Wave waits for a user to pick up a
parked call. If the call is not picked up within the specified time, Wave rings the
extension from which the call was parked. If you specify unlimited minutes, Wave does
not ring back the parking extension.

Note: An Enhanced Call Waiting analog telephone or a digital telephone with a display
is required to system park a call, but any telephone can be used to retrieve a system
parked call.
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Transfer
Transfers calls to another extension.
You can include multiple Transfer keys on a telephone.

Optional settings:
Extension—allows you to transfer calls to a specific extension
Blind Transfer—transfers a call without first connecting the user to the recipient

Direct Transfer to Voice Mail—transfers a call directly to the specified Voice
Mailbox

The Direct Transfer to Voice Mail option generates a telephone key label called
Transfer VM. You must specify the Voice Mail hunt group extension in the
Extension field if you select this setting.

Unassigned
No feature is assigned to the key.

You can include multiple Unassigned keys on a telephone.

User Forward
Forwards calls to another extension or telephone number.
You can include multiple User Forward keys on a telephone.

Optional setting:
Telephone Number—include a telephone number

You can leave this field empty, and the user can program a number from the
telephone.

Configure the following options in the General Setting applet, PBX (Advanced) tab, in
the Trunking group box:
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Off-Site Call Forward Password Required—Check this check box if users must
enter their Voice Mail passwords when forwarding their telephone calls to an
external number.

If you select this option, users must enter their Voice Mail passwords after
specifying the external number when they dial *43 (or press the Forward key on a
digital telephone) to forward their calls to an off-site number.

Allow External Trunk-to-Trunk Connections—Check this check box to enable
external trunk-to-trunk connections.

In this scenario, a call is physically connected across two external trunks through
Wave. If you enable external trunk-to-trunk connections, Wave allows calls to be
forwarded, transferred, and conferenced between external numbers.

Voice Call
Intercom page directed to a specific digital telephone extension.
You can include multiple Voice Call keys on a telephone.

Optional setting:
Extension—include any valid extension number

You can leave this field empty, giving the user the option of programming or
dialing a number from the telephone if desired.

Default analog telephone templates

If you use analog telephones on your Wave system, there are seven default templates
provided that contain most combinations of analog telephone caller ID and message
waiting indicator feature options. There is a Fax modem template provided as well.
You should not need to change the templates, but you will need to select them while
configuring analog telephone extensions.
The default analog telephone templates are:

= Basic-Lamp—use for telephones with no caller ID and a message waiting lamp

= Basic-Stutter—use for telephones with no caller ID and no message waiting lamp
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* Caller ID-Lamp—use for telephones with caller ID and a message waiting lamp
= Caller ID-Stutter—use for telephones with caller ID and no message waiting lamp

= Enhanced Call Waiting-Lamp—use for telephones with enhanced caller ID and a
message waiting lamp

= Enhanced Call Waiting-Stutter—use for telephones with enhanced caller ID and
no message waiting lamp

= External Voice Mail/External Fax Server—use for extensions connected to
external Voice Mail systems and external fax servers

Configuring hunt groups of extensions

10-20

Create station hunt groups of user extensions when you want to have telephone calls
routed to a group of users. The Attendant hunt group is used by the Attendant digit
(default=0) for dialing the company operator, and it is used to forward inbound calls
to the company operator or AutoAttendant. Other station hunt groups are used for
routing calls to groups of extensions.

Note: The Wave system has a maximum of 20 groups, including hunt groups, trunk
groups, and zone paging groups.

Configuring the Attendant hunt group

Configuring the Attendant consists of specifying an Attendant digit in the First Digit
Table applet, and assigning extensions to the Attendant hunt group in the Hunt
Groups applet.

Any digit—but only one—can be configured as the Attendant digit in the First Digit
Table applet. If the Attendant digit is changed from the default of zero (0), the
Attendant hunt group pilot number must also be changed, to ensure that the company
operator and AutoAttendant will receive all calls routed to the attendant.

Internal calls and calls specifically forwarded to the Attendant Hunt Group as the
default operator in the AutoAttendant applet are forwarded to the Attendant Hunt
Group.
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Note: The zero (0) digit can be configured in the First Digit Table as Not Configured,
Attendant, or External, but it cannot be configured for extension.

To configure the Attendant hunt group:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Hunt Groups icon, located in the PBX Administration section.

X
- HumtGrows
ury

Station |App|icati0n|

Status | Pilot | Marme |
1] Attendant
a70 Modem Hunt Graup
it New... EletE
FEsiore | Arply | Done | Help |

Figure 10-56 Hunt Groups applet

3 Select the Attendant hunt group from the Station tab.
4 Click Edit to open the Station Hunt Group dialog box.
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3 Station Hunt Group

Pilat. [0

MName: IAttendant

Member

Hunt Order:

x|

Attendant

Extension

MName

Type

100

Add... Bermaye |

Station 100

Station

[
I
4I

[Erair

Fonwarding

When husy, forward to extension |N0ne

When no answer after |3 = ringsan |1~

|

members, forward to extension |None

|

Figure 10-6 Station Hunt Group dialog

Ok | Cancel |

Note: The hunt order should be Attendant for this hunt group. Do not change the

hunt order.

5 Click Add to open the Add Hunt Group Members dialog box.

E‘%Add Hunt Group Members

Select new hunt group members from list, and click Ok to add.

0 - Attendant - Station Hunt Group
101 - Station - Station

102 - Station - Station

MODEMOT - Modem 1 - Modermn
MODEMOZ - Modem 2 - Modermn

Ok | Cancel |

Figure 10-7 Add Hunt Group Members dialog

6 Select the members you wish to add, and click OK.
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Use Ctrl-click or Shift-click to select multiple extensions. A maximum of 64
extensions can be in a single hunt group.

Set the Forwarding options.

Select forwarding destinations for calls coming into the Attendant hunt group
when all the extensions included in the hunt group are busy or do not answer. If
you do not select a busy forward destination, callers will hear a busy tone.

The default forwarding destination for the Attendant hunt group is the Voice Mail
hunt group pilot number. If you have a main company greeting configured in
AutoAttendant the caller will hear the greeting and any prompts you have
recorded. You will configure the AutoAttendant menus and greetings later in this
chapter.

< Busy Forward—You can specify an extension to which the PBX will forward a
call when all of the hunt group member extensions are busy. Generally, you
set the When busy, forward to extension to Voice Mail. The caller can leave a
message for a hunt group in the mailbox associated with the hunt group pilot
number.

< No Answer Forward—When there is no answer, the Wave forwards calls
according to the following parameters that you configure.

= Configure the ring count, or number of rings, before forwarding. The
Wave PBX uses ring count to determine when the station should be
forwarded to the next member of the hunt group. Keep in mind that a ring
cycle is six seconds long, two seconds of ringing and four seconds of
silence. Do not configure the hunt group for too many rings or too many
stations to ring or the caller will hear only ringing for an extended period
and might hang up.

= |dentify the number of stations in the hunt group to be rung in succession.
For example, if there are five hunt group members and the number of
stations is set to three, only three of the five members will be rung before a
call is forwarded to the no-answer destination.

= Specify an extension—user, hunt group, or Voice Mail—to which the PBX
will forward a call when none of the hunt group member extensions
answer the incoming call.

Note: When the initial call is placed to a hunt group pilot number, the ring count
supersedes the Ring Phone X Times count configured in the User dialog box,
Phone tab, for extensions in that hunt group.

Click OK to close the Station Hunt Group dialog, and return to the Management
Console.
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Creating a Station hunt group

To create a new Station hunt group:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Hunt Groups icon, located in the PBX Administration section.
Wy . . .
—'r—Lt 3 Click New in the Station tab of the Hunt Groups applet.
& 3 Station Hunt Group ﬂ
Pilat. |
Marme: | Hunt Order: |Linear LI
Extension Mame | Type | g |
[Err |
Add... Bermaye |
Fonwarding
When husy, forward to extension |N0ne LI
When no answer after |3 'l rings an l_;l members, forward to extension |None LI
Ok | Cancel |

Figure 10-8 Station Hunt Group dialog

4 Enter a unique pilot number for the hunt group in the Pilot field.

A pilot number is the number users dial, or trunk groups use, to reach the
members of a hunt group.

The pilot number is similar to an extension:
= it must be unique
= it must fit into your first digit dialing plan for internal numbers

= it must comply with the Internal extension length setting in the First Digit
Table

5 Enter a name for the hunt group in the Name field.
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You can enter up to 16 alphanumeric characters in the Name field.
6 Select the desired hunting method from the Hunt Order drop-down list.

You have four hunt order options: Linear, Circular, Ring, and Attendant. For
descriptions, see “Hunt group hunt orders” on page 28-24.

7 Choose an extension from the When busy, forward to extension drop-down list to
which you want to forward calls when all hunt group members are busy.

Select forwarding destinations for calls coming into the hunt group when all the
extensions included in the hunt group are busy or do not answer. If you don’t
select a busy forwarding destination, callers will hear a busy tone.

For more information about hunt group forwarding settings, see “Configuring the
Attendant hunt group” on page 10-20.

8 Click OK to close the Station Hunt Groups dialog box.

The new hunt group appears in the list. To add members to the new group,
proceed to step 3 in the next section “Adding members to hunt groups.”

9 Click Apply to save your changes.

10 Click Done to return to the Management Console.

Adding members to hunt groups

Member extensions are the extensions that a hunt group rings when the hunt group
pilot number is dialed. Once a hunt group is created, member extensions can be added.
A single hunt group can have a maximum of 64 extensions.

To add member extensions to a hunt group:

1 If necessary, click the Administration tab of the Management Console.
2 Click the Hunt Groups icon, located in the PBX Administration section.
3 Click the Station tab.

4 Select the hunt group to which you want to add members.

5 Click Edit.

The Station Hunt Group dialog opens.

6 Click Add.
The Add Hunt Group Members dialog opens.
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E‘%Add Hunt Group Members E

Select new hunt group members from list, and click Ok to add.

0 - Attendant - Station Hunt Group
101 - Station - Station

102 - Station - Station

MODEMOT - Modem 1 - Modermn
MODEMOZ - Modem 2 - Modermn

Ok | Cancel |

Figure 10-9 Add Hunt Group Members dialog

7 Select the extensions you want to add as members of the hunt group.

Use Ctrl-click or Shift-click to select multiple extensions. A maximum of 64
extensions can be in a single hunt group.

8 Click OK.
The Add Hunt Group Members dialog closes.

9 Click an extension and use the Up and Down buttons to rearrange the order of the
extensions in the hunt group, if you desire.

10 Click OK to close the Station Hunt Group dialog, and return to the Management
Console.
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Managing Users and Roles
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About users

Unlike a traditional PBX, Wave manages phone traffic by user rather than by device,
giving the system the flexibility to handle users who move from phone to phone. This
chapter explains how to create and manage users and roles. Roles are templates of
specific permissions that are used to grant permissions to users (see “Managing roles”
on page 11-45).

Warning: You must have a Station license available for each user that has an assigned
internal station ID other than O. Station IDs of O and external stations do not require
station licenses.

Where to set user options

User options are set in both the User/Workgroup Management applet and ViewPoint.

= Some options can only be set in the User/Workgroup Management applet.
These options are described in detail in this chapter.

= Some options can only be set in ViewPoint. These include the user’s routing
list, contacts, voicemail greetings, call rules, and personal workgroups. To edit
these options from the Administrator, select the user in the Users view and
choose Users > Edit All ViewPoint Settings. See “Modifying a user’s ViewPoint
settings” on page 11-44. ViewPoint options are described in detail in Vertical Wave
User’s Guide.

= Some options can be set in both places. You can set up users with standard
defaults for your organization and then individual users can customize the
settings further. You also can restrict the options that users can customize.

The Admin user

The Admin user comes pre-defined in Wave, and belongs to the Administrators role.
The Admin user and all users who belong to the Administrators role are permitted to
run the Administrator application and the Device Monitor application. They also can
perform all administrative functions.

You can give individual administrative permissions to any user—for example,
permission to shut down the phone system—without making the user a member of the
Administrators role. See “Wave permissions” on page 11-49.
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Changing the Admin user’s password
Immediately after installing Wave, you should change the passwords of the Admin

user and Operator user, in order to make your system more secure from unauthorized
access. For more information, see Appendix A.

The Users view

You add, edit and delete users in the Users view. To open the Users view:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the User/Workgroup Management icon, located in the PBX Administration
section of the Management Console.
J%J 3 Logon to the User/Workgroup Management applet, which opens in a remote

access window. Once you log on, the Users view appears.

The Users view presents information about individual users and roles in your
organization. Double-click a user in the view to edit that user.

£3 Users - Yertical Wave Global Administrator

File Edit Wew Tools Users Help

8-9s x| e

Users
i 611 ACT wirtual [ none | Uszer Availa
s E12 ACT wirtual E12 [ none | Uszer Availa
s E13ALCT wirtual E13 [ none | Uszer Availa
s Abhay Gupta 4532 3305432  000850183B2D User Availa
s Admin 100 1 [Analog) : 1 Analog Uszer Availa
Qh Administrators Role
s Betzy Heamsberger 328 7 [Digital) : 16 Digital Uszer Availa
s Bharat P 404 [ none | Uszer Availa
s Bharat Patil 364 000850183763 Uszer Availa™
s Bobby Mohanty 418 7 [Digital) : 3 Digital Uszer Availa
s Bobby SIP 363 000850 035E DA User Availa
s Chris Dayle 455 000854183360 Uszer Availa
< | i

| 69 Items [I0_ENG\Mw/aller [HOTFOOT

Roles appear in bold in the Users view. For more information about roles, see
“Managing roles” on page 11-45.
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Each user that you add appears as a row in the Users view. The following table shows
the information that is displayed for each user.

Column Description
Name User’s name.
Extension Extension number dialed to reach the user.
DID Direct inward dial number used to dial the

user directly.

Station Default (phone device) assigned to the user.
Device Type The type of station. The types are:
Analog
Digital
IP
Type The type of user (see “About users” on page
11-2).
Agent If checked, the user is an agent in one or

more call center queues. See the Vertical
Wave Contact Center Administrator’s Guide.

Locked Out If checked, the user is unable to log in to his
or her account due to multiple failed
attempts to access that account as defined
in System Settings (see “Enforcing strong
password security” on page 4-11).

Personal Status The name of the user’s current personal
status.
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Column Description
ACD DND If checked, the user is not currently
accepting ACD workgroup calls.
Mail Usage Percentage of allocated voicemail space

currently used. For details on how the
information in this and the following two
columns is calculated, see “Viewing the
user’s disk usage” on page 11-37.

Greeting Usage

Percentage of allocated greeting and voice
title space currently used.

Disk Usage

Amount of disk space in megabytes used by
the user's voice message, greeting, and
voice title files.

Mailbox Size

Total space allocated to the user for voice
messages, in minutes.

Greeting Size

Total space allocated to the user for
greetings and voice titles, in minutes.

Forwarding To

Number to which the user is currently
forwarding calls.

Gateway Name

Name of the gateway.

Listed If checked, the user is listed in the
dial-by-name directory.
Voice Title If checked, the user has a recorded voice

title. You can record titles for users on the
Recordings tab of the User dialog box, or
they can record their own.
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Column

Description

Announce Callers

Displays the types of calls to which the user
is applying call announcing.

Exchange Sync

If checked, Wave and Microsoft Exchange
Inboxes are synchronized.

Comments

Comments added about the user.

Archiving a user’s voicemail and call recordings

You can manually archive a user’s voicemail and call recordings from the Users view.
Archiving mailbox recordings can save space on your hard drive, especially if the
mailbox contains call recordings. For an overview of mailbox archiving and
instructions on setting up automatic archiving, see “Archiving call recordings and
voice mail” on page 23-34.

To archive a user’s mailbox recordings from the Users view:

1

From the Users view, choose Users > Archive Mailbox Recordings. The Archive
voicemail dialog box opens.

Archive Yoice Mail - ¥in Williams

Archive voice mail glder than ID days

Archive folders: IAII folders except Deleted j

Archive audio format: WO -

QK I Cancel | Help |

Set the following options:

= Archive voicemail older than __ days. Enter a number of days. Voicemail older
than that will be archived.

= Archive folders. Select either “Inbox only” or “All folders except Deleted.”
e Archive audio format. Select “WAV” or “MP3.”
Click oK to archive the user’s mailbox recordings according to the selections made.

The recordings are archived in your default archive location (see “Archiving call
recordings and voice mail” on page 23-34).
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Deleting a user

Deleting a user prevents that user from using Wave and removes all of the user’s
voicemail files from the system (unless the voice mailbox is being shared with another
user). A deleted user’s Call Log entries are left in place to maintain an accurate and
complete call history on the system.

Note: Before deleting a user you may want to first archive their voice messages to WAV
files for later retrieval.

About the User dialog box

To create a user, choose File > New > User. The User dialog box opens.

ver |
El-User 21 Tupe: -
- Account Codes e I User J
- Call Log First name: |
- |5DM Outbound Caller 1D X
Last name: |
- Mumbers
- SIP Accounts Title: |
E-Voice M‘?Il - Extension: |‘|D2— Station 1D: |2—
- E-mail Motification
- Pager Motification DID number: |
- Call Motification . L
Password: I LConfirmation: I
[=1-Phone
- Call &nnouncing Comments: ;I
- Station Features
- Caller 1D Digplay
- Ring Patterms LI
- Hands-free
Operatar: -
- ftomatic Log Out L [FEE IDperator L) J
El-Audio NT account: |
- Hold Music
-Woice Title
- Digk Uzage LI
Cancel | Help |

Click in the tree pane on the left to select a tab in the User dialog box. Click a # to
expand a tab category. The following table provides an overview of the tabs, and
reference to where each is documented in detail.
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User dialog box tab Overview See

User Basic user information, including name, 1111
extension, telephone, and password.

Details Personal operator and other options .11-13
Whether and under what circumstances

Account Codes Wave prompts the user to enter an .11-14
account code.
Whether the user’s calls are logged, and

Call Log whether the user belongs to an .11-14
Organization.

External Caller ID _Persona_hzed outbound Caller ID 11-15
information.

Numbers The user’s personal numbers .11-16

Voice Mail _V0|ce _mallbox size and featurgs, _ 11-18
including Exchange synchronization.

E-Mail Notification Whether the user is notlflgd of new 11-20
voice messages by e-mail.

Pager Notification Whether the user is notified of new 11-20
voice messages by page.

Call Notification Whether the user is notified of new 11-20
voice messages by call.

Phone Call waiting, ringback, and other phone 11-29

options
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User dialog box tab Overview See

Call Announcing Verbal,announcement of incoming 11-30
callers’ names

Station Features Program digital phone feature keys . 10-7

Automatic Log Out Phone login behavior on other users 11-35
phones

Audio S_torage size for greeting and voice title 11-36
files, and telephone prompt language.

Hold Music Personalized hold music source. . 11-37

Voice Title The user’s voice title. . 11-37

Disk Usage Spacg usage repo_rt fo_r voice messages, 11-37
greetings, and voice titles.
Password expiration control, and

Security whether the user’s calls can be .11-38
supervised.

Permissions All user permissions, and the roles to 11-39
which the user belongs.

Dialing Permissions What nL{mbers the user IS ‘?”OWed to .11-41
dial or disallowed from dialing.

Dial-by-name Directory Whether the user is listed in the Wave 11-42

dial-by-name directory.

Queue

Not used in this version of Wave.
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User dialog box tab Overview See

ViewPoint application options, including
ViewPoint Navigation pane, Tip-of-the-day, and p. 11-43
Welcome Wizard options.

Adding a user by using a template

Create a user, named, for example, “User Template” that has the settings you want all
users to share, such as mailbox size and dialing permissions. You can also set up
notification options in the template, and you can enable phone features that are applied
to all users that are created using the template.

To add a new user based on the template, select the template user in the Users view,
and then choose Edit > Copy. Choose Edit > Paste to open the User dialog box, in which
you can customize the new user’s properties, such as first and last name, extension and
station 1D, e-mail address for notifications, and so on.

11-10
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The User tab

Choose File > New > User, then click User in the tree pane.

veer |
Em First name: |
-Details
-Account Codes Last name: I
-Call Log Title: |
-External Caller D
Murnbers Extenzion: I
[+-Yoice Mail DID nurber: I
[#-Phone
&-Audio Password: I LConfirmation: I
- Security Azsociated device
= Queue
-Attributes {* Slakpart INo slat selected j IND port zelected j
-Skills
- Dial-by-name Directory " IP phone MAC address: I
- WiewPoint
Telephone type: IAnabg j
Acoess profile: | Unrestricted =l

QK I Cancel | Help |

Identifying the user

In Type, choose User. Then enter the user’s First name and Last name. You must enter a
name in one of the name fields. You can enter the user’s Title and any Comments (such
as the user's department) that you want to be displayed along with the user name in
the User view.

It can be helpful to use the Title field for the user’s department, for example, “Sales.”

When a caller requests to be transferred to someone in Sales, the Operator can see all

the users in the Sales department grouped together in ViewPoint’s Transfer Call dialog
box. You can also use workgroups to group users by department (see Chapter 12).

Assigning an extension

A user’s extension is the number callers dial to reach the user. Extensions must comply
with the following restrictions:

11-11
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= Must match the First Digit rules for length and digits allowed
= No longer than 10 digits
= Numeric characters only

= Must be unique

In addition, follow these recommendations when assigning extensions:

< Avoid extensions that begin with another extension or access code. For example,
if one user is given extension 17 and another extension 177, users who dial
extension 17 will experience a brief delay while Wave waits to see if another “7”
is dialed.

= Avoid extensions that begin with the same number used for an auto attendant
menu choice. Slow dialers may be unable to dial the extension at the auto
attendant, because they will activate the menu choice instead. See “Creating a
new auto attendant” on page 13-3.

= Avoid extensions that begin with frequently dialed area codes—if users forget to
dial an access code, they may unexpectedly dial the extension instead. For
example, if 1-617 is a commonly dialed prefix for your location, do not assign
extension 161.
Creating a password
Enter a numeric Password that controls access to the user's voicemail and account
options. This password also allows the user to log on to ViewPoint. The user’s

password can be changed either on this tab or in ViewPoint.

Retype the new password in the Confirmation field.

Note: Assigning secure passwords is one of the key means by which you can protect
your business from unauthorized access, and lost money due to toll fraud. See
Appendix A.

Selecting a telephone

Use the fields under Associated device to select the user’s telephone, as follows:

11-12
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1 If the user has an analog or digital telephone, select the approriate slot and port for
that phone from the Slot/Port drop-down list.

If the user has an IP telephone, select IP telephone MAC address and enter the MAC
address of the user’s IP telphone.

2 Select the appropriate Telephone type from the dropdown list.
3 Select an Access Profile from the drop-down list.

The access profiles in the drop-down list are obtained from profiles you configured
in the Outbound Routing applet. See “Configuring specific access profiles” on
page 9-10.

Selecting a telephone automatically

You can also assign a digital telephone to a user automatically when you plug in the
phone. To do so:

1 Create users as described in this chapter, leaving the Associated device fields blank.
2 Plug adigital phone into the Wave ISM.

3 Press BEGIN on the phone’s display. You can then scroll through a list of users
who have no phone assigned, and select the one you want.

The User \ Details tab

The User\Details tab lets you enter descriptive comments and other information about
the user.

Entering comments

Use the comments field to enter descriptive comments about the user as needed.

Setting up a personal operator

By default, Wave dials the Operator user’s extension whenever a caller presses 0 while
listening to a user's greeting or leaving a message. To transfer calls to another user
instead (for example, a departmental operator, personal assistant, or other auto
attendant), select the user to whom you want to transfer calls from the Operator
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dropdown list on the General tab. For more information about operators, see “The
Admin user” on page 11-2. A personal operator can be also be set in ViewPoint.

Entering the user’s Microsoft Windows NT account

In the NT account field, enter the user’s Windows network account name, for example,
MAIN\MAnatolia or WORKGROUP\John. This field is primarily for use by Add-ins
and Client API developers.

The User \ Account Codes tab

The User \Account Codes tab lets you set up the user’s account code modes. Account
code modes determine whether and under what circumstances Wave prompts the user
to enter an account code. For instructions, see “Setting a user’s account code modes”

on page 21-9. For an overview of account codes, see “Using account codes” on page
21-6.

The User \ Call Log tab
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The User \ Call Log tab lets you define how the user’s calls appear in the Call Log in
terms of which calls are logged, whether they are associated with an Organization, and
what happens if the user logs onto another user’s station. For more information on the
Call Log, see “Using the Call Log view” on page 23-5.

I Category I Call Log

[~ Log this user's calls: IAII callz j
[~ Organization: IABE Organization j _rI

-Account Codes

15D Dutbound Caller 1D

Determining which calls are logged

By default, all inbound and outbound calls made by the user appear in the Call Log.
However, there are times when you might not want to log a user’s calls due to space
or readability reasons, for example if the user’s station is connected to a fax server used
for sending thousands of faxes daily.
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To turn off call logging for the user, uncheck Log this user’s calls. If checked, you can
choose whether to log the user’s inbound calls, outbound calls, or both.

Notes

< If you turn off call logging for a call center agent, you will not be able to run
reports on the agent’s personal calls. Reports on queue calls and all statistics in
the Queue Monitor are unaffected.

= Users with call logging turned off cannot use ViewPoint’s callback feature (File >
Return Last Call) or the list of recently dialed calls on ViewPoint’s File menu.

< If you have turned off internal call logging at the system level (see “Setting Call
Log options” on page 23-12), the user’s internal calls will not be logged,
regardless of this setting.

Associating the user with an Organization

If you have created one or more Organizations, you can associate the user with the
Organization to which he or she belongs. Calls that the user places or receives will be
logged with that Organization showing in the Call Log’s Organization column.
Organizations are a means of setting up multiple companies that share an office and a
Wave ISM. See “Using Organizations” on page 21-2.

To associate the user with an Organization, check Organization, and select an
Organization from the dropdown list.

If unchecked, the user’s calls will appear in the Call Log with the Organization column
blank.

The User \ External Caller ID tab
You can customize the Caller ID humber and name that accompany outbound calls
placed by the user. Note that the user can make his or her own selection in ViewPoint,
but cannot specify a different custom number or name. If the user selects Custom, the

Caller ID number and name are what is entered here.

By default all users send the External Caller ID format specified in the General Settings
applet (see “Configuring systemwide Caller ID settings” on page 18-10). This
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procedure is only necessary if you want to override the systemwide caller ID settings
for a user.

To configure user-specific external caller ID settings:

1 Edit or create a user in the User/Workgroup Management applet’s User dialog

box.
2 Click the User\External Caller ID tab.

=1y Use external caller 1D from General Settings

{~ Send company name and main Aumber

(= Send station name and this number:

= Do not send caller 1D

{~ Send organization name

-mail Motification

3 Select an External Caller ID setting:

= Use External Caller ID from General Settings. Sends the default settings
configured in the General Settings applet

< Send Company Name and Main Number. Sends the Company Name and
Company Main Number (entered in the General Settings applet)

= Send Station Name and this Number. Sends the phone’s station name
Display Name (entered in User Configuration (Templates)) followed by the
digits you enter here.

Use this setting to provide the station name and DID number on outbound
calls.

e Do Not Send Caller ID. Sends no Caller ID.

The User \ Numbers tab
The User \ Numbers tab lets you view and edit the numbers that appear in the user’s
“My Numbers” list in ViewPoint. You can also enable automatic login for the user as a
whole and for each of the user’s numbers. For more information, see “Enabling
automatic logon for users” on page 11-43.

To enter or edit a user’s number:
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1 Click the type of number you want to enter or modify, for example Home or Mobile,
then click Edit.

To delete a number, click it, then click Clear.

2 If the call Using field is present, select the dialing service to use when placing calls
to this number.

3 Inthe Number, Address, Email, or IM address field, enter the phone number, IP
address, email address or instant messaging address.

4 Check public to give other programs access to the number, for example, an add-in
that automatically dials certain numbers. If unchecked, other programs cannot
read or access the number.

5 Check Use to authenticate to enable this number for automatic login when the user
calls the system from it. If automatic login is enabled either for the user as a whole
(see the next section) or the auto attendant that takes the call, the user is
automatically authenticated and can access his or her account without being
prompted for a password. See “Enabling automatic logon for users” on page 11-43.

6 Click oK to return to the User dialog box.

Enabling the user for automatic login

Check Authenticate trunk calls via Caller ID to enable the user for automatic login. With
this checked, whenever the user calls the system from a number with Use to authenticate
checked (see the previous section), the user is automatically authenticated and can
access his or her account without being prompted for a password. See “Enabling
automatic logon for users” on page 11-43.
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The Voice Mail tab

Choose File > New > User, then click Voice Mail in the tree pane.

& Miri Anatolia - User

E-User & Mailhox with [20 minute ma size [9.2 ME]

-Account Codes
-Call Log = No mailbox
~|SDM Outbound Caller (D
- Mumbers I~ Sunchronize with Exchange server mailbos:
----- SIP Accounts |
ice Mail
- E-mail Motification Send personal call recordings to: | this user j
- Pager Motification
- Call Notification [ Allow voice mail lag on during greeting by pressing 3
- Phone
- udio
H- Security
- Queue
- Dial-by-name Directory
- WiewPoint

Cancel Help

Frevious | Megt

Configuring the user’s voice mailbox

In Mailbox with __ minute max size, enter the maximum size of the mailbox, in minutes.
Mailboxes can be as large as 999,999 minutes (447 GB).

Choose the default setting of 20 minutes (9.2 MB of storage) for typical users. You may
need to increase the default for users who record calls, because call recordings
(including those that were e-mailed to the user) are stored in the user's mailbox.

Note: Voice messages take up disk space on the Wave ISM computer. Once available
disk space becomes scarce, system performance will suffer. To avoid this problem,
archive your users’ voice messages and call recordings regularly. See “Archiving call
recordings and voice mail” on page 23-34.

To create an extension without a voice mailbox—for example, a conference room or fax
machine—click No mailbox.
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Enabling Microsoft Exchange Server synchronization

You can enable synchronization of a user’s Wave voice messages with the
corresponding e-mail notifications in Exchange.

To enable synchronization:

1 Check Synchronize with Exchange Server mailbox. If this control is disabled, first set
up Exchange Server notification on the E-mail Notification \ Exchange
Synchronization tab of the System Settings dialog box. For more information, see
“Setting up e-mail notification” on page 4-10.

2 Enter the user’s Exchange Server mailbox. This can be obtained from Microsoft
Exchange.

Note: Exchange Server mailboxes must not be confused with the e-mail address
supplied when setting up e-mail notification for the user (see “Setting e-mail
notification” on page 11-22). One of the e-mail addresses specified for the user for
e-mail notification must route e-mail to the Exchange Server mailbox that you
specify here.

Choosing the mailbox for call recordings

By default, call recordings that the user makes manually from ViewPoint’s Call
Monitor are sent to the mailbox of the user who made them. To send personal
recordings to another user’s mailbox instead, select a name from the Send personal call
recordings to dropdown list.

Note: This field applies only to call recordings manually made by the user. The
destination for automatic call recordings made by the system and by queues are set
separately. See Chapter 20 and the Vertical Wave Contact Center Administrator’s Guide.

Enabling voicemail greeting logon

By default, users can log on to their Wave accounts from a Wave station or auto
attendant only. You can also choose to let this user log on by pressing 9 during his or
her voicemail greeting. (For this type of logon, the user is prompted only for
password.) If you have a DID-based system without auto attendants, you should
enable this feature for all users, because it is the only way for them to access their
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accounts remotely. To enable the feature, check Allow voicemail log on during greeting by
pressing 9.

Note: voicemail greeting logon can be slightly less secure than auto attendant logon,
because the caller does not need to know the extension number. If you enable voicemail
greeting logon, you should enforce secure passwords. See “Enforcing strong password
security” on page 4-11.

The Voicemail \ Notification tabs

11-20

Expand the Voicemail tab category to select the E-Mail, Pager, and Call Notification
tabs.

You can have Wave notify a user by e-mail, page, or phone call whenever he or she
receives a new voice message. This powerful feature enables users to keep abreast of
their Wave voicemail no matter where they are. Notification messages include
important details about the call, and give users quick access to hearing the message
and responding to it. You have notifications sent for all voice messages or for Urgent
messages only. You can also have notifications sent only at certain days or times.

Users can also configure notifications in ViewPoint.

Note: Paging and call notification will not work with access codes that route over PRI
trunks unless you make configuration changes. See “Enabling paging and notification
on PRI trunks” on page 5-23 for details.

Note: Notifications are sent only for new voice messages, not new call recordings that
arrive in a user’s Inbox.

Notification information

The following information is attached to notifications of each type, making them a
powerful tool for voicemail management, even at a remote location.
E-mail notifications can contain:

= Caller’s name

= Phone number at which the call originated
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= Wave extension at which the message was left
= \oice message length
= Notes associated with the message

= \oice message as a .WAV file attachment

Pager notifications can optionally contain:
< Caller ID for message
= Wave extension that was dialed

< \oice message length

Call notifications contain:
= \oice title of the user who received the message
= \oice title or recorded name of the person who left the message, if available
< Identification of urgent messages
= Length of the voice message

= Ability to press # right from the call and hear the message, then press 43 to call
them back.

Note: You can use call notifications to log onto your account from a remote location and
have Wave pay for the call rather than your remote phone. See Chapter 6 of Vertical
Wave User’s Guide.

Determining which voice messages send notification
For each notification type—e-mail, pager, and call—you can define how often
notifications are sent, using the following dropdown list options:

= Do not send notifications. The user does not receive notification of new voice
messages.

= Send notification for all messages. The user receives a notification whenever new
voice messages arrive.

= Send for Urgent messages only. The user receives a notification whenever voice
messages marked Urgent arrive.
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Setting e-mail notification

Make sure e-mail notification is configured properly as described in Vertical Wave
Installation Guide. See “Configuring e-mail notification support” in Chapter 10 of that
manual for more information.

1

Select the E-mail Notification tab.

2 Select whether e-mail notifications occur, and if so, how often. See the previous

section.

In the E-mail address(es) field, enter the e-mail address to which notifications are
sent. Separate multiple addresses by semicolons ().

Note: If using SMTP, valid e-mail addresses must be in the format of
user@company . com. If using MAPI, e-mail addresses must be resolvable via the
Microsoft Outlook address book.

In the next dropdown list, choose whether the voice message is attached to the
e-mail as a .WAV file, by selecting one of the following:

= Do not attach voice message. The voice message is not attached to the e-mail.

= Attach voice message. Messages are attached to the e-mail and also appear in
the user’s Wave Inbox marked as unheard.

= Attach voice message and mark as already heard. Messages are attached to the
e-mail and appear in the user’s Inbox marked as already heard.

= Attach voice message and delete from Inbox. Messages are attached to the e-mail
only, and do not appear in the user’s Wave Inbox. You cannot select this
option if Exchange synchronization is enabled for a user (see “Enabling
Microsoft Exchange Server synchronization” on page 11-19).

Setting pager notification

1
2

Select the Pager Notification tab.

Select whether pager notifications occur, and if so, how often. See “Determining
which voice messages send notification” on page 11-21.

In the Page using field, select the dialing service that you want Wave to use to dial
the user’s pager.
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4 In the Dial Sequence field, enter the dial string for the pager, including the phone
number of the paging service and the pager's PIN if required. The dial string can
contain any touch tone digit (0-9, *, #). You can enter commas to indicate 1-second
pauses in the dial sequence.

You can also use the following special characters to add information to the page:

< lorisends the Caller ID number (for an external call) or Wave extension (for
an internal call).

= E or e sends the Wave extension that the caller dialed.
= L orlsends the length of the voice message in seconds.

For example, the dial sequence 18007771000, ,,1245983#E causes Wave to dial the
paging service, pause for 3 seconds, enter the pager’s PIN (1245983) followed by # to
indicate end-of-PIN, enter your extension (where the voice message was left), and then
hang up. In this example, your pager displays only the extension number.

If users receive only the last portion of the pager data specified, there are not enough
pauses between the pager number and the information. If this problem occurs, add
more commas.

Note: Do not enter multiple stars (*) in a row in the pager string. Use only one star to
send a dash. Multiple consecutive stars can terminate the page message.

Setting call notification
1 Select the Call Notification tab.

2 Select whether call notifications occur, and if so, how often. See “Determining
which voice messages send notification” on page 11-21.

3 Click _.] in the Number field to open the Call Notification Number dialog box.

= Egtension:
IDperator [= 0] j
* Phone number:
LCall using: IS - Phane number j
Murnber: J(208) 1111111 I
Cancel | Help |
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4 Choose one of the following options:
= Click Extension and select an extension from the dropdown list.

= For an external number, use the Call Using dropdown list to select the access
code and dialing service to use when placing notification calls. Then enter the
number to dial in Number, exactly as it should be dialed.

b Click ok.

Scheduling notifications

If you do not want to receive notifications 24 hours a day, 7 days a week, you can
schedule notifications to occur at specific times only. For example, you can have Wave
send notifications only during business hours or after business hours on work days.
You can also set up custom hours. You can create different schedules for e-mail, pager,
and call notification. Notifications can also be scheduled in ViewPoint.

Note: When you turn notification on for a user, by default Wave sends notifications 24
hours a day, 7 days a week. If this is what you want to do, you do not need to schedule
notifications.

Note: Notifications are never queued for later delivery. When you use a schedule, voice
messages that arrive during an unscheduled time do not produce notifications at all.

A schedule contains individual schedule entries. For example, if you want a user to be
notified of new voice messages during business hours and all day on holidays, you
would add a schedule entry for “during business hours” and another schedule entry
for “on holidays.” You (or users) can define custom schedule entries for even greater
precision.

You can enable or disable each schedule entry as needed. For example, if you do not
want a user to be paged during a specific upcoming holiday, disable the schedule entry
for “on holidays.” You can enable it after the holiday has passed.

Defining a schedule for notifications

After setting the options in the e-mail, pager, or call section on the Notifications tab,
click schedule in the appropriate section to define a schedule for notification. The
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Schedule (E-mail/Pager/Call) Notifications dialog box opens. The Schedule button is
unavailable until you have created notification settings on the Notifications tab.

Schedule E-mail Motifications
= Alwaps send a notification

£+ Only send a notification during the: following times:

Enabled| Description

Edi. | Delte |

QK | Cancel | Help |

The Schedule Notifications dialog box lists the schedules that have been defined so far,

if any. Click one of the following:

= Always send a notification. The schedule entries in the list (if any have been
created) are ignored, and the user receives notification of new voice messages at

all times.

« Only send a notification during the following times. The user receives notification
only during the times specified in the schedule entries that appear in the list with

a check mark in the Enabled column.

To add a schedule entry:
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1 To add a schedule entry, click Add. The Schedule Notification dialog box opens.

Thiz schedule entry occurs:

= After business hours on workdays

= On norworkdays Business Hours... |

' On holid
R [Eustanm Haurs. . |
= During custom hours

¥ Enable this schedule action

QK I Cancel | Help |

2 To view or change the business and holiday hours used for scheduling, or to create
other sets of business hours, click Business Hours. See “Setting business hours” on
page 4-6

3 Under This schedule entry occurs, choose one or more of the following time periods
during which you want to notify the user of new voice messages. For purposes of
illustration, each of the time periods in the following list show in parentheses what
would be the result of selecting that time period in a company whose business
hours are Monday through Friday, from 9:00 a.m. to 5:00 p.m.

During business hours. (Notifications are sent during business hours, Monday
through Friday, from 9:00 a.m. to 5:00 p.m.)

During nonbusiness hours. (Notifications are sent at all times other than
business hours, including early mornings, evenings, weekends, and holidays.
Notifications are sent Monday through Friday, 5:01 p.m. to 8:59 a.m., and on
Saturdays, Sundays, and holidays.)

After business hours on workdays. (Notifications are sent Monday through
Friday, 5:01 p.m. to 8:59 a.m.)

On nonworkdays. (Notifications are sent on Saturdays and Sundays.)

On holidays. (Notifications are sent on holidays.) See “Setting business hours”
on page 4-6.

During custom hours. (Notifications are sent during specific days and hours

independent of the business and holiday hours already defined.) See “Setting
up custom hours” on page 11-27.

4 Be sure to check Enable this schedule action, and then click oK. Now the schedule in
the Schedule Notifications dialog box includes the schedule entry you just created.
Add more schedule entries as needed, and then click Ok when you are finished.
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Setting up custom hours

You can define custom hours that are not related to your office’s business hours and
holidays and use them to schedule notifications, auto attendant actions, and routing
list actions. Custom hours are specific to the user, auto attendant, or routing list for
which you create them. That is, the custom hours you set up for a user do not apply
automatically to other users. Custom hours for a user can also be set up in ViewPoint.

When setting custom hours, you can enter dates and times in most formats—they are
converted to a standard format based on your Windows regional settings.

To set custom hours:

1 Click custom Hours in either the Schedule Notification dialog box (for users) or the
Schedule Action dialog box (for auto attendants). The Custom Hours dialog box

opens.

Dates I

Thiz schedule will be active on the following days:

Draps: Hours:

I Monday |

¥ Tuesday [5:00 Pif - £:00 PM

I~ Wednesday |

¥ Thursday |5:DD P - 8:00 PM

I~ FEriday |

I~ Saturday |

I~ Sunday |

()8 | Cancel |

2 On the Days tab, check each day of the week for which you want the custom
schedule to be active. If you leave the Hours field blank for a selected day, the entire
day is included in the custom schedule. To include only part of a day, enter starting

and ending hours.

Note: You can enter multiple time ranges separated by commas, for example, ““9:00

AM -12:00 PM, 3:00 PM - 6:00 PM.”
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3 On the Dates tab, click Add if you want to apply the custom schedule to a specific
date.

Custom Hours

Days Dates |

Thiz schedule will be active on the following dates:

12:00:00 P - 10:00:00 P

Edi. | Deete |

QK | Cancel | Help |

4 In the Custom Date dialog box that opens, enter the Custom date, and then click All
day or Partial day. For a partial day, enter starting and ending times.

Custom Date

Custom date: [12/29/2001

Al day (ol

Partial day hours

Active hours begin at: IUQ;UU A
Active hours end at: |1 200 P

QK I Cancel | Help |

5 Click OK to add the custom date to the list on the Dates tab of the Custom Hours
dialog box.
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The Phone tab

Use the Phone tab to configure the user’s phone. Choose Choose File > New > User, then
click the Phone tab.

i Untitled - User [X]
B User Ring phone |3 timef(s]

[ Woice Mail

Em ¥ Enable call waiting [~ Do nat play call waiting beep when using YiewPoint

- Call Announcing . .
- Chation Features ¥ Ring back if the user leaves a call on hold or parked

N --jutomatic Log Out FRiing back interval: |45 seconds
- dyudio
- Security [~ Imitate a station when rauting incoming calls to external numbers
- Hueue . . -
- Dialby-name Directary Flash behavior while in a call ISystem default [Menu assisted transfer] j
----- “igwPoint

Setting the number rings for the phone

In the Ring phone __times field, enter the number of times Wave rings the user’s

extension before proceeding to the next action in the user’s routing list. This option can
also be set in ViewPoint.

Using call waiting

To give the user call waiting, check Enable call waiting. If unchecked, when the user is
on a call new calls go straight to voicemail without playing the call waiting beep.

If the user uses ViewPoint’s Call Monitor folder to spot incoming calls, and thus does
not want the audible beep over the phone, check Do not play call waiting beep when using
ViewPoint. The beep will play only when the user is not running ViewPoint.

Configuring ringback behavior

Check Ring back if the user leaves a call on hold or parked to use Wave’s ringback feature,
which rings the user back if he or she leaves a call on hold or parked for too long. If

checked, enter the Ring back interval in seconds to specify how long Wave waits before
ringing the user back.
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Configuring Flash behavior

This section does not apply to digital phones.

You can use the Flash behavior while in a call field to select what happens when this user
presses Flash (or quickly presses the hook) while on a call. The options are as follows:

System default. The user’s behavior is whatever you have chosen as the
system-wide behavior. See “Setting general Wave options” on page 4-3.

Menu assisted transfer. Pressing Flash takes the user to a menu giving you options
for transferring the call.

Direct transfer. Pressing Flash lets the user immediately enter an extension to
transfer the call. Choose this option to create faster, simplified telephone
transferring for a user who answers and transfers many calls. Note that with
direct transfer, the user cannot access Conference or the other commands on the
call handling menu unless he or she has ViewPoint.

Manage current call. Pressing Flash takes the user to the Wave call handling menu,
of which one of the options is transferring the call (for details, see Appendix A of
Vertical Wave User’s Guide).

The Phone \ Call Announcing tab

11-30

Use the Phone \ Call Announcing tab in the User dialog box to set call screening,
announcing, and forwarding options for the user’s phone.

Phone \ Call Announcing

I Announce who the call is for

Screen and announce the caller for these types of calls:

W Intemnal ¥ Extemnal [~ Estemnal Direct

¥ sk callers without a voice title for their name

[~ Ifcaller ID is present, do nat ask for their name

I~ Announce who iz ransferring

Call Eorwarding... |
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Announcing who the call is for

With Announce who the call is for checked, when the user picks up the phone he or she
hears a recorded message that says “Call for,” followed by the name of the user being
called. This setting is useful when users are sharing a station.

Customizing or turning off call announcing

Call announcing allows the user to screen callers using their telephone. When the user
answers his or her phone, Wave plays, “Call from,” followed by the name of the caller.
The user can then accept or decline the call (see Vertical Wave User’s Guide for detailed
instructions).

Under Screen and announce the caller for these types of calls, choose any of the following:

Internal. Calls from other Wave users.

External. Calls from external callers who reached the auto attendant (including
those transferred to the user by another user).

External Direct. Calls from external callers who dialed the user’s DID number.

To turn call announcing off for a type of call, uncheck it for that type. With call
announcing turned off, the user is connected directly to the caller when he or she
answers the phone.

Other call announcing options

Use the following options in conjunction with call announcing:

Ask callers without a voice title for their names. By default, if call announcing is
turned on, contacts and users without voice titles are prompted to say their
names. When you pick up the phone, you hear, “Call from,” followed by what
they say. If you uncheck this field, callers are not prompted to say their names.

With this field unchecked, when you receive a call from a caller without a voice
title you will hear either “Call from internal user,” “Call from external caller,” or
“Call from contact,” depending on the caller.

If Caller ID is present, do not ask for their name. If checked, incoming callers with
Caller ID are not prompted to say their names. This is a useful setting if you have

11-31



Wave Global Administrator Guide

a phone with a Caller ID display. You can skip asking the caller for a name if you
can see on your Caller ID display who is calling.

If unchecked, all callers without voice titles are prompted to say their names.

= Announce who is transferring. Check this option if you want to hear the name of
the person transferring a call to you. For example, if checked, you would hear
“Helen Shire is transferring a call from Shane West.” To announce who is
transferring, you must have call announcing turned on for internal calls. If it is
not turned on, you are connected directly to transferred calls.

Forwarding the user’s calls

Click call Forwarding on the Phone \ Call Announcing tab to forward the user’s calls.
The Call Forwarding dialog box opens.

Call Fowarding

v Fonward Calls [change "where | am' )

to another extengion. .. Extension: I i Anatolia [x 555) j

to my home number. ..

to my second home number. .
to my mobile phone. ..

ta another number...

—when forwarding calls to an external number
Call number for |30 seconds
[~ Prompt recipient for password

[~ Prompt recipient to accept or decline call

™ lgnore call rules and use Standard routing list

Cancel | Help

To forward the user’s calls, do the following:

1 Check Forward calls.

2 Select the type of forwarding destination in the list below.

3 Enter the forwarding extension or phone number. For external numbers, select the
dialing service to use from the Call Using dropdown list.

For an explanation of Attempt Centrex/PBX transfer, see “Forwarding calls over
Centrex/PBX trunks” on page 11-34.
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You can also set the following call forwarding options:

Call number for __seconds. Determines for how long a call rings at the forwarded
phone before proceeding to the next step on the user’s routing list (usually
voicemail). If the option Prompt recipient for password Or Prompt recipient to accept
or decline call is checked (described below), you must allow at least 30 seconds.
Otherwise the call might be sent to voicemail before the user finishes listening
and responding to the prompts.

Prompt recipient for password. If checked, the person who picks up the phone
hears, “Call for <the user’s voice title>. Please connect me.” To be connected to
the caller, the recipient must enter the user’s Wave password. Choosing this
option ensures that only users can receive their forwarded calls.

This option is used only when calls are forwarded to an external number and the
user has a voice title recorded.

Prompt recipient to accept or decline call. If checked, when the user picks up the
phone, Wave announces the caller (“Call from”) and intended recipient (“Call
for”) and offers the option to accept or decline the call. Declined calls proceed to
the next step in the user’s routing list, usually voicemail.

Note: When you forward calls to a mobile phone, make sure that you check
Prompt recipient to accept or decline call. See the next section, “Mobile phone
issues with forwarded calls.”

Select Ignore call rules and use Standard routing list if you want to send all of the
user’s incoming calls to the forwarded phone. This setting disables the user’s call
rules and uses the Standard routing list for all calls. See Vertical Wave User’s Guide
for an explanation of routing lists and call rules.

Leaving this field unchecked keeps the user’s active routing list and call rules in
effect, which means that some calls might ring elsewhere than the forwarded
phone.

Mobile phone issues with forwarded calls

Calls to a mobile phone are picked up by the mobile phone company first and then
passed to the individual phone. When Wave detects the first pickup, it stops
proceeding down the routing list, whether or not anyone has actually answered the
mobile phone. For this reason, when forwarding calls to a mobile phone, always check
Prompt recipient to accept or decline call. Wave then relies on user input to signal a
connection. Wave proceeds down the routing list unless someone explicitly accepts the
forwarded call.
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11-34

Call forwarding and voicemail
If a forwarded call is not answered, it is sent to the user’s voicemail.

To completely transfer a user’s calls to another user's phone, so that the other user
receives voicemail as well as the calls themselves, do not use call forwarding. Instead,
use ViewPoint to create a routing list whose final (and only) action is Transfer to
Extension, and make it the user’s active routing list. See Vertical Wave User’s Guide.

Forwarding calls over Centrex/PBX trunks

In certain circumstances you can use the option Attempt Centrex/PBX transfer when
forwarding calls to external numbers, which economizes Wave trunk usage. You can
use this option if your ISM has either of the following:

= Centrex trunks
< ISDN trunks with Two B-Channel Transfer enabled
< A connection to an external PBX
= A connection to a SIP/PSTN Gateway device
If this option is checked when a trunk call would be forwarded to an external number,

Wave attempts to have the carrier create a direct transfer from the origin number to the
external forwarding number, thus saving two Wave trunks.

If the requirements for Centrex/PBX transfer are not present—for example, on a
normal analog trunks—Wave forwards the call to the external number in the usual
way, using a second trunk.

Note: When a call is routed out using a Centrex/PBX transfer, Wave loses control of it
and cannot send it to subsequent steps on the user’s routing list. For example, after a
call is transferred using Centrex/PBX, it does not go to voicemail.

Note: Centrex/PBX transfer is never used in the following situations: supervised
transfers, transferring a conference call, routing from a workgroup, or transfers
involving call center agents.

This option is also available when specifying external phone numbers in a user’s
routing list. See Vertical Wave User’s Guide.
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The Phone \ Automatic Log Out tab

This tab applies to all phone types (analog internal and external stations, and digital
phones).

If the user has logged in at another user’s workstation—using either ViewPoint or the
telephone commands—the setting on the User dialog box’s Phone \ Automatic Log
Out tab determines how much inactive time elapses before the user is automatically
logged out and the station is reset to its default user. This feature is useful if a roaming
user walks away from a phone without logging out. Enter the number of minutes in
Automatically log out of other user’s stations after __ minutes of inactivity.

All calls are written to the Call Log according to the user logged in at the station, so a
user can log in anywhere in the office and make calls that are logged correctly under
his or her name. Calls from the station continue to be logged under the visiting user’s
name until one of the following happens:

= The visiting user logs out, either by pressing *00 at the dial tone or by choosing
File > Exit and Log Off in ViewPoint. This resets the station to its default user.

< Another user logs in to the station using ViewPoint or telephone commands. This
resets the station to the new user.

= The amount of time specified in Automatically log out of other user’s stations after __
minutes of inactivity is exceeded. This resets the station to the default user.
Inactivity is defined as any time except during active calls (inbound or
outbound) and when telephone commands are used that require entering a
password (for example, logging into the phone to listen to voicemail). All other
station activity, such as picking up the phone and dialing *14, or using ViewPoint
to play a voice message over the station, count as inactivity.

Note: Incoming calls for other users, such as calls forwarded to the station, do not
count as activity even if they are answered.

Uncheck Automatically log out of other user’s stations after __ minutes of inactivity to
prevent resetting the station after any amount of inactivity.
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The Audio tab

Choose File > New > User, then click the Audio tab.

& Miri Anatolia - User

Category R

Maximum greeting and voice title gtorage: |1 1] minutes [4.6 MB]

Telephone prompts: |American Englizh j

Setting the storage size for greetings and voice titles

In the Maximum greeting and voice title storage field, enter how many minutes worth of
audio files this user can store for greetings and voice titles. These voice file types
include the following:

= Greetings. All greetings displayed in ViewPoint’s Greetings view, plus the user’s
grab-and-hold greeting.

= Voice titles. The user’s own voice title plus all voice titles for the user’s contacts.

The default setting of 10 minutes requires 4.6 MB of storage. The Administrator opens
a warning message if the total allotment of voice message and greeting space for all
users exceeds the available disk space on the Wave ISM.

Choosing a language for telephone prompts

From the Telephone prompts dropdown list, choose the language that Wave system
prompts will play in for this user. When the user logs on or is identified on the
telephone, Wave automatically switches to this language for all subsequent system
prompts during the call. The language can be also be set in ViewPoint. This setting does
not affect any prompts that other callers or users hear.

The list shows the languages currently installed. You must reinstall the Wave ISM to
add other languages. See Vertical Wave Installation Guide.
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The Audio \ Hold Music, Voice Title, and Disk Usage tabs

Expand the Audio tab category to select the Audio \ Hold Music, Audio \ Voice Title,
and Audio \ Disk Usage tabs.

Setting the user’s hold music

Users can have individualized hold music that is different from the default system hold
music. A user’s hold music is heard by callers whenever the user puts them on hold. A
user’s hold music can come from any station that you have set up as a music-on-hold
device.

To customize hold music for a user:

1 Expand the Audio tab category and select the Hold Music tab.

2 From the Music on hold drop-down list, select the music-on-hold source.

Recording the user’s voice title

Expand the Audio tab category to select the Voice Title tab, where you can record the
user’s voice title.

A user’s voice title is a short recording consisting only of the user’s name. Wave uses
the voice title in several prompts, for example, the call screening prompt when the user
calls another user (the user receiving the call hears “Call from <voice title>"). Users can
record their voice titles themselves in their own voices, using either the telephone
commands or ViewPoint. However, since the voice title is a critical part of the Wave
system (for example, users without a voice title are not listed in the dial-by-name
directory), it is recommended that you record them, after which those users who want
to re-record them can do so.

To record the voice title, use the audio controls.

Viewing the user’s disk usage

Expand the Audio tab category to select the Disk Usage tab, which displays how much
space the user’s audio files are taking up. The percentage of allocated space is also
displayed.
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To avoid slowing the opening and scrolling of the Users view, Wave does not
dynamically recalculate these totals. Totals are recalculated once a day at 1:00 a.m. You
can also recalculate the totals at any time by choosing Tools > Recalculate Disk Usage.

To configure space for the user’s voice messages, see “The Voice Mail tab” on page
11-18. To configure space for the user’s greetings and voice titles, see “The Audio tab”
on page 11-36.

The Security tab
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Choose File > New > User, then click Security in the tree pane. Use the Security tab to
configure the user’s password settings and whether the user’s calls can be supervised.

& Miri Anatolia - User

[+ User [~ Password never expires
[ User must change password on next log on

I~ Useris locked out

Permizzions Perzonal callz can be monitored: ISystem default [Na] vl
Dialing Permissions Perzonal callz can be coached: IS}Istem default [Na] vl

Queue

- Dialby-name Directary Personal calls can be joined: ISystem default (Ma) vl

- WiewPaint

Configuring password expiration

Use the options on the Security tab to protect the user’s account and your Wave system
from unauthorized access and toll fraud. For more information about toll fraud, see
Appendix A.

The following security options are available:

= Password never expires. If checked, the user’s password does not expire, although
you can always manually change it or force the user to change it. If unchecked,
the user’s password may expire as determined by your system settings.

Note: Checking this field is a security risk, as long-standing passwords are
easier to guess.

Note: You should check this field for users of IP phones that use PLAR,
because a changed password prevents the phone from working.
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= User must change password on next logon. If checked, the system requires the user
to change his or her password the next time he or she logs on to any workstation
application or by using the telephone commands.

= User is locked out. If checked, the account cannot log on to the system, even with
the correct username and password. Depending on your system settings, lockout
can occur automatically if someone repeatedly tried and failed to log on to the
account. Uncheck the field to unlock the account and permit normal logging on.

Configuring whether the user’s calls can be supervised

You can choose whether the user’s personal calls can be supervised by other users with
permission to do so. These settings do not apply to call center queue calls or ACD
workgroup calls. Supervision of call center queue calls is controlled separately by
agent permissions.

In each of the following fields choose “Yes,” “No,” or “System Default™:

= Personal calls can be monitored. Any user with the "Allow monitoring user calls”
permission can listen to this user’s personal (not queue) calls without this user
knowing.

= Personal calls can be coached. Any user with the "Allow coaching user calls"
permission can add himself or herself to this user’s personal (not queue) call and
be heard by this user, but not by the caller.

= Personal calls can be joined. Any user with the "Allow joining user calls”
permission can add himself or herself to this user’s personal (not queue) call as a
full participant.

Note: To coach a call between two users, the user being coached must allow coaching
and the other user must allow monitoring. This is because coaching the first user
automatically involves hearing (monitoring) the other user. If your supervisors will be
coaching calls between users, you should set up users to allow monitoring as well as
coaching.

The Security \ Permissions tab

The Security \ Permissions tab lets you define permissions and roles for the user.

For an explanation of all the user permissions, see “Wave permissions” on page 11-49.
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Before assigning permissions

Before assigning permissions and roles to users, set up the roles the way you want (see
“Managing roles” on page 11-45). A role is a template enabling you to apply the same
group or collection of permissions to multiple users, so by setting up roles in advance,
you can save time in giving each user the permissions he or she needs.

Assigning a user’s permissions

A user’s permissions determine which Wave views and features he or she can use. To
assign permissions, do the following:

1

Assign the user to a role if necessary. A role is a collection of permissions. By
default, new users belong to the Users role. To assign the user to a new or different
role, click Change. See the next section for instructions.

Note: A quicker way to assign batches of users to a role is to edit the role. See
“Assigning users to a role” on page 11-46.

You can assign a user to more than one role. If the roles’ permissions conflict, the
most permissive setting is used. For example, users who belong to both the Users
role and the Administrators role have their permission for Place external calls when
logged on via a trunk set to Allow, which is the permission level for the
Administrators role.

If you want to give the user unique permissions, different from those of the roles to
which he or she belongs, edit the user’s permissions using the Permissions pane.
The user’s Permissions pane settings override all role settings.

To adjust an individual permission for a user, click the value column for that
permission in the Permissions pane. Select one of the following from the dropdown
list:
= Useroles (value). Permission for this item is determined by the user’s role
memberships (described in the following section). The actual value of the
permission is displayed in parentheses.

= Allow. The listed feature (for example, exporting Contacts) is available to the
user.

= Disallow. The function is not available to the user.

= View and Edit. The specified tab or folder (such as the Phone settings tab or the
Call Log folder) can be viewed and edited by the user.

= View only. The user can view the folder or tab, but cannot change it.
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= No access. The folder or tab cannot be used or viewed by the user.

Changing the user’s roles
= To change the roles to which the user is assigned, do the following:

1 Click change on the Permissions tab. The Roles dialog box opens.
Rotes |

All roles: Selected roles:

Gueue Supervizors B Adminigtrators
4| Users
<< Remove |
Mew Role... |

2 Use Add and Remove to place the roles to which the user should belong in the
Selected roles list.

To create a new role, click New Role. See “Creating a new role” on page 11-46 for
instructions.

3 Click oK.

Note: If the user belongs to no roles, by default the user’s permissions are all set to
deny access.

The Security \ Dialing Permissions tab

The Security \ Dialing Permissions tab lets you control which numbers the user is
permitted to dial.

Note: It is recommended that you set dialing permissions at the Role or dialing service
level, and set permission at the user level only for special exceptions. In cases of
conflict, the more individual setting applies. See “Dialing permissions hierarchy” on
page 11-58 for more information.

To set dialing permissions:

11-41



Wave Global Administrator Guide

1 Use the Default permission list to specify how to set the user’s dialing permissions.
Choose one of the following options:

= Use Role permissions. Applies the dialing permissions set up for the role to
which the user belongs. This is the easiest way to set up dialing permissions
for users. See “Managing roles” on page 11-45 for more information.

= Use Role permissions except the following. Applies the dialing permissions set
up for the role, except for the numbers allowed or disallowed in the Exception
permissions list. The listed settings override the role’s settings.

= Allow all numbers except the following (ignore Role permissions). Allows the user
to dial all numbers except those disallowed in the list.

< Disallow all numbers except the following (ignore Role permissions). Prevents the
user from dialing any numbers except those allowed in the list.

2 Under Exception permissions, click Add to add a new exception permission to the
list. Click Edit to modify an existing exception permission. The Dialing Permission
dialog box opens.

Untitled - Dialing Permission

IAIIDW vl phone numbers starting with |1 200
k. I Cancel | Help |

3 Inthe Dialing Permission dialog box, choose to Allow or Disallow calls, and then
enter the digits. Enter a phone number or the initial digits of a phone number. Be
sure to include 1 before the number if it is normally be dialed as part of the
number, for example, 1800.

4 Click oK. The exception permission appears in the Exception permissions list and is
applied whenever the user dials a number beginning with the digits.

The Dial-by-name Directory tab
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Use the Dial-by-name Directory tab to specify whether the user can looked up by name
by callers who don’t know his or her extension.

To include a user's name in the dial-by-name directory that callers can search, check
List in dial-by-name directory, and make sure that the user has a voice title recorded.

To play a user's extension along with the user's name when callers choose the user from
the dial-by-name directory, check Play extension to the caller.
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The ViewPoint tab

This tab contains the following fields:

Use Navigation Pane. If checked, the user’s ViewPoint application displays the
Navigation pane on the left side. If unchecked, ViewPoint displays the view bar
instead.

Show Welcome Wizard. If checked, the ViewPoint Welcome Wizard starts when the
user starts ViewPoint, offering a step-by-step guide to recording his or her voice
mail greeting and voice title and entering personal phone numbers. It also leads
him or her to the Wave Quick Tour and online Help for more information.

Show Tip of the Day. If checked, the Tip of the Day window opens whenever the
user starts ViewPoint, showing different tips on using Wave.

Enabling automatic logon for users

You can configure a user's Home, Home2, or Mobile number to be ‘authenticated'
whenever the user calls Wave from that number. This way users can call Wave from
their remote numbers and be connected immediately to their account menu, where
they can check voice mail and perform other account operations. They are not
prompted for extension or password. To authenticate one or more of a user's numbers,
edit the user's "My Numbers" in the Administrator and check Use to Authenticate (See
“The User \ Numbers tab” on page 11-16 for instructions). You can then set up
automatic logon in either of the following ways:

Per user. If you enable automatic logon at the user level, every call Wave receives
from the user's authenticated numbers is automatically authenticated, regardless
of whether the auto attendant has automatic logon enabled. To use this method,
check Authenticate trunk calls via Caller ID on the User \ Numbers tab of the User
dialog box (see “The User \ Numbers tab” on page 11-16).

Per auto attendant. If you enable automatic logon at the auto attendant level, every
call that auto attendant receives from the user's authenticated numbers is
automatically authenticated, regardless of whether user has automatic logon
enabled. At other auto attendants, the user cannot automatically log on unless
they have the per-user setting checked. To use this method, check Authenticate
trunk calls via Caller ID for the auto attendant (see “Creating a new auto attendant”
on page 13-3).
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Adding a user at the telephone

You can add a new user at an unassigned Wave station by picking up the phone and
pressing *0. You are prompted to enter an extension and password for the user, and
the phone’s station ID is automatically assigned to the user. You can also record the
user’s voice title and change user preferences. The user is automatically assigned user
settings from the default user template and phone settings from the default phone
template for his or her phone type.

New users created at the telephone are given a first name of “New” and a last name of
“User X,” where X is the user’s extension. For example, a user created at the telephone
with extension 117 is named “New User 117.” To change the name, use the
Administrator.

When creating a batch of users, you can use the *0 command as a time-saving way to
assign stations to users, without knowing the station ID of each Wave phone. Do the
following:

1 Create your users in the Administrator, assigning their names and extensions and
other details but giving each user a station ID of 0.

2 Go to each phone that will belong to a new user. At each phone, press **0. When
prompted for an extension, enter the appropriate user’s extension. The phone’s
station ID is assigned to the user. If the extension you enter doesn’t exist, Wave
creates a new user.

For example, use the Administrator to create a user named Amy Smith, with an
extension of 117 and station ID 0. Then go to Amy Smith’s phone, press **0, and enter
117 when prompted for an extension. That phone’s station ID is assigned to Amy
Smith.

Modifying a user’s ViewPoint settings
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There are times when you may need to troubleshoot aspects of a user’s account that
can only be accessed using ViewPoint. For example, with ViewPoint you can modify
the user’s voicemail greetings.

Wave lets you modify a user’s ViewPoint-based settings directly from the
Administrator, without your having to know the user’s password. Private aspects such
as the user’s voice messages are not accessible.
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You must have ViewPoint installed to use this feature.

To modify a user’s ViewPoint-based settings from the Administrator:
1 Inthe Users view, select the user whose ViewPoint settings you want to edit.

2 Choose Users > Edit All ViewPoint Settings.

A limited version of ViewPoint opens with the selected user logged in. You can
access all ViewPoint-based features except for the following:

e The user’s voicemail
e The user’s Call Monitor

To change those features—for example, to share the user’s calls or voicemail to
another user—you must start ViewPoint and log in as that user.

To modify many ViewPoint-based settings, choose Tools > Options. For complete
instructions on using ViewPoint, see Vertical Wave User’s Guide.

Managing roles

Roles are templates that enable you to apply the same set of permissions to multiple
users. You can create as many different roles as you want, to represent different groups
of users who have similar permissions. Roles appear in the Users view in bold.

When a user belongs to a role, he or she inherits the role’s permissions. A user can
belong to more than one role, in which case the most permissive settings apply in cases
of conflict.

You can grant a user individual permission settings that override those of the role, by
adjusting his or her permissions individually on the Permissions tab of the User dialog
box. See “The Security \ Permissions tab” on page 11-39.

Wave comes with the following two roles:

= Administrators. You cannot delete this role, but you can edit some of its settings.
By default the role has full permissions. You can disallow only the following
permissions:

= Place external calls when logged on via a trunk
< Place external calls from a station

= Forward or route calls to external numbers
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= Return calls when logged on via a trunk

The Admin user belongs to the Administrators role by default and cannot be
removed.

= Users. By default new users belong to this role.

Assigning users to a role

The quickest way to assign a batch of users to a role is to edit the role and add the users.
See “Creating a new role” on page 11-46.

You can also assign a user to a role by editing the user. See “The Security tab” on page
11-38.

Editing a role

To edit an existing role, double-click it in the Users view. For further instructions, see
the next section.
When editing a role, be aware of the following:

< When you change a role’s permissions, those permissions change for all users
belonging to the role, except where a user’s individual permission setting
overrides the role, or where a user’s other role provides a more permissive
setting.

< When you remove a user from a role, the user loses all permissions granted by
that role.

< The Administrators role can only be edited in limited ways.

Creating a new role
You can create a new role, for example Admin Assistant, for a group of users that
require the same or similar permissions. All users that you assign to this role are
automatically granted its permissions, except where their individual permission
settings override roles.

To create a new role:
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1 Choose File > New > Role. The Role dialog box opens.

‘\ Queue Administrator - Role [ %]
General | Usersl Permissionsl Dialing Permissions I
Mame: |Queue Adminiztrator
Comments: ;I
=
Cancel | Help |

2 Enter the name of the role and any comments about its function.
3 Click the Users tab to assign users to the role.

‘\ Queue Administrator - Role [ %]

General Users | Permissionsl Dialing Permiszions I

All users: Fole members:
Jenny Benton M Cecilia 5t. John
LD.L.,I Antanf:ler << Remave |
Miri &natolia
M athaniel Chestrit
Operator
i Wwilliams

Cancel | Help |

To add users to the role, select them in the All users list and click Add. To select
several users at once, hold down SHIFT or CTRL as you click.

To remove a user from the role, select the user and click Remove.
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4 Click the Permissions tab to choose the role’s permission settings.

Generall Users  Pemissions | Dialing Permissions I

Mame Walue
Standard

Phone Commands

Folder ¥izibility

Administration

Folder Access

Allow Al | Dizallow Al

Cancel | Help

To set a permission, click its vValue column and select the setting you want.

5 Click the Dialing Permissions tab to specify which numbers can be dialed by users
belonging to this role. A disallowed number prevents the dialing of any number
beginning with those digits.

‘\ Queue Administrator - Role [ %]

Generall Usersl Pemmissions  Dialing Permissionsl

Drefault permission:
IUse dialing service permissions j
Exception permissions:
Mumbers beginning with Permizzion |
A, =

Cancel | Help |

Note: You can set dialing permissions globally for each Phone Number dialing service,
and also individually for each user. In cases of conflict, the more individual setting
applies. See “Dialing permissions hierarchy” on page 11-58.
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6 Use the Default permission list to specify how to set the role’s dialing permissions.
Choose one of the following options:

Wave permissions

Use dialing service permissions. The role applies no dialing permissions or
restrictions to users belonging to it. Users’ dialing is controlled by the
permissions of the dialing service they use, and any individual exceptions
they have.

Use dialing service permissions except the following. The exceptions you enter
here override dialing services’ permissions for users belonging to this role.

Allow all numbers except the following (ignore dialing service permissions). Users
belonging to this role can dial all numbers except what you disallow here,
regardless of dialing service permissions. Users are also prohibited from
dialing any numbers disallowed at the individual level.

Disallow all numbers except the following (ignore Role permissions). Users
belonging to this role cannot dial any numbers except what you allow here,
regardless of dialing service permissions. Users are also permitted to dial any
numbers allowed at the individual level.

Under Exception permissions, click Add to add exception permissions to the list. For
instructions, see page 42.

When you are finished defining dialing permissions, click OK to close the Role
dialog box.

A user’s access to Wave features is controlled by permissions. There are three types of
Wave permissions:

General user permissions. These control what ViewPoint views and Wave
commands the user can use. See the next section.

Dialing permissions. These control what phone numbers the user can dial. See
“Dialing permissions” on page 11-57.

Call center agent permissions. These apply to agents in a call center queue only;,
and control what queue features the agent can use.

Users inherit general permissions and dialing permissions from the roles to which they
belong. Roles are collections of permissions that you set up to define jobs or roles in
your office. See “Managing roles” on page 11-45. Users can also have individual
permissions that override the permissions of the roles to which they belong.
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General user permissions

To assign permissions to a role, see “Creating a new role” on page 11-46. To assign
individual permissions to a user, see “The Security tab” on page 11-38. You can assign
the permissions in the following table:

Wave General User Permissions

Permission

Controls the ability to...

Standard

Access Tools menu in ViewPoint

Use the Tools menu in ViewPoint, which includes access
to call forwarding, personal status, the Call Center
Reporter, and more. See Vertical Wave User’s Guide.

Access call center reporter

Use the call center reporter to run reports.

Access system call log via API

Use the Wave Client API's System.GetSystemCallHistory
method to get call log data on any call in the system. This
applies to API developers only.

Add parties when replying to
voicemail

Send voicemail replies to additional users as well as the
sender. Applies only to using ViewPoint.

Allow coaching/joining/
monitoring user calls

Monitor, coach, or join other users’ calls. The target user
must be set up to permit call supervising (see
“Configuring whether the user’s calls can be supervised”
on page 11-39).

Place external calls when logged
on via a trunk

Dial in to Wave from a remote location and place external
calls through the ISM that get billed to the ISM. See also
Forward or route calls to external numbers.

Place external calls from a
station

Place outbound calls on Wave trunks.
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Wave General User Permissions

Permission

Controls the ability to...

Change Personal Status

Change the user’s own personal status. You might
disallow this for agents in a call center queue, to ensure
that they take calls during their shifts.

Change the personal status of
any user

Change their own or another user’s personal status, using
the Apply Personal Status command in ViewPoint. The
user must still enter the other user’s password to change
his or her personal status.

ViewPoint call control

Use the ViewPoint Call Monitor to handle calls.

Delete Call Log entries

Use the Edit > Delete command in ViewPoint’s or the
Administrator’s Call Log.

Export data

Export contacts, extensions, or the Call Log, using
ViewPoint. Does not affect exporting audio files or using
export commands in the Administrator.

Forward or route calls to external
numbers

Specify an external number when forwarding calls or
setting up routing lists.

Forward voicemail

Forward voice messages to one or more users.

Lock/unlock the layout of
ViewPoint views

Use ViewPoint’s View > Lock the layout command to lock
the current layout in place and unlock it.

Log on to ViewPoint Web Access

Use ViewPoint Web Access.

Log on to ViewPoint

Use Wave ViewPoint.

Log on via IP trunk

Log on when making an Internet call to Wave .
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Wave General User Permissions

Permission Controls the ability to...
Log on via station Log on by pressing # at a station.
Log on via trunk Log on when calling from a remote location, either via the

auto attendant or by pressing 9 at a voicemail greeting.

Change password Change the user’s own Wave password.

Off-hook page Use the *15 telephone command to place pages or
intercom calls.

Pick up other ringing call Use the *91 or *99 commands to answer one ringing
station from another.

Play audio into call Use the Call Monitor’s Play audio into call command to
insert recorded audio into a call.

Record calls Record calls using the Call Monitor.

Reply to voicemail Send voice messages as replies to voice messages
received.

Report on all call logs Run the Call Log report on the Call Log of any user or

gueue. When set to Disallow (the default), the report can
be run only on the Call Log of the user logged in to the
Reporter. For instructions on running reports.

Return external calls when Use the 43 or 44 commands to call back a voice message

logged in on atrunk from an external number, when calling in from a remote
location.

Send voicemail Record and send new voice messages directly to users’

voice mailboxes.
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Wave General User Permissions

Permission

Controls the ability to...

Show ‘All’ tab in ViewPoint
Extensions view

See a tab in ViewPoint's Extensions view that shows all
extensions in the system. With this tab turned off, the user
can still see the filtered tabs, such as tabs for workgroup
or call center queue extensions.

Show menu bar in ViewPoint

See ViewPoint’s menu bar, from which all commands can
be chosen.

View call history

See the History pane in the Device Monitor or the Call
Log (Administrator or ViewPoint).

Access...

View and use the specified features in ViewPoint’s
Options dialog box (Tools > Options).

Note: Access external station settings also controls the 6 9
telephone command to set a new remote phone as an
external station.

Access call forwarding options

Forward calls, using ViewPoint, Administrator, or
telephone commands.

Access voice title

Record the user’s own voice title, using ViewPoint,
Administrator, or telephone commands. Does not affect
the ability to record or capture voice titles for contacts.

Phone Commands

Access saved messages

Press 2 after logging on to access voice messages in the
Saved folder.

Call back last incoming call

Dial *69 to return the most recent incoming call.

Dial by name

Dial *93 to use the Wave dial-by-name directory.

11-563



Wave Global Administrator Guide

Wave General User Permissions

Permission

Controls the ability to...

Disable call waiting

Dial *70 to disable call waiting on the next call.

Enter account code

Dial *11 to enter an account code for the current call.

Manage account settings

Use the 6 command from the voicemail / Account menu to
manage account preferences.

Manage calls on hold

Dial *95 to manage calls on hold.

Redial

Dial *66 to redial the last call placed.

Disconnect (remote)

Dial *96 to log off from a remote Wave session.

Send message to all

Option to send a voice message to 8888#, sending it to all
users.

Set ‘calling as’

Dial *14 to mark subsequent outbound calls as originating
from a queue.

Set personal status...

Set that personal status by logging in and pressing 6 1 x.
The permissions for Available, Available (Queue Only)
and Available (Non-Queue) control the ability to dial
*50-*52 to set that personal status.

Start a new call via #

Press # for dial tone to dial a new call from either the
voicemail / Account menu (after logging on) or the Call
Handling menu (after pressing Flash).

Toggle hands-free

Dial *10 to turn hands-free answering on or off.

Toggle voice-first

Dial *12 to turn voice-first answering on or off.
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Wave General User Permissions

Permission Controls the ability to...

Universal pickup Dial *91 to answer another ringing phone.

Unpark Dial *92 to retrieve a parked call.

Workgroup pickup Dial *99 to answer another ringing phone within a
workgroup.

Folder Visibility

View... These permissions control whether or not the specified
view or folder appears when the user logs into the Wave
ViewPoint or ViewPoint Web Access. To make a folder
visible but not editable, use the Folder Access section.

Administration

Access... View and be able to use the specified features in the
Administrator.

Edit all ViewPoint settings Use the Edit all ViewPoint Settings button to edit a
user’s ViewPoint settings from the Administrator.

Export Call Log Export the Call Log using the Administrator. Does not
affect exporting the Call Log using ViewPoint.

Export system prompt text Export system prompts to a text file using the
Administrator.

Select a specific trunk for Dial 88 followed by a trunk number and a phone number
outbound call to place a call on a specific trunk.

Backup and restore the database | Perform database backups and restores.
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Wave General User Permissions

Permission Controls the ability to...

Edit system settings in Wave Use the TVSettings.exe application to modify registry
settings editor settings.

Start and stop the Server Use the Administrator or Device Monitor commands to

start and stop the Wave ISM.

Access...folder These permissions control the degree of access the user
has to the specified Administrator view or folder. The
choices are the same as for Folder Access below.

Note that the permission Access Queues folder enables
users to sign agents in and out of any queue, including
themselves if they are non-observer agents. It overrides
the per-queue permission Queue sign in/out.

The objects shown in the Dial Plan view are edited using
the permissions for other folders (Users, Queues, etc.), so
the permission Access Dial Plan folder has an
Allow/Disallow choice.

Folder Access
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Wave General User Permissions

Permission Controls the ability to...

Access... These permissions control the degree of access the user
has to the specified ViewPoint view or folder. The choices
are as follows:

No access - the view or folder does not appear.

View only - the user can view but not edit or delete
the folder’s items.

View and Edit - the user has full access to the view or
folder.

Note that a No access setting prevents the user from
accessing the folder even using the Wave API.
Disallowing a folder using the Folder Visibility
permission removes it from ViewPoint, but still permits
access via the API.

Dialing permissions

Dialing permissions determine what phone humbers can be dialed by Wave users. By
default, all numbers are allowed. You can use dialing permissions to disallow certain
numbers, either globally, by role, or on a per-user basis. You can decide whether to
permit all numbers except for a few, or disallow all numbers except for a few.

A user who dials a disallowed number hears the message, “I’'m sorry, you do not have

permission to dial that number.” A user cannot include a disallowed number in a
routing list or forward calls to a disallowed number.
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A disallowed number means that the user cannot dial any number beginning with
those digits. Commonly disallowed numbers include the following:

Prefix

Disallows

Long-distance calls. Be aware that in some areas this may
block local calls as well.

011

International calls.

1550

Group conversation lines.

1554

Adult information services.

1900

Long-distance programs.

1976

General information programs.

Dialing permissions hierarchy

You can set dialing permissions separately for the following:

= Phone Number dialing services. Use this setting to create global dialing restrictions
that affect everyone using the dialing service.

* Roles. Use this setting to apply the same dialing restrictions to a group of users.
See “Managing roles” on page 11-45.

= Users. Use this setting to give individual users exceptions to the more general
dialing permissions. See “The Security \ Dialing Permissions tab” on page 11-41.

In cases where dialing permissions conflict, the more individual setting applies. User
settings override role settings, and role settings in turn override dialing service
settings. For example, if a dialing service disallows 011 numbers, and a role allows
them, users belonging to the role can dial them. However, if a user has 011 numbers
disallowed at the individual level, that user cannot dial them.
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Managing Workgroups

CHAPTER CONTENTS
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About Workgroups

A workgroup is a group of related extensions or contacts. With Wave workgroups you
can do the following:

= Place or pick up calls to a group of users. You can direct calls to a workgroup so
that all phones (including external stations) in the workgroup ring
simultaneously, and the first to answer receives the call. Users in a workgroup
can also use the *99 telephone command to answer any ringing phone in their
workgroup.

Note: For a different method to call a group of users, use station hunt groups.
See “Creating a Station hunt group” on page 10-24.

workgroups using methods other than simultaneous ring, create a user with a
routing list that calls the members of the workgroup using top down, round
robin, or other methods.

= Organize groups of extensions for display in ViewPoint’s Extensions view,
making it easier for users to locate an extension for calling or transferring calls.

See Vertical Wave User’s Guide for instructions on placing calls, routing calls to
workgroups, and using the Extensions view.
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12-2

Public and personal workgroups

Wave provides two types of workgroups: public and personal.

Public workgroups are visible to all Wave users. Only public workgroups can have
extensions, so they can be dialed from any phone. Administrators and users with the
appropriate permissions can create public workgroups. Public workgroups are
managed in the User/Workgroup Management applet.

Personal workgroups created by users to easily locate a group of related extensions in
ViewPoint’s Extensions list. A personal workgroup is visible only to the user who
created it and cannot have an extension. Personal workgroups do not have extensions.
Personal workgroups are managed in ViewPoint (see Vertical Wave User’s Guide).

Benefits of using workgroups

Wave workgroups offer the following benefits:

The process of finding an individual to take calls or to join a conference call is
easier, because the Extensions view in ViewPoint can be filtered by workgroup.

Auto attendants, queues, contacts, or IVR Plug-ins can be added to a workgroup
(for informational purposes) and viewed in the Extensions view.

Calls to a workgroup simultaneously ring the phones (including external
stations) of all the users who are members of that workgroup. IVR Plug-ins, auto
attendants, queues, and contacts who are members of that workgroup are not
called. Public workgroups can be called by their extension numbers or via
ViewPoint. Private workgroups can only be called via ViewPoint.

When workgroup members set their personal statuses to Do Not Disturb (see
Vertical Wave User’s Guide) their phones do not ring when the workgroup is
called.

Note: The Wave Advanced Setting Server\UseGroupMemberDNDSetting
governs workgroup call behavior to shared stations: whether one user’s Do
Not Disturb setting prevents workgroup calls to that user only, or the station
as a whole. For more information, see Appendix J of Vertical Wave Installation
Guide.
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= When workgroup members forward their calls internally (see Vertical Wave User’s
Guide), calls to the workgroup ring at the number to which calls are being
forwarded.

The Workgroups view

Use the Workgroups view in the Wave Global Administratror to add, edit, and delete
public workgroups. To open it, do the following:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the User/Workgroup Management icon, located in the PBX Administration
section of the Management Console.
%J 3 Logon to the User/Workgroup Management applet, which opens in a remote

access window. For information on navigating in the User/Workgroup
Management applet, see “Using the User/Workgroup Management applet” on
page 2-9.

4 Click workgroups in the view bar to open the Workgroups view:

-a-‘ Workgroups - Yertical Wave Global Administrator

Eile Edit %ew Tools Morkgroups Help ‘

#-s x2|w

- Mame |Extansinn|D\D ‘Nntes |
i~

Creating a Workgroup

To create a public workgroup, choose File > New > Workgroup and enter information on
the tabs in the Workgroup dialog box, as follows:
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12-4

1

On the General tab, enter the Name of the workgroup and at least one member. You
can optionally add a note about the workgroup in the Notes field.

To add members to the workgroup, select names from the list of Available
extensions and click Add. To select multiple names, hold down CTRL while

£ Untitled - Workgroup [ <]
General | Diling |
Mame: |
Motes ’
Show:
Al -
Ayalable extensions: Members:
B tdmin - |
& Ceclia 5t John
=
8 Couttney Bamstatle 5D =l
4 Default Auto Attendart po—
& Jenny Benton
8 Lousntander
£ Mii Anatolia =l
K | Cancel | Help |

Use the arrows next to the Members list to arrange the order of the members. The
order in which the names appear can be used in conjunction with a user who has a
routing list that calls the members of this workgroup in a “top down” or “round
robin” sequence (for more information about routing lists, see Vertical Wave User’s
Guide). You can also use the Remove button to delete members from the list
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4 To give the workgroup a number so that it can be dialed using the telephone, click
the Dialing tab. All of the information on the Dialing tab is optional. Use the
following sections to configure dialing for this workgroup.

£2 Untitled - Workgroup | ]

General

Extension: I

DID: I

Yaoice fitle: o|v|a|ww| B

I~ Listin dialby-name directany

[T Flay extension to the caller

[~ Organization: IVerticaI-PHX j ;?I

¥ Limit the time that calling this workgroup will ring all users' phones:

Mumber of fings: |3

If ho answer, ransfer: IAttendant [0 j

QK | Cancel | Help |

Calling, paging, or picking up calls from workgroups

Assign an Extension number that callers can dial to reach the workgroup. For more
information about extension requirements and restrictions, see “Assigning an
extension” on page 11-11.

When no extension number is entered, the workgroup can be called using ViewPoint,
but not from the auto attendant or telephone, and users cannot use the paging option
(*15).

Assigning a DID number to a workgroup
You can assign a DID number to a workgroup from the block of numbers provided by
your telephone company. When Wave recognizes this number as the final digits on an

inbound call, the caller is automatically connected to this workgroup, bypassing the
main auto attendant.
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To assign multiple DID numbers to a workgroup, separate each number by a comma

(.)-

Recording a voice title for a workgroup

You can give the workgroup a voice title, which is played to callers whenever they
select the workgroup from the dial-by-name directory. The voice title should be
recording of just the workgroup’s name, for example, “Sales Department.” See “Using
the audio controls” on page 2-15.

Listing the workgroup in the dial-by-name directory

If you have recorded a voice title, check List in dial-by-name directory to list the
workgroup in your company’s dial-by-name directory and play the workgroup’s
extension when the extension number is dialed after the time limit has expired for the
phone to ring.

When no one answers a call to a workgroup

Calls to the workgroup’s extension ring the phones of all users in the workgroup. As
an option, you can set a time limit for how long such calls can ring unanswered. If the
time limit is exceeded, Wave transfers the call to an extension of your choice. If you do
not choose this option, calls to the workgroup continue to ring all users’ phones until
the call is answered or the caller gives up.

To set a time limit for ringing on calls to the workgroup:

1 Check Limit the time that calling this workgroup will ring all users’ phones.

2 In Number of rings, enter how many times calls can ring unanswered before being
transferred.

Note: In If no answer, transfer, select the extension to which Wave transfers
unanswered calls.

Note: The extension you specify is also the workgroup’s personal Operator. If the
workgroup is used for dial restrictions in an auto attendant, callers who dial 0 at the
auto attendant are transferred to the If no answer, transfer extension.
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Configuring Auto Attendants

CHAPTER CONTENTS
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This chapter provides step-by-step procedures for configuring an auto attendant.

About Auto Attendants

Configure an auto attendant if you plan to have the inbound calls on your company’s
main telephone number answered automatically. The auto attendant usually consists
of a recorded greeting followed by a menu of choices. For example, your main auto
attendant might say: “Welcome to Barchetta Industries. You may dial an extension at
any time. For Sales, press 1. For Customer Support, press 2. To hear a recorded message
about our special offers, press 3. To speak to the Operator, please hold.”

What callers can do at an auto attendant

You can set up an auto attendant to let callers do any of the following:
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Dial an extension

Dial a user by name in the dial-by-name directory

Log in using a Wave extension and password

Hear a recorded message

Transfer to a user, queue, workgroup, or IVR Plug-in
Transfer directly to a voice mailbox to leave a message
Transfer to another menu (another auto attendant)

You can also specify an automatic action to take if callers do nothing.

The Default Auto Attendant

When Wave is installed, you must assign all trunk groups associated with trunks to the
default auto attendant at extension 560. Whenever you add a trunk group, you must
also assign it to an auto attendant. You can change assignments at any time

The Default Auto Attendant plays a greeting and offers the caller the following
options:

Dial any Wave extension.
Press 9 to access a dial-by-name directory.
Press 0 to transfer to the Operator.

Press # to log in to Wave.

If three seconds pass after the greeting has played without the caller pressing a key, the
call is transferred to the Operator.

Configuring an auto attendant

Configuring an auto attendant consists of the following procedures:

13-2

“Creating a new auto attendant” on page 13-3
“Defining menu choices” on page 13-4

“Scheduling transfers and greetings” on page 13-11
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= “Setting up an auto attendant’s hold music” on page 13-14

= Configure the Trunk Group to define the Auto Attendant destination

Creating a new auto attendant

To create an auto attendant:

1
2

If necessary, click the Administration tab of the Management Console.

Click the User/Workgroup Management icon, located in the PBX Administration
section of the Management Console.

Log on to the User/Workgroup Management applet, which opens in a remote
access window. For information on navigating in the User/Workgroup
Management applet, see “Using the User/Workgroup Management applet” on
page 2-9.

Click the Auto Attendants icon in the view bar. The Auto Attendants view opens,
showing all auto attendants that have been created so far.

The Default auto attendant is automatically provided.

Choose File > New > Auto Attendant. The Auto Attendant dialog box opens.

Untitled - Auto Attendant

General | Menu Choices I Scheduled Actionsl Hald I Advancedl

Mame: ||
Extension: I

DID number: |

Description: |

[~ Organization: |< no organizations defined > j ,?l
[ Authenticate trunk calls via caller D

Flay thiz greeting before offering menu choices:

- |
- |
o| ||| ] f——

QK I Cancel | Help |

6 Enter the following information:

< Name (required). Descriptive name for the new auto attendant, for example,
“Sales auto attendant.”
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= Extension (required). Extension used to reach the auto attendant from an
internal phone.

To test the auto attendant, dial the auto attendant’s extension. The default
auto attendant is assigned an extension of 560.

< DID number. This field is read-only.
= Description. Information that describes the auto attendant.

< QOrganization. Check this field and select an Organization to have calls to this
auto attendant logged with that Organization. Calls must end at the auto
attendant to be logged with the selected Organization. If the call proceeds to a
user, it will be logged with the user’s Organization. For information about
Organizations, see “Using Organizations” on page 21-2.

= Authenticate trunk calls via Caller ID. Check this field to enable automatic
logon for the auto attendant. Whenever a user calls it from a number with Use
to authenticate checked (see “The User \ Numbers tab” on page 11-16), the
user is automatically authenticated and can access his or her account without
being prompted for a password. See “Enabling the user for automatic login”
on page 11-17.

7 To attach a greeting to the auto attendant, that plays when callers first reach it, you
must record the greeting and save it as a .wav file elsewhere. Then click the Import
Audio icon in the audio controls to import it. A typical greeting is, “Thank you for
calling Barchetta Industries. If you know your party’s extension, you can enter it at
any time.”

8 Click OK or proceed to the next section.

Defining menu choices

13-4

An auto attendant can present a series of menu choices to callers. For example, callers
might press 1 to transfer to the Sales department, 2 to transfer to the Customer Service
department, etc. When a caller reaches an auto attendant, its greeting plays, followed
by its menu choice prompts in the order you specify.

Caution: /f your auto attendant supports extension dialing, make sure that its menu
choices do not conflict with extension numbers. For example, if you assign the 2 key
to a menu choice, make sure there are no extensions beginning with 2. Otherwise
callers trying to dial the extension will select the menu choice instead. See “Assigning
an extension” on page 6-12.
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Each menu choice can contain the following:

Prompt. A recorded message that explains the option to the caller. For example,
“For Sales, press 1.”

Key. The telephone key callers must press to select the option.
Action. The action the system takes when the key is pressed.

Language. The language for subsequent system prompts. When callers enter the
key associated with this menu choice, all subsequent prompts are in the specified
language. Your system supports the languages that were installed with the Wave
ISM.

Custom data. Extra information attached to the call. Whenever a caller selects
the menu choice, you can attach a custom data variable or agent skill with the
value(s) you define. That value can be seen by users or used to automate call
handling.

Menu choice actions

The following table lists the actions that you can choose.

Table 13-1

Action Description

Transfer to user Transfers the call to a user.

Send to Transfers the call to a user’s voice mailbox.
voicemail

Play message Plays a message that you record.

User login Lets callers log into the system.

Dial by name Offers callers the dial-by-name directory.

Jump to auto Transfers the call to another auto attendant (see the Note following this
attendant table).

Transfer to IVR  Transfers the call to an IVR Plug-in for processing.
Plug-in
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Table 13-1

Action Description

Transfer to Transfers the call to a contact center queue.

Queue

Transfer to Transfers the call to a workgroup. The workgroup phones ring
workgroup simultaneously, and the first workgroup member to answer the call is

connected to it.

Transfer to Hunt Transfers the call to a hunt group. See “Configuring hunt groups of
Group extensions” on page 10-20.

Note: The system automatically disconnects calls if callers do not press a key during
three consecutive jumps between auto attendants (for example, if you set up an auto
attendant to jump to itself for the “nothing” menu choice action). Callers are presumed
to have hung up.
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Adding a menu choice

1 On the Menu Choices tab of the Auto Attendant dialog box, click Add to create a
new menu choice. Click Edit to modify the selected menu choice. The Edit Menu
Choice dialog box opens.

Edit Menu Choice

Advanced I

r— Brompt to offer thiz menu choice:

o| || B

| Fieady to play
— when caller presses: I il - l—
Perform action: ITransfer to user j
Mark Richardzon -
Mark Searles _I
Mike Mamwel
Mike Omodt |

Mike2 Omodt

Annournce: IName or extension 'l

QK | Cancel | Help |

2 On the General tab, type the text of the Prompt to offer this menu choice, for
example, “For Sales, press 1.” Use the audio controls to import the .wav file
containing the prompt.

3 InWhen caller presses, select the key that callers must press to select the menu
choice. Valid keys are 0-9, *, or #.

4 In the Perform action dropdown list, select the action to perform when callers
press the key.

For transfers to a user, IVR Plug-in, or queue, select an optional Announce prompt,
that determines what callers hear when they select this menu choice:
= Nothing. The call is transferred with no announcement.

< Name or extension. Announces the name of the user, IVR Plug-in, or queue,
using the voice title if available. If no voice title is available, the auto
attendant announces the extension to which the call is transferring.

< One moment please. Announces “One moment please” as the call is
transferred.
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9
10
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12

Click the Advanced tab.

To change the language of subsequent prompts, check Change the caller’s
telephone prompts to. Then select another language from the dropdown list.
When callers press the key for this menu choice, all subsequent prompts are in the
language you specify here.

To set the value for one or more custom data variables or call center queue skill
requirements whenever this menu choice is selected, click Add. The Custom Data
/ Skill Requirement dialog box opens.

Custom Data / Skill Requirement

% {Custom data; |< no wariables > j "_::‘_.’l

Wariable value: |

= Agent skill |< no available skills > j ;?I

inirnum walue: |D

b aimunn walue: |1 Jula]

QK I Cancel | Help |

To set a custom data variable, click Custom data, select the variable from the
dropdown list, then enter the value to be assigned to the variable when the menu
choice is selected.

Click OK to return to the Edit Menu Choice dialog box.
Click OK to save the menu choice and return to the Auto Attendant dialog box.

On the Menu Choices tab, use the arrows to change the order in which menu
choices are presented to callers.

Add more menu choices or click OK to save the auto attendant.

Setting general menu options

1
2
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In the Auto Attendant dialog box, click the Menu Choices tab.

In Number of seconds before performing ‘nothing’ menu choice, enter the
number of seconds that the auto attendant will wait without a menu choice being
selected, before performing the action associated with the Nothing menu choice.
The wait begins after the final menu choice prompt finishes playing. You can
choose the action for the Nothing menu choice using the following steps.

To permit callers to dial extensions from this auto attendant, leave the Process all
other digits as user extensions field checked.
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Note: Auto attendant extensions (for example, 8001) cannot be dialed at an auto
attendant.

4 To disable type-ahead for this auto attendant, check Prevent type-ahead.

Type-ahead enables users to enter a sequence of commands together. For example,
with a series of auto attendants set up as submenus, a caller could press 123 to
choose menu choice 1, menu choice 2 from the submenu, and menu choice 3 from
the final submenu. The problem with type-ahead is that if a caller enters a
non-existent extension (for example, 123), the auto attendant processes the digits
as type-ahead commands and sends the user to the appropriate menu or submenu.
With type-ahead disabled, callers dialing non-existent extensions are never sent to
menu choices. However, callers selecting menu choices must wait until they hear
the prompts for each menu before entering commands for that menu.

b To dedicate this auto attendant to a workgroup, so that only users in the
workgroup can be dialed from it, check Restrict dial-by-name and extension
matching to members of, and select the workgroup.

Customizing login behavior from auto attendants

By default, the User login menu choice prompts for extension and password, then sends
users to Wave’s voicemail/account menu (see Appendix A of Vertical Wave User’s Guide
for details). However, you can customize the user login destination, so that users who
successfully log in are sent to any extension.

You can use this feature to provide quick access to an extension for verified users, for
example, to an IVR Plug-in that gives them custom account information. Instead of
having to log in from the auto attendant, press # for an internal dial tone, and dial the
extension, the user simply logs in and is connected immediately to the extension.

Notes

< When sending login calls to a custom destination, the standard Wave alert
prompts do not play, for example the prompts alerting the user to DND
status, active call forwarding, and nearly full voice mailbox. However, the
user still is prompted to change his or her password if that is required.

= Customizing user login changes the login behavior through this auto
attendant only. Users logging in from a station’s dial tone always have the
default behavior.
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To customize user login:
1 Inthe Auto Attendant dialog box, click the Menu Choices tab.
2 Click Add. The Edit Menu Choice dialog box opens.

3 From the Perform action dropdown menu, select User login.

when caller presses: I 3 - l

Perform action: ILlser login j

[V Bypass account menu and ransfer to extenzion:

IUser Account Management [« 203] j

4 Check Bypass account menu and transfer to.
5 Select the destination extension from the dropdown list.
6 Click oK.

Avoiding the auto attendant ambiguous dialing delay

13-10

By default, when a caller dials an ambiguous number at an auto attendant, there is a
3-second delay while the system waits to see if the number is complete. For example,
if the auto attendant has a menu choice accessed by pressing 2, and an extension 200,
a caller pressing 2 will experience the delay while the auto attendant waits to see if
more digits are coming.

You can bypass or change the delay in the following ways:

The caller can press # after dialing the number. This signals that the number is
complete, and the caller is connected without delay.

You can modify your dialing plan to eliminate ambiguous numbers.

You can turn off extension dialing, if the auto attendant is meant to be used only
for menu choices. To do so, uncheck Process all other digits as user extensions on
the Menu Choices tab. This bypasses any ambiguities between menu choices and
extension numbers, enabling menu choices to be dialed without the delay.

You can modify the length of the delay by changing the Wave Advanced Setting
AutoAttendantInterdigitTimeout. Be careful when modifying this setting if
ambiguous numbers exist, because callers may find themselves connected to the
wrong number.
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Scheduling transfers and greetings

You can customize an auto attendant to automatically change its behavior based on
time of day or on special dates. You can schedule the following actions:

Playing of a different main greeting, which replaces the auto attendant’s regular
greeting. For example, you can schedule a “We’re closed” greeting to be played
to all callers after business hours and on weekends.

A transfer to any other extension, including another auto attendant, user, queue,
IVR Plug-in, or workgroup. For example, to provide extended customer support
coverage, support calls that arrive after your California office closes in the
evening can transfer automatically to the main auto attendant at your facility in
New Zealand.

Note: If you have scheduled a greeting and a transfer to occur at the same time, the
transfer always takes precedence and the greeting does not play. Also, if you have two
greetings or two transfers scheduled for overlapping times, the top-most scheduled
item always takes precedence.

To schedule transfers or greetings

1

In the Auto Attendants view, create a new auto attendant or double-click an
existing auto attendant to edit it. The Auto Attendant dialog box opens.

Click the Scheduled Actions tab.

Untitled - Auto Attendant

Hold I Advanced I

General I Menu Choices

Immediately egecute an action during the following times:

Enabled| Description Action | . |

aid. | Es. | peme |

Mote: Greetings are not played before scheduled transfers.

QK | Cancel | Help |
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13-12

The following table shows the information that appears for each scheduled action
already defined for this auto attendant.

Table 13-2

Column Description

Enabled If checked, the action will be performed as scheduled. If unchecked, the
action is temporarily disabled.

Description Time period during which the action will be performed.

Action Action that will be performed.

3 Click Add to schedule a new action. Click Edit to modify the selected action. The
Schedule Action dialog box opens.

Schedule Action

Ocourence | Action I
Thiz schedule entry occurs:
* During business hours
= During nonbusiness hours
= After business hours on workdays
" On norworkdays
" On holidays

= During custom hours

Business Hours... | Cugtom Haours... |

[¥ Enable this schedule action

4 On the Occurrence tab, select one of the periods of time during which the action
will occur.

Note: If your system uses several sets of business hours, click Business Hours before
you click OK in the Schedule Action dialog box and verify that the action will take
place according to the set of business hours that you want to use.

If you choose During custom hours, click Custom Hours and set your hours in the
dialog box that opens.

b Check Enable this schedule action to activate this action as soon as you save the
auto attendant. If unchecked, the action is temporarily disabled.
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6 Click the Action tab.

Occurnence Actionl
Thiz schedule entry:
(* Transfers to:
| cimin  100) |
= Plays greeting:
I =l
=l
o| | 2w &l
|
Set these custom data and skill requirements:
Custom Data / Skill Requirement Walue
Add.. Edi. | Deee |
Cancel | Help |

7 Under This schedule entry, select the action that the auto attendant will perform
immediately when a call arrives during the period covered by the schedule entry:

= Transfers to. Immediately transfers callers to the extension that you select
from the dropdown list during the scheduled time period.

= Plays greeting. Immediately plays the greeting that you record during the
scheduled time period.

8 Using the Set these custom data and skill requirements section, you can have the
auto attendant automatically attach custom data variables or apply skill
requirements to all calls handled by the schedule rule.

9 Click OK. The Schedule Action dialog box closes.

10 On the Scheduled Actions tab in the Auto Attendant dialog box, use the arrows to
move a scheduled transfer or greeting to a different position on the list. If you have
two greetings or two transfers scheduled for overlapping times, the one that is at
the top of the list will be used. If a greeting and a transfer are scheduled for the
same time, the greeting is not played.

11 Click OK in the Auto Attendant dialog box to save your changes.

13-13



Wave Global Administrator Guide

Setting up an auto attendant’s hold music

Each auto attendant can play its own hold music. Callers hear an auto attendant’s hold
music while the auto attendant is transferring them to an extension, and they continue
to hear it while on hold until they reach a part of the system that uses different hold
music, such as a queue or another auto attendant that has different hold settings.

If you do not specify hold music for an auto attendant, the auto attendant uses the
system default hold music.

To set up different hold music for an auto attendant

1
2
3

In the Auto Attendant dialog box, click the Hold tab.
Check Music on hold and select the music-on-hold source you want.
Click OK.

Viewing auto attendants in the Hunt Groups applet

If you create additional auto attendants besides the default auto attendant, they appear
in the Hunt Groups list, where you can view or edit them.

To view or edit the Hunt Grop list

1

Click 2
1 3
=,

If necessary, click the Administration tab of the Management Console.
Click the Hunt Groups icon, located in the PBX Administration section.
Click the Application tab.

All auto attendants you have created should appear in the list. You can click Edit
to configure their hunt group behavior. See “Configuring hunt groups of
extensions” on page 10-20.

Configuring the trunk group for the auto attendant extension

After creating auto attendants, or even if you are using only the default auto attendant,
you must configure the Trunk Group to correctly route the auto attendant extension.
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To configure the trunk group for an auto attendant

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Trunk Groups icon, located in the Trunk Administration section. The
[ Trunk Groups dialog box opens.
'Q-' 3 Select Voice Analog, and click Edit. The Trunk Group dialog box opens with the In
tab showing.
4} Trunk Group |
MName: I
Direction:  In " Cut & Both
in | out]
Digit Interpretation
& Inbound Routing Table Edit Inbound Routing Table...
" First Digit Tahle B
Intercept Destination: |N0ne LI
Access Prafile for Tandem Calls: INgne LI

Ok | Cancel |

|Java Applet Window

4 Choose one of the following methods to route calls to the auto attendant:
= For simple routing, set Intercept Destination to the auto attendant.

= For scheduled routing, click Edit Inbound Routing Table, click Add, and in
the Destination cell enter the auto attendant’s extension. Then use the other
fields to set route calls according to the schedule you want.

For more information about the Inbound Routing table, see “Configuring inbound

routing tables” on page 8-4.

5 Click OK until you return to the Management Console.
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Chapter 14

Data Networking Configuration

CHAPTER CONTENTS
Ensuring that your T-1 serial interface is setcorrectly . .. ................ 14-1

This chapter provides information about configuring your Wave Integrated Services
Manager (ISM) to connect to the Internet, assuming you have already completed the
tasks in Chapter 5, Configuring Analog and Digital Trunks.

Ensuring that your T-1 serial interface is set correctly
When you connect an external router to your Wave ISM’s T-1 module with a serial
interface, you must:

= Assign channels of the T-1 trunk to the serial interface (see “Assigning digital
channels to a serial interface” on page 5-22 for details)

= Ensure the serial interface is set correctly
Typically, you will not need to change the interface settings unless you have a
non-standard configuration.
To ensure that the serial interface is set correctly:
1 If necessary, click the Administration tab of the Management Console.
Click 2 Click the Trunk Configuration icon, located in the Trunk Administration section.

3 Select the serial interface, labeled Serial 1/F, and ensure that the settings are correct
for your configuration.
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14-2

Trunk Configuration

- ]

R

@ REC Expansion Board - LoopfGrnd (Slot 5, CN.J3, Ports 1-8) .
Partin
» REC Expansion Board - Loop Only (Slot 5, G-J3, Ports 514y || T ortin Sendce
@ RSC - Loop Only {Slat 6, G, Ports 21-23) Clock Polart -
- Analog DID Trunk Module (S0t 10, CRJ1) 1 INormeal |
-® Analog Universal Mosule (Slot 11, Tnks 1-8, Stations 17-240) || pata Polariy o
- 56/B4K CSUDSU (Slot 17 Inorma |
-3 T-1 Module Part 1 {Slot 13) Clear to Send (CTS) |Fo|l0ws RTS LI
% T-1 Module Port 2 (Slat 13
- T-1 Module with Serial, Port 1 (Slat 14) Data Rate |54 Khps LI
el T-1 Wodule with Serial Serial FF (Slot 141
eady
| | Done | Help |

Figure 14-1 Trunk Configuration applet, showing serial interface settings

Clock Polarity—Normal is the default. You might change this setting if there
is a lot of latency between the Wave ISM and the external router, typically due
to a long cable (more than 10 feet) between the two devices. The likelihood of
this scenario is increased when more channels are used. If you see data errors,
you might try inverting the clock.

Data Polarity—Normal is the default. If you change this setting to Inverted,
you must invert the data polarity on both ends of the connection.

Clear to Send—Follow RTS (Request to Send) is the default. Set this to Always
On, if the device at the other end of the connection is not driving RTS.

Data Rate—64 Kbps is the default. Do not change this setting to 56 Kbps
unless you know your connection’s maximum data rate is 56 Kbps.

4 Click Apply to save your changes.

5 Click Done to return to the Management Console.
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Initial System Administration

CHAPTER CONTENTS

Backing up your system configuration . . ............. ... .. ... . . ... 15-1
Configuring the Fault Monitor. . . ... e 15-4
Mirroring your hard drive ... ... ... . ... . 15-6
Running Microsoft Systems Management Server . .................... 15-10

This chapter guides you through the final tasks of initial configuration.

Backing up your system configuration

You should back up your system after completing your initial configuration and every
time you make a configuration change. Back up your system whenever you perform a

software upgrade or install third-party software. The System Backup/Restore applet
backs up the following items.

Vertical Wave configuration (database file and registry keys)
RRAS configuration

Voice Mail Greetings, Names, and Mailboxes directories
Voice Mail messages and Music On Hold WAV files (optional)
Call Navigator prompts (optional)

The System Backup/Restore applet does not back up the following items:

Network Adapters and Settings (including host name/machine name, setting the
TCP/IP domain, and IP Address/Subnet Mask/Gateway per adapter. Adapters

include: Integrated Services Card, 10/100Base-T Ethernet)

Password Administration settings (Wave account user names and passwords)
(be sure to keep a secure record of user names and passwords)
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Click

5

15-2

= Date and Time settings

= RAID settings (Windows Disk Management)

= Windows Workgroup or Network Domain settings
Wave automatically backs up the system configuration database file every night at 2:00
AM to help you recover from situations where the database might be corrupted. Every

time Wave restarts, the startup procedure checks the database for problems, and it is
repaired or replaced with the backup if necessary.

Since the backup and restore procedure uses FTP, the client PC doing the backup must
have an FTP program installed.

Note: Depending upon the number and size of your Voice Mail messages, the backup
and restore procedure could each take up to 2 hours. For that reason, schedule backups
during off-peak hours.

Note: You can only restore from a backup of a system of the same version number as
your current system.

To back up Wave:

1 If necessary, click the Administration tab of the Management Console.

2 Click the System Backup/Restore icon, located in the General Administration
section.
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System Backup/Restore

Operation

& Backup " Restare

Options
-

[+ Include YVoice Mail Messages and Music On Hold Files

FTF Directary Mame: |Frivateliocahfiles

Log:

4 o

Anply | Done Help |

Figure 15-1 System Backup/Restore applet

If necessary, select Backup.

Note: Compression takes place only after a temporary full backup of the raw files
has been created, so be sure that your Wave ISM’s hard drive has enough space (up
to 2 GB) to accommodate the temporary backup files.

If you wish to remove the previous backup file from Wave ISM hard drive, select
Remove Previous Backup. (This option is dimmed if no previous backup is
present.)

If you wish to back up Voice Mail messages and Music on Hold WAV files, select
the Include Voice Mail Messages and Music On Hold Files options.

Recorded names and greetings are included in the standard backup operation and
are not affected by this option.
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6 If you use the Call Navigator application and wish to back up its prompt files,
select the Include Call Navigator Prompts option. (If Call Navigator is not installed
on the Wave ISM, this option does not appear.)

7 Click Apply.
Detailed results of the backup operation will appear in the Log field.

The system configuration cabinet (CAB) file is stored in the
C:\Inetpub\Ftproot\Private\locabfiles directory.

Note: It is recommended that you transfer a copy of the CAB file to a different
machine via FTP for safe storage.

8 Click Apply again.

9 Click Done to return to the Management Console.

Configuring the Fault Monitor

15-4

The Fault Monitor is an embedded processor that provides independent watchdog
services for the overall system, collecting system error messages that help you
determine why a fault has occurred. The fault monitor module stores a copy of a subset
of the system traces that are stored by the system trace manager, specifically those that
are flagged as severe or fatal errors.

The Fault Monitor module must be connected to an analog trunk (a dedicated analog
trunk if you have a Integrated Services Card [ISC]) in order to use dial-in access and
pager notification. For information on connecting the Fault Monitor module to a trunk,
refer to the Vertical Wave Installation Guide. For a full discussion of using the Fault
Monitor once it is configured, refer to the Vertical Wave IP 2500 Hardware Reference
Guide.

The General Settings applet allows you to configure the Fault Monitor module on the
Integrated Services Card to

= set the password for dial-in access for remote assessment of system error
messages

< dial a pager on system failure
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Note: The Fault Monitor modem on a Integrated Services Card (ISC) answers incoming
calls only after 10 rings. If you have a Integrated Services Card (ISC), the modem
answers after 5 or 6 rings.

To configure the Fault Monitor:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the General Settings icon, located in the General Administration section.

P 3 Select the Fault Monitor tab.

System | PEx| PEX (Advanced) | 1SON . Fault Monitor | Time Service |

TEEEE

Dial In Password:

[OnSystem Failure————————————————————————————————— i

[ Dial Qutta Pager Mumber I

Wiew Fault Monitor Error Logs... |

Status: Bootfrom Primary Drive YWas Successiul

[+ On Disk Failure, Boat from Secondary Drive

Figure 15-2 General Settings applet, showing the Fault Monitor tab

4 To specify a new password for dialing in for remote Fault Monitor assessment,
enter a password between 1 and 16 alphanumeric characters long in the Dial In
Password field.

Note: The password is case-sensitive.

Using the new password, you can dial in and view system error messages. See the
Vertical Wave IP 2500 Hardware Reference Guide for details. If you don’t specify a
new password, anyone can dial in using the default password, which is admin.

5 If you want Wave to dial a page number in the event of a system failure, follow
these steps:
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a Select the Dial Out to Pager Number option.

b Inthe adjacent field, type the pager number to be dialed and a code to
indicate which system has failed.

For example, entering
14085551212,,,12345#

in the field would dial 1-408-555-1212, and display the code 12345 on the
receiving pager. A 9 is not required in the digit string because the Fault
Monitor dialer is independent of the Wave PBX.

¢ Be sure that the person who will receive such pages knows the meaning of the
code you assign.)

d Click Test Dial Out to test the pager number and code saved in the Dial Out to
Pager Number field.

6 Click Apply to save your changes.

7 Click Done to return to the Management Console.

Mirroring your hard drive

15-6

As the last step of the initial configuration you should mirror your redundant hard
drive using Windows Disk Management. This procedure creates a backup of your
Wave configuration that you can fall back on in case of hard drive failure.

Redundant Array of Independent Disks, or RAID, brings another level of fault
tolerance to the Wave ISM. RAID is a set of disks (hard drives) that serve collectively
as a single, logical storage device, providing data redundancy. The Disk Management
application sets up disk mirroring, using one hard drive to mirror another with the
same controller, so that an exact copy of the primary hard drive is stored on a
secondary, mirrored hard drive.

Whenever you create a mirrored disk, you must use a hard drive of a size equal to or
larger than the primary hard drive; the Disk Management application then creates a
partition of the correct size automatically. It is best to use a new hard drive, preferably
one that is identical to the primary hard drive. For consistency, obtain new hard drives
from Vertical Communications.

Depending on the amount of data on the hard drive, it can take up to 30 minutes for
Disk Management to mirror the Wave ISM C: drive.
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Click

Three scenarios are possible with Wave hard drives:

= A Wave ISM purchased with two hard drives is preconfigured for RAID-1. The

second hard drive is mirrored for you.

If you add a second hard drive after you purchase a Wave ISM, you need to
configure RAID-1 on the second hard drive and mirror it. See the instructions
that follow.

If you need to recover a Wave system using a mirrored hard drive, you must
break the mirror, power off the Wave ISM, install the mirrored drive in slot A and
insert a new drive in slot B, restart, and then mirror the new hard drive. See
“Recovering with RAID-1 Configuration” on page 24-30.

To mirror a new, blank hard drive:

1

2
3
4
5
6

Shut down the Wave ISM.

Insert the new hard drive in slot B.

Restart the Wave ISM.

Log on to the Management Console.

If necessary, click the Administration tab of the Management Console.

Click the RAID-1 Configuration icon, located in the General Administration
section.

For information about logging on using a remote connection, refer to “Remote
Access Application applets” on page 2-5.

The Disk Management application opens.
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e Disk Management =] E3

File Action Wiew Help

= @20 XS Q6

Yaolume | Layouk | Tvpe | File System | Status | Capacit | Free Space | % Fr
Tirrar Crynianic MTF3 Healthy (5... 17.58 GE 14,53 GE a4 %

| | i
-

&Apisk 0 I

[rymammic {C:)

35,29 GB 17,58 GBNTFS 20,71 GB

Cnline Healthy (Swstemn) Unallocated

&Ppisk 1 I
Drynarnic {C:)

JF.ETGE 17.58 GENTFS 19,69 GE

Crline Healthy (System) Unallocated

B Unallocated [l Mirared volume
I | |
Figure 15-3 Disk Management application

The hard drive labelled Disk 1 should be blank, unformatted, and partitionless. If
the hard drive has partitions, delete the partitions before mirroring it. See
“Clearing an old hard drive” on page 24-27.

Note: To view SNMP alarms while you are mirroring the hard drive, open another
browser window on your workstation, log onto the Management Console, click the
Administration tab if necessary, and click the SNMP Alarms icon. The SNMP
Alarms applet reports the SNMP traps as they occur.

7 Inorder to create a mirror of your hard drive, both disks must be dynamic disks.
By default all drives are basic. To determine which format your disks are, look for
either “Basic” or Dynamic” below the disk number.

8 To convert your disks to dynamic disks, select the disk or disks at the bottom of the
screen and select Action > All Tasks > Convert to Dynamic Disk.

9 Select the disks you want to convert, then click OK.
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If you are converting Disk 0, follow the prompts to reboot your system. Once the
system has been rebooted, log into the Management Console and re-enter the
RAID-1 applet. You should now see that the disks are dynamic disks.

10 Click the C: partition on Disk 0.
11 Select Action > All Tasks > Add Mirror.

If the command is dimmed, your new hard drive is not blank. Follow the
instructions in “Clearing an old hard drive” on page 24-27, then return to step 7.

12 Select Disk 1, then click Add Mirror.

A new color indicates mirroring (the default color is purple).

Note: If the resulting mirrored partitions are of different sizes, then the primary and
mirrored hard drives are physically incompatible. This should not happen if you
received your hard drive from Vertical Communications. Contact technical support
for assistance. While the mirroring will work, the mirrored hard drive will not boot
if the primary hard drive fails; however, it will be recoverable from a separate
machine.

The disks will now synchronize. Disk Management indicates initializing mirroring
status with the following message:

RESYNCHING (percentage complete)

13 When mirroring is complete, Disk Management indicates healthy status with the
following message:

HEALTHY
14 Exit Disk Management to return to the Management Console.
Note: If you remove the mirrored hard drive from the Wave ISM and are running Wave
with just the primary hard drive installed, be sure to return to the RAID-1

Configuration applet and break the mirror so that the system does not expect to see two
hard drives.

RAID cautions

The following cautions apply to all situations using RAID:

= Do not change the Wave partition size. This will break the mirror and will cause
both recovery and mirroring problems in the future.
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If the partition sizes are different after mirroring, the mirrored drive will not boot.

It is not necessary to use Microsoft Windows formatting and partitioning features
before you use the Disk Management application; the application performs all
necessary steps for you.

Do not attempt to mirror an Wave primary hard drive in Slot A onto an Wave
primary hard drive in slot B. Due to the cloning technique used in manufacturing
Wave primary drives, the Disk Management application cannot distinguish
between primary drives.

An alternative is to use Disk Management to remove all partitions on the second
Wave primary disk so the disk will be treated as a new drive.

Once you mirror a hard drive, either leave the mirrored hard drive in the slot or
take it out and put it somewhere safe until you need it. If you take out the
mirrored drive and are running with just one hard drive, break the mirror so that
the system does not expect to see two hard drives.

Do not use the mirrored hard drive as a primary hard drive and then load both
hard drives back into the Wave ISM. The system cannot distinguish between the
two primary hard drives and cannot restart.

You cannot see any SNMP alarms during RAID-1 configuration unless trap
destinations are configured in the SNMP Configuration applet; for instructions, see
“Configuring SNMP agents” on page 24-16.

1

Click 2
@

N e a1 B

If necessary, click the Administration tab of the Management Console.
Click the Restart System icon, located in the General Administration section.

In the Seconds before restart field, specify how many seconds should elapse
before the system restarts.

Click Restart to restart the Wave ISM.
Click Yes to confirm that you want to restart.
Click OK.

Close the browser window.

Running Microsoft Systems Management Server

If you run Microsoft Systems Management Server (SMS) on your company network,
configure the SMS software to exclude all Wave ISMs from its control list.
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Chapter 16

Advanced Trunk and Channel Configuration

CHAPTER CONTENTS

Configuring advanced trunk settings . .. ........ ... . i 16-1
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Configuring systemwide ISDN settings .. ..............c s, 16-12

This chapter provides information about configuring the advanced trunk and channel
features.

Configuring advanced trunk settings

You can modify the advanced trunk settings for your T-1 trunk ports. You can find
trunk Advanced Settings in the Trunk Configuration applet.

Caution: Do not modify these settings unless you are an expert.

To configure advanced trunk settings for a T-1 module:

1 If necessary, click the Administration tab of the Management Console.
Click 2 Click the Trunk Configuration icon, located in the Trunk Administration section.
¥ 5 3 Select the T-1 module.

¥
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Trunk Configuration

® RSC Expansion Board - Loop/Gmd (Siot 5, CN.J3, Parts 1.8 [[ o oo
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® RSC - Loop Only (Slat B, GN.1, Ports 21-23) -
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X 564K CSUDSY (Slot 13) _ :
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Advanced Trunk Settings.. |
Motes
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Figure 16-1 Trunk Configuration applet, showing T-1 module settings

4 Click Advanced Trunk Settings.

Advanced Trunk Settings... : x|

Facility Data Link: INone 'l

© CSU % DSX DSX Settings... |
LOS Frame Alignment |1 5000

Carrier failure alarm clear interval |1 oooo

RAl alarm clear interval |1DDD

e

Figure 16-2 T-1 Advanced Trunk Settings dialog
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5 Set the Facility Data Link according to your Service Confirmation Letter.

Two Facility Data Link (FDL) protocols are available. You may also either protocol,
both, or none.

= T1.403—Sends Performance Report Messages. The service provider can
maintain a continuous history of trunk performance. The service provider can
also send test messages to the trunk, if needed.

= TR54016—Sends messages when it is queried by the central office. If the
service provider wants to know the status of a particular trunk, it will ask for
it, and the Wave ISM will send the information.

e T1.403 & TR54016
* None

This option is provided to allow the T-1 trunk to be tested and maintained by
far-end equipment, for example, by the T-1 service provider’s equipment.

Your trunk provisioning letter should include this information.

T-1 service providers try to guarantee the up time of the trunks they provide in
two ways:

= They keep track of the physical layer errors in both directions, when possible,
to proactively identify problems

= They send commands from their end of the T-1 to automatically loop T-1
trunks for error testing

You can view these messages in the trace log by using the Trace Monitor diagnostic
applet in the Remote Diagnostics Console.

If you are configuring FDL on a public network, refer to the T-1 service provider’s
provisioning letter for information about the type of FDL support the service
provider supports. If nothing is mentioned, select None.

If you are configuring FDL on a private network, you will typically select None.
Since you control both of the T-1 endpoints, you can monitor statistics at each end.

If one trunk endpoint is not a Wave ISM, select either T1.403 or TTR54016
according to what the management equipment supports on the non-Wave
endpoint.

6 Choose CSU or DSX.
When connecting to the PSTN, the FCC only allows the CSU setting.
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Use DSX mode only if you are connecting a Wave ISM to another Wave ISM using
this trunk. In DSX mode, you have full control of all the possible signal strength
and shape parameters that can be configured for the T-1 trunk. Use DSX mode
only for private networks.

Note: Even though CSU mode was developed for the PSTN, this mode generally
works for private T-1 lines. Use DSX mode to set advanced signal strength and
shape parameters.

= If you chose DSX mode, click DSX Settings in the Advanced Trunk Settings

dialog box.

2 DSX Settings... x|
& Cable Length (feef) |655 ']
 Custom

Custam Settings

-
Receive Input Threshold |1_36 vl
|5a9301

Cancel

Figure 16-3 DSX Settings dialog

= Cable Length (feet)—Select the length of cable (in feet) to the other Wave ISM.

Note: Signal power level changes can be significant for short cable lengths, but
not as much for longer lengths. Therefore, several short distance choices, and
not as many long distant choices have been provided.

= Custom—Specifies custom DSX settings. You should only change these
settings if you are working with your service provider to determine the
correct settings. Refer to “Customizing transmit and receive signal settings”
on page 33-2 for more information on custom settings.

7 Click OK.

8 Modify the device timers settings, if appropriate, by typing new values in the text
boxes.
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The value ranges and maximum number of digits allowed for these settings are:
« LOS Frame Alignment—Default=15000; Range=1000-30000
= Carrier Failure Alarm Clear Interval—Default=10000; Range=1000-15000
< RAI Alarm Clear Interval—Default=1000; Range=500-10000

9 Click Apply to save your changes.

10 Click Done to return to the Management Console.

Setting trunk timing values

Caution: Do not modify these settings unless you are an expert.

Setting digital timer values

Timer values are classified as either inbound or outbound, depending on the direction
of the call to which the timer applies. For more information about trunk timing values,
see “Trunk timing values” on page 33-4.

To set the timing values for a digital trunk:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Trunk Configuration icon, located in the Trunk Administration section.

3 Display and select the channel(s) you want to configure.
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Trunk Configuration

RSC Expansion Board - Loop/Grnd (Slot 5, CN.J3, Ports 1-8)
RSC Expansion Board - Loop Only (Slot 5 CMN.J3, Ports 8-11)
RSC - Loop Only (Slot 8, CN:J1, Ports 21-23)

® Analog Trunk Module - LoopiGrd (Slat 10, CHJ1)

[#-® Analog Universal Module - Loop/Grnd (Slat 11, Ports 1-8)

+-® Analog Universal Module - DIDiStation (Slat 11, Ports 17-24)
=@ T-{ Mocule Port 1 (Siot 13)

 Voice

Yoice Settings

[¥ Enabled

Signaling Ground Start [-] Timers...

Trunk Group: [Mane j

" Data

Data Seftings

fNore =1

2nne fl .
Channel 12 (Wink, Nons)
Channel 13 (Wink, Nons)
Channel 14 (Wink, Nons)
Channel 15 (Wink, Nong)
Channel 16 (Wink, Nons)
Channel 17 (Wink, Nong)
Channel 18 (Wink, Nons)
Channel 19 (Wink, Nons)
Channel 20 (Wink, Nons)
Channel 21 (Wink, Nong)
Channel 22 (Wink, Nong)
Channel 23 (Wink, Noneg)
Channel 24 (Wink, Noneg)
+-® T-1 Module Port 2 (Slot 13)

+-® T-1 Module Port 1 (Slot 14)

+-® T-1 Module Port 2 (Slot 14)

Restare ‘ Apply ‘ Dane | Help |

Figure 16-4 Trunk Configuration applet, with channel settings displayed

4 Click Timers.
Depending on the channel settings, you will see one of the following:
e The T-1 E&M Immediate Start Timers dialog box (Figure 16-5)
e The T-1 E&M Wink Start Timers dialog box (Figure 16-6)
e The T-1 Ground Start Timers dialog box(Figure 16-7)
< The ISDN Timers dialog box (Figure 16-8)
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1 E&:M Immediate Start Timers 5'
~Inbound Timet
Tirner (Defaulty Yalue (Milliseconds) |
Hit Counter Limit (10) Default
Answer Delay (TO) Default
Inter-Digit {15000) Default
Far-End Disconnect {(300) Default
Mear-End Disconnect {300 Diefault
CallWalidate (90) Diefault
~Outhound Timer
Timer {Default) Value (Milliseconds)
Wiait Answeer (0) Default -
‘Walidate Answer (00) Default
Error Duration (30000} Default
Far-End Disconnect (250) Default
Mear-End Disconnect (FO0)  Default
Wit Dial (200) Default
MITHEE Miratinn (00 Nafanlt =

Restore Defaults |

Cancel |

Figure 16-5 T-1E & M Immediate Start Timers dialog

3 T-1 E&M Wink Start Timers x|
rinbound Timer
Tirner (Detaulty walue (Milliseconds) |
Hit Counter Limit (10) Diefault -
Answer Delay (70) Detault
Inter-Digit (15000 Detault
Wwink Druration (190} Default
Far-End Disconnect (300) Default
Call Validate (90) Default
Mear-Ead Niscnnneet (NM Nefanl =
~Outhound Timer
Timer (Defaulf) “alue (Milliseconds) |
Errar Duration (30000 Default -
Far-End Disconnect (250) Default
Mear-End Disconnect (TO0)  Default
WWait Answer (0) Default
Walidate Answer (600} Default
i aximum Wink (280) Default
Waliriate Start Rinnal (7N Tisfanit =

Restare Defaults

o |

Figure 16-6 T-1E & M Wink Start Timers dialog
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xl
rInbaound Timet
Timer (Defaul | wvalue gaitisecondsy |
Hit Counter Limit (5) Default
Inter-Digit {10000) Default
Call Validate (90) Default

Outbound Timer

Timer (Defaulty Yalue (Milliseconds)
Error Duration (30000) Default -
Walidate Start Signal (4000%  Default
Wait Start Bignal (500 Default
Far-End Disconnect (250) Default
Wyait Dial (10) Default
MThiE Mratinn (1 N0 Mofantt ;I

¥ Wait for Dial Tane

Restore Defaults |

Cancel |

Figure 16-7 T-1 Ground Start Timers dialog

SDN Timers x|

~Inbound Timer

Timer (Default | value guilizecongs) |
AlertiConnect Timeout (0} Diefault
Inter-Digit (3000) Default

Maxirnurn wait for Caller Id (2000) Default

~Outhound Timer

Timer (Defaulty Value (Milliseconds)

[ Wyait for Caller ID

Restore Defaults |

Figure 16-8 ISDN Timers dialog
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5 Click the Value field of the timer that you want to edit.
A text box appears where you can type a hew value.

For information about specific T-1 trunk timers, refer to the following tables:

e Table 33-2, Inbound T-1 trunk timers (E&M Wink Start and E&M Immediate
Start), on page 4

= Table 33-3, Outbound T-1 trunk timers (E&M Wink Start and E&M Immediate
Start), on page 5

= Table 33-4, Inbound T-1 trunk timers (ground start), on page 6

= Table 33-5, Outbound T-1 trunk timers (ground start), on page 6

= Table 33-6, Inbound T-1 trunk timers (ISDN PRI), on page 7

6 If the channel or channels you are editing are configured for Ground Start
signaling, you can modify the Wait For Dial Tone setting by selecting or
deselecting that check box.

This check box tells Wave whether or not to expect dial tone on the channel before
dialing.

7 Click Apply to save your changes.

8 Click Done to return to the Management Console.

Setting analog timer values

Timer values are classified as either inbound or outbound, depending on the direction
of the call to which the timer applies. For more information about trunk timing values,
see “Trunk timing values” on page 33-4.

Caution: Do not modify these settings unless you are an expert.

To set the timing values an analog trunks:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Trunk Configuration icon, located in the Trunk Administration section.

4

3 Display and select the channel(s) you want to configure.
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Trunk Configuration
Vioice Settings

® RSC Expansion Board - Loop/Grnd (Slot 5, Ch:J3, Ports 1-8)
[#-® RSC Expansion Board - Loop Only (Slot 5, CH.J3, Ports 8-11)
-® RSC - Loop Only {Slot 6, CH:J1, Ports 21-23) [+ Enabled
ol Channel 01 (Loop q)
Channel 02 (Loop, Signaling: ILUDp Start vI THENS...
® Channel 03 (Loop, Modems)
% Analog DID Trunk Madule (Slot 10, CHJ1Y Trunk Group h
0ice Analo hd
- Analog Universal Module (Slat 11, Trunks 1-8, Stations 17-24) g
- G6/E4K CELIDEL (Slot 12)
% T-1 Module Part 1 (Slat 13) Transmit Gain: [0 =l
% T-1 Module Port 2 (Slot 13)
=% T-1 Module with Serial, Port 1 (Slot 14) Rizueiviz Gl | = |
+% T-1 Module with Serial, Serial IF (Slot 14)
Motes:
4 | »]
| Done | Help |

Ready.

Figure 16-9 Trunk Configuration applet, with channel settings displayed

Note: You must select channels with the same Signaling configuration.
Depending on your signaling configuration for the selected trunks, you will see

one of the following:
= The Analog Loop Start Timers dialog (Figure 16-10)

= The Analog Ground Start Timers dialog (Figure 16-11)
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~Inbound Timer
Timer (Default | vaiue itisecongs) |
Ring detect trigger (250} Default -
O drop infout) (400) Default
Discannest ¢10000) Default
SubseguentRing (8000)  Default |

- Outhound Timer

Tirmer (Default) WValue (Milliseconds)

Error Duration (30000) Default
Flash Duration (500) Default
Wiait Start Signal (H000) Default
Disconnect (2000} Default

Lasnis mint rEAA [a T

I
=l

v Wyait far Dial Tone

[+ \Wait for Caller ID

Restare Defaults |

Cancel |

Figure 16-10 Analog Loop Start Timers dialog

X
rInbaound Timet
Timer (Default | wvalue gMiliseconds) |

Ring detect tigger (250) Default -

GO drop (infouty (400) Default

Disconnect {10000) Default

Subsequent Ring (8000) Default

Inter-Digit {15000} Diefault

Hnld nff flach dfinfnd (FA00Y Mafanlt ;I

Outbound Timer

Timer (Defaulty Yalue (Milliseconds)
Error Duration (30000) Default
WWait Start Signal (5000) Default
Disconnect (2000) Default
Wait Dial {500y Default
CTMF Duration (100} Default

¥ Wwait far Caller ID

Restore Defaults |

Cancel |

Figure 16-11 Analog Ground Start Timers dialog
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4 Click the Value field of the timer that you want to edit.
A text box appears where you can type a hew value.
5 Enter a new value for the timer.
For information about specific analog trunk timers, refer to the following tables:
= Table 33-7, Inbound analog trunk timers (loop start, ground start), on page 7
= Table 33-8, Outbound analog trunk timers (loop start, ground start), on page 8

6 If you are using Loop Start signaling, you can specify the Wait for Dial Tone setting
by selecting or deselecting that check box.

This check box indicates whether Wave should expect a dial tone on the channel
before dialing.

7 If you are using Loop Start signaling, select the Wait for Caller ID check box if you
want to specify that the trunk should wait one ring for Caller ID information on an
inbound call and answer on the second ring. (Caller ID information will come
between the first and second rings.)

8 Click Apply to save your changes.

9 Click Done to return to the Management Console.

Configuring systemwide ISDN settings

Click

>

16-12

Systemwide ISDN settings enable you to specify company-wide information about
your ISDN channels, including how long-distance and international calls are dialed
when using ISDN.

To set systemwide ISDN settings:
1 If necessary, click the Administration tab of the Management Console.

2 Click the General Settings icon, located in the General Administration section.
3 Click the ISDN tab.
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General Settings

systern | PEX | PBXiAdvancedy | voice Mail dLimits)
Yaoice Mail {Interaction) ISDN Fault Monitar | Time Service

Outhound Caller ID

MNurmbering Plan Identifier: [E.164 =l

Type of Number: |Nati0na| LI

Inbound Caller 1D

Before a national numhber, insert: I

Before an international number, insert: I

| | Daone Help |

Figure 16-12 General Settings applet, with ISDN tab displayed

Specify the numbering plan identifier in the Numbering Plan Identifier
drop-down list as specified in your Service Confirmation Letter.

The NPI is used to indicate the general way phone numbers are constructed within
the Caller ID. The two most common numbering plans are E.164—the world-wide
ISDN numbering standard—and Unknown, indicating that the sender does not
want to specify a plan. Private indicates that the calling party may have a unique
string of digits fro the calling party ID.

Specify a type of number in the Type of Number drop-down list as specified in
your Service Confirmation Letter.

For example, the numbering plan you selected in step 2 may have four types of
numbers: Unknown, Subscriber (local), National (long distance), and
International.
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16-14

Caution: Do not modify this setting from the default value unless you are an expert.

Specify any digits to insert prior to a national number.

For example, when Wave receives a call specified as National, it prependsa lin
the Caller ID that is sent, so the receiver will know how to correctly return the call,
if necessary.

Specify any digits to insert prior to an international number.

For example, when Wave receives a call specified as International, it prepends a
011 in the Caller ID that is sent, so the receiver will know how to correctly return
the call, if necessary.

Click Apply to save your changes.

Click Done to return to the Management Console.
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Outside Lines Configuration

CHAPTER CONTENTS
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This chapter provides information about configuring call routing using Outside Lines.

Creating outside lines

Click

R

An outside line is an entity that maps Outside Line keys on digital telephones directly
to one or more trunks, simulating a key system for external telephone calls. Outside
lines are configured in the Outside Lines applet. You must associate the outside line
with a trunk in Trunk Configuration, and associate the outside line with keys on the
digital telephones in the User Configuration (Templates) applet.

To create an outside line:
1 If necessary, click the Administration tab of the Management Console.

2 Click the Outside Lines icon, located in the Trunk Administration section.
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Qutside Lines

Outside Lines | Outside Line Access Proﬂles'

Status | MName | Wariant |

| COpy... | Mewy... | Delete |

| | Daone Help |

Figure 17-1 Outside Lines applet

3 Select the Outside Lines tab, and click New to open the Outside Line dialog box.

17-2



Wave Global Administrator Guide

/} Outside Line |

Display Mame: ||
Variant: & Single Call (associated with a single trunk channely
 Multiple Call (associated with multiple trunk channels)

Inbound | outhound|
Forwarding

When husy, forward to extension |Mone

When no answer after £

Lelle]le

tings, forward to extension Maone

e |

Figure 17-2 Outside Line dialog, showing Inbound tab

Enter a Display Name for the outside line.

This name will appear in the Trunk Configuration applet, so make the name easy
to identify as an outside line.

Note: The Display Name field accepts up to 16 alphanumeric characters as well as
the following special characters: * ~ t # $ $ & * () - =+ | {} ;
, ./ < > ?

Choose the appropriate call variant.

< Single Call—allows you to associate this outside line with a single trunk in
Trunk Configuration

= Multiple Call—allows you to associate this outside line with multiple trunks
in Trunk Configuration

For a description of Single and Multiple Call variants see “Outside lines” on
page 28-26.
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6 Configure the Forwarding options in the Inbound tab.
a Select a busy forwarding destination in the first drop-down list.

b Select the number of rings before a call is forwarded in the second drop-down
list.

¢ Select the Ring No Answer destination in the third drop-down list.

7 Click the Outbound tab.

/} Outside Line |

Display Mame: ILine1
Variant: & Single Call (associated with a single trunk channely
 Multiple Call (associated with multiple trunk channels)
Inbound Outboundl
Digit Collection
Choose how many digits to dial when placing a call using this outside line:
' Use system Call Mumbering Plan.

 Always collect |D LI digits.

Restriction and Translation

Choose an Qutside Line Access Profile, used to block calls hased on the dialed
number and to modify the number sent to the central office.
Outside Line Access Profile: |Unrestricted LI

Edit... | New...

Selectthe calling party information to send to the central office.

Caller ID Format

Settings...
Hunt Order
o &)
-

o |

Figure 17-3 Outside Line dialog, showing Outbound tab

8 Configure the Digit Collection settings.

= Use system Call Numbering Plan—The system determines how many digits
to wait for depending on the first digits dialed. For example, under the North
American Numbering Plan, if a user dials a 1, the system waits for 10 more
digits before sending the number to the central office.

= Always collect n digits—Requires users to enter the specified number of
digits when using the outside line.
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9 Choose an Outside Line Access Profile from the drop-down list.

Click Edit to edit an existing outside line access profile, or click New to create a
new outside line access profile. See “Configuring outside line access profiles” o
page 17-6 for instructions.

10 Configure the Caller ID format.
a Click Settings in the Caller ID Format group box.
The Caller ID Format dialog opens.

/J caller ID Format |

External Caller ID

" 1lse External Caller ID from User Configuration

" Send Company Name and Main Mumber

" Send Station Mame and Internal Extension Mumber

" Send Station Mame and this Mumber: I
[ |3 vl

& Do Mot Send Caller 1D

e |

Figure 17-4 Caller ID Format dialog

b Select a Caller ID format.
¢ Click OK to close the Caller ID Format dialog box.
11 If you are configuring a Multiple Call Outside Line, select a trunk Hunt Order.

For information about trunk hunt order see “Trunk group hunt types” on
page 26-7.

12 Click OK to close the Outside Line dialog box.
The new outside line appears in the Outside Lines table.

n
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Qutside Lines

Outside Lines | Outside Line Access Proﬂles'

Status Wariant

Single Call

Edit... | Copy... | Mew... I Delete |

Restore

Apply | Done Help |

Figure 17-5 Outside Lines applet, showing new outside line

13 Click Apply to save your changes.

14 Click Done to return to the Management Console.

Configuring outside line access profiles

Configure outside line access profiles to create restriction and digit translation rules on
outside lines.

To configure outside line access profiles:

1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Outside Lines icon, located in the Trunk Administration section.
r*.; ; 3 Click the Outside Line Access Profiles tab.
"
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Qutside Lines

OQutside Lines Cutside Line Access Profiles |

Status | MName |

Local and Domestic Calls
Local and Toll Free Calls
Laocal, Domestic, and Intl. Calls
Mo External Calls

Unrestricted

Edit... | CORY... | Mew... | Delete |

Restore

Apply | Done

Help |

Figure 17-6 Outside Lines applet, showing Outside Line Access Profiles tab

4 To edit an access profile, select an access profile, and click Edit. To create a new
access profile, click New.

/3 Outside Line Access Profile |

Display Name:l

~Restriction and Translation Rule
Initial Digits Action
Otherwise Block
Edit... New... | [elete |

e |

Figure 17-7 Outside Line Access Profile dialog

5
6

If you create a new outside line access profile, enter a unique Display Name.

Click New to create a new rule, or click Edit to alter an existing step.
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17-8

4} Restriction / Translation Rule |

When the dialed number starts with
Action

& Allow the call.  Block the call.

Translation of the Dialed Mumber
& Zendthe number as dialed.

" Modify the dialed number as follows:

 Zend I instead ofthe dialed number.

e |

Figure 17-8 Restriction/Translation Rule dialog

If you are entering a new step, enter the initial digits for the reference telephone
number in the When the dialed number starts with text box.

Use x as a variable digit.

Select an action:
e Allow the call
« Block the call

Specify digit translation if necessary.

If you choose to allow the call, there are digit translation rules you can apply to the
dialed telephone number.
< If you want to send the telephone number exactly as it was dialed, select the
Send the number as dialed option.
= If you want to strip digits from the beginning of the telephone number, select
the Modify the dialed number as follows option, select the Strip check box,
and specify how many digits to strip.
< If you want to insert digits at the beginning of the telephone number, select
the Modify the dialed number as follows option, select the Insert check box,
and specify the digits to add.
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= If you want to add digits to the end of the telephone number, select the
Modify the dialed number as follows option, select the Append check box,
and specify the digits to add

< If you want to send a completely different telephone number, select the Send
option and specify the telephone number to send

10 Click OK to close the Restriction/Translation Rule dialog box.

11 Click OK to close the Outside Line Access Profile dialog box.

12 Click Apply to save your changes.

13 Click Done to return to the Management Console.

Linking trunks with outside lines

The Trunk Configuration applet has a Trunk Group option where an outside line can
be selected and associated with one or more trunks.

To associate an outside line with a trunk:

1

Click 2

g 3
\.:I;

4

L

6

If necessary, click the Administration tab of the Management Console.
Click the Trunk Configuration icon, located in the Trunk Administration section.

Configure your trunks according to “Configuring digital trunks and channels” on
page 5-10.

Select the outside line from the Trunk Group drop down list.

OL| appears at the beginning of each outside line available.

Trunk Group: |voice Analog LI
MNone

D10 Analog

DID Digital

Modems

OL | Multi Line 2 !

Voice Analog

Figure 17-9 Trunk Groups in Trunk Configuration applet

Click Apply to save your changes.

Click Done to return to the Management Console.
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Adding Outside Line keys to digital telephones

Click

2

17-10

The User Configuration (Template) applet’s digital telephone feature assignment
dialog has an Outside Line button feature that requires an outside line and other
parameters to be configured.

To create or edit a digital telephone template, refer to the instructions in “Configuring
telephone templates” on page 10-1.

To include outside line keys on existing telephones, refer to the instructions in
“Configuring telephone templates” on page 10-1.

To associate an outside line with a digital telephone key:
1 If necessary, click the Administration tab of the Management Console.

2 Click the User Configuration (Templates) icon, located in the PBX Administration
section.

3 Edit the digital telephone features.

You can select a user from the list and make changes to individual telephones from
the Telephone tab, or select a digital telephone template, alter the template, and
apply this template to multiple digital telephone users.
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/= Edge 100-12 Basic [ %]

Ok | Cancel |

Figure 17-10 Telephone Template dialog, showing the Edge 100-12 telephone

4 Select a feature key from the digital telephone template dialog box.

5 Select Outside Line from the Feature drop-down list in the Feature Button
Configuration dialog box.
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3 Feature Button Configuration ﬂ
Feature: |Outside Line LI
Outside Line:
ILine 1 LI

Additional Settings:

[v| Do nat allow break-in

[ Oft-hook ting

VA i
[ Do not ring the telephone

e |

Figure 17-11 Feature Button Configuration dialog, showing Outside Line feature

6 Select an outside line from the drop-down list.

7 Configure any additional settings.

Do not allow break-in—for the Single Call variant only, checking this setting
allows you to deny break-in on any calls on this outside line key. This does
not affect instances of the outside line on other telephones. Break-in is not
supported on the Multiple Call variant of Outside Lines.

Off-hook ring—checking this setting allows the telephone to ring when the
handset is off-hook

Automatic Line Selection—checking this setting allows this line to be selected
for making calls automatically when an external access digit is dialed, or for
answering calls when the telephone goes off-hook

Do not ring the telephone—checking this setting is equivalent to a Do Not
Disturb for this line. When a call comes in on the outside line the telephone
will not ring, but the LED will flash amber.

8 Click OK to close the Feature Button Configuration dialog box.

9 Click OK to close the telephone template dialog box.

10 Click Apply to save your changes.

Click Done to return to the Management Console.

17-12



Chapter 18

PBX Feature Configuration

CHAPTER CONTENTS

Authorization codes . . . ... . ... 18-1
Call Park options . .. .. oo 18-3
Call pickup groups . . . ..o o 18-4
Caller ID . . 18-6
Dialing time-0ut . . .. ... 18-12
Emergency dialing . . . ... . 18-12
External call routing restrictions . . .. ... ... . 18-13
MusicOnHoId . . . ... .. 18-14
PUDIiC AdAressS . . . .o 18-15
NIght ANSWeET . . .o o 18-16
System Speed Dial. . . .. .. ... 18-18
Virtual eXteNSIONS . . . . ..ot 18-22
ZONE PAGING GIOUPS .« « « o v e e et e ettt e e e 18-23

Authorization codes

Use the Authorization Codes applet to configure numeric passwords that allow users
to place calls on telephones and telephone lines where call access is restricted.

Authorization codes can be used on analog telephones and Vertical Communications
digital telephones. On Vertical Communications digital telephones, authorization
codes can be used on primary and secondary line appearances and outside lines. Refer
to the Vertical Edge Digital Phone User’s Guide and the Vertical Edge Digital Phone Quick
Reference Guide for information about using authorization codes.

Note: Authorization Codes cannot be used on IP telephones in this release.
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To add authorization codes:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the Authorization Codes icon, located in the PBX Administration section.

I
Authorization Codes

[ Enahle Authorization Codes

Autharization Description | Access Profile | Outside Line
Code Access Profile
...... | M | |
| | Daone Help |

Figure 18-1 Authorization Codes applet

3 Click New to open the Authorization Code dialog box.

2} Authorization Code |
Authorization Code: IQSSDQ
Description: I
Access Profile: |Unrestricted

i
i

Outside Line Access Profile: |Unrestricted

e

Figure 18-2 Authorization Code dialog

The Authorization Code field is automatically populated with a randomly selected
unused 5-digit number. You may change this number to any 3- to 12-digit number.

4 Enter a Description.

5 Choose an Access Profile from the drop-down list.
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The Access Profile determines what types of calls can be made on an Wave
extension using this authorization code.

6 Choose an Outside Line Access Profile from the drop-down list.

The Outside Line Access Profile determines what types of calls can be made on an
outside line using this authorization code.

7 Click OK to add the Authorization Code to the list.
8 Check the Enable Authorization Codes check box.

Authorization codes cannot be used until the Enable Authorization Codes check
box is checked. When you are ready to enable authorization codes, check the
Enable Authorization Codes check box.

9 Click Apply to save your changes.

10 Click Done to return to the Management Console.

Call Park options

Call Park places a call on an extension or in a system parking slot for retrieval from
another telephone.

Call Park

Hold |1 an *I seconds hefore ring hack
System park |1 20 vI seconds hefore ring back

SelfiDirected park Iunlimited 'I seconds hefore ring hack

[ | Require manual line selection to answer ring hack for heldiparked call

Figure 18-3 General Settings applet, Call Park options
In the General Setting applet, PBX (Advanced) tab, in the Call Park group box, specify
the following call park settings:

< Hold nseconds before ring back.

In the Hold drop-down list, select the number of seconds that Wave waits for a
user to pick up a held call. If the call is not picked up within the specified time,
Wave rings the extension from which the call was held.
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If you specify unlimited seconds, then Wave does not ring back the extension.
System park n seconds before ring back.

In the System park drop-down list, nis the number of seconds that Wave waits for
a user to pick up a parked call. If the call is not picked up within the specified time,
Wave rings the extension from which the call was parked.

If you specify unlimited seconds, Wave does not ring back the parking extension.

An Enhanced Caller ID telephone or a digital telephone with a display is required
to system park a call, but any telephone can be used to retrieve a system parked
call.

Self/Directed park n seconds before ring back.

In the Self/Directed park drop-down list, select the number of seconds that Wave
waits for a user to pick up a self-parked (or directed-parked) call. If the call is not
picked up within the specified time, Wave rings the extension from which the call
was parked.

If you specify unlimited seconds, then Wave does not ring back the extension.
Require manual line selection to answer ring back for held/parked call

When you pick up the handset of a phone that has a call on hold or a parked call
on the primary line, you can choose whether the phone connects you to the
held/parked call or gives you dial tone on a different line to place a new call.

= If checked, the phone provides dial tone when picked up. To connect to the
held/parked call, you must select its line manually.

= If unchecked, picking up the phone connects you to the held/parked call on
the primary line.

Call pickup groups

18-4

You can configure call pickup groups—groups of extensions that can be answered by
all the users in the group using the Group Pickup telephone feature—and add
extensions to them in the User Configuration (Template) applet. An extension can
belong to only one pickup group. There are two methods to pick up a call in a pickup
group:

Group—Any group member can answer the ringing extension of any other
group member. Members in this group press the Group Pickup button on the
digital telephone or dial *74 to answer a call
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Extension—A user specifies which ringing telephone he or she wants to answer.
The user presses the Extension Pickup button on the digital telephone, or dials
*75+extension to pick up calls. Directed pickup works only for members of the
same pickup group, or if neither extension is in a pickup group.

To create a pickup group

1
2

7

If necessary, click the Administration tab of the Management Console.

Click the User/Workgroup Management icon, located in the PBX Administration
section of the Management Console.

Log on to the User/Workgroup Management applet, which opens in a remote
access window. For information on navigating in the User/Workgroup
Management applet, see “Using the User/Workgroup Management applet” on
page 2-9.

Choose File > New > Pickup Group. The Pickup Group dialog box opens.

%3 Untitled - Pickup Group

Mame: ||

— Member

Ayailable extensions: Members:

Ales Warhus
s Anil Patelone
s Chad Traltes fdd >> |
s Charles DeCraig
s Warkey Ewin <« Hamoz |
s Craig Pin

Demao Phonel

§ ?em.o F'folne2 LI

QK I Cancel | Help |

Enter a Name for the Pickup Group.

Select the users you want and move them into the Members list by clicking Add.
Hold down the CTRL key as you click to select multiple users.

Click OK.

Pickup Groups you have defined appear in the Pickup Groups view. Click its icon in
the view bar of the User/Workgroup Management applet to see and manage Pickup
Groups.
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Caller ID

18-6

Caller ID refers to the telephone number and name that identify a caller. There are thre
classifications of Caller ID: external, internal, and inbound.

External Caller ID

External Caller ID refers to the name and number that identifies the caller when a call
is sent by Wave over a trunk to the central office. External Caller ID can only be sent on
an ISDN-PRI trunk. Wave does not send Caller ID on analog trunks, and if Caller ID is
enabled on T-1 wink start or ground start trunks, the central office must be capable of
receiving ANI/DNIS format.

In order to send a name with the Caller ID information, the call must be placed on an
ISDN trunk, the Send Caller Name option must be selected in the trunk configuration,
and the far end has to accept the name. See “Configuring digital trunks and channels”
on page 5-10 for information about enabling Caller ID on digital trunks.

When an internal extension initiates a call, its external Caller ID is determined by the
settings configured in the General Settings and the User dialog box, User\External
Caller ID tab. When a trunk initiates an outbound call (a tandem call) the external
Caller ID is the same as the received Caller ID (or it is the trunk group name if no Caller
ID is received).

By default, Wave sends no Caller ID to the trunks. Outbound trunk groups, outside
lines, and IP telephony call destinations are the gatekeepers of Caller ID. At this level
Wave decides whether to send Caller ID to the trunk and in what format (see Figure
18-4).

To send Caller ID with outbound calls, you must perform the following tasks:

= Configure trunk-specific Caller ID settings (see “Configuring trunk-specific
Caller ID settings” on page 18-9).

= Configure the systemwide Caller ID settings (see “Configuring systemwide
Caller ID settings” on page 18-10).

By default, all internal extensions send the external Caller ID specified in the General
Settings applet. For users with specific Caller ID requirements, configure the Caller ID
settings in the User dialog box to override the General Settings Caller ID format (see
“Configuring user-specific Caller ID settings” on page 18-12).
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Hierarchy of external Caller ID settings

As shown in Figure 18-4, Caller ID information is configured at three different levels:
trunk-specific, extension-specific, and systemwide. The systemwide Caller ID can be
overridden by extension-specific settings, and the extension-specific settings can be
overridden at the trunk-specific level.

For example, if at the systemwide level you choose to use the Company Name and
Main Number, and at the extension level you choose to send no Caller ID, Caller ID will
not be sent by that extension. However, if at the trunk level you choose to send the
Company Name and Main Number, then the Company Name and the Company Main
Number are sent even though the extension specified otherwise.

If you choose Use External Caller ID at the User dialog box level, and Use External

Caller ID from General Settings at the extension level, all Caller ID information
depends upon what is set at the systemwide level in the General Settings applet.

18-7
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Trunk-specific Caller ID format (Trunk Groups, IP Telephony, Outside Lines):

~External Caller [T

{" 1)se External Caller ID from User Configuration

" Send Company Name and Main Mumber
" Send Station Mame and Internal Extension Mumber
" Send Station Mame and this Mumber: I
[ plus (ast Iﬁ digits oficalling exdension mumker

& Do Mot Send Caller 1D

» Extension-specific Caller ID format (User/Workgroup Management, User dialog box,
User \ External Caller ID tab):

User A\ External Caller ID

(* Use external caller 1D from General Settings

{~ Send company name and main Aumber

(= Send station name and this number:
= Do not send caller 1D

{~ Send organization name

Systemwide Caller ID format (PBX tab of General Settings):

External Caller ID

" Send Company Name and Main Mumber

¢ Send Station Mame and this Mumber: I

= plus (ast |3 'l digits of calling extension numhber

& Do Mot Send Caller 1D

Figure 18-4 Caller ID format dependencies, showing system defaults

Internal Caller ID

Internal Caller ID refers to the name and number from an station-to-station call
originating on the Wave ISM or a PBX connected to the Wave ISM. Internal Caller ID
for extensions is always the Display Name and the extension number configured in the

User dialog box.
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Inbound Caller ID

Inbound Caller ID refers to the name and number received from an inbound call from
an inbound trunk group, IP telephony source, or outside line. When a call arrives from
a trunk (or IP telephony source), Wave might or might not receive Caller ID. If the
Wave does receive Caller ID, this information is sent along with the call to its
destination, whether it be internal or external.

If Caller ID is not received, Wave assigns Caller ID information to the call depending
on the call source:

< Inbound Trunk Group—If the name is missing, the trunk group name (DID
Digital, for example) is sent. If the number is missing, no number is sent.

< IP Telephony—If the name is missing, “IP Telephony” is sent. No number is sent
with an IP telephony call.

= Outside Line—The name of the outside line is always sent. No number is sent on
outside lines.

Configuring trunk-specific Caller ID settings

The trunk-specific Caller ID format determines whether Caller 1D will be sent to the
trunk and in what format. In the Trunk Groups, IP Telephony, and Outside Lines
applets, you can configure the Caller ID values as they are supported by the trunks
associated with the outbound trunk group, IP call destination, or outside line.
Configuring Caller ID on a particular outbound trunk group affects all the trunks and
digital channels associated with the trunk group.

Caution: Check your service confirmation letter to determine whether Caller ID is
supported on your trunks and in what format. Sending Caller ID to a trunk that doe not
support it might cause your calls to fail.

To configure trunk-specific Caller ID settings:

1 Navigate to the appropriate Caller ID settings for your application.

= Trunk group—Open the Trunk Groups applet, edit a trunk group, and select
the Out tab.

= |P call destination—Open the IP Telephony applet, IP Call Destination panel,
and edit a call destination.

18-9
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18-10

Outside line—Open the Outside Lines applet, edit an outside line, select the
Outbound tab, and click Settings in the Caller ID Format group box.

2 Select a Caller ID setting (see Figure 18-4).

Use External Caller ID from User Configuration—for calls initiated from
stations, sends Caller ID (as it is specified in the User dialog box)

Send Company Name and Main Number—sends the Company Name and
Company Main Number

Send Station Name and Internal Extension Number—for calls initiated from

stations, sends the Display Name and extension number set in the User dialog
box.

Use this setting for trunks connected to other PBXs.

Send Station Name and this Number—for calls initiated from stations, sends
the call source Display Name and the number specified in the adjacent field

If the check box is selected, the specified number of digits from the calling
extension number are appended to the digits specified in the field.

You can use this setting to provide the station name and DID number on
outbound calls. It is recommended that you set this at the systemwide level in
the General Settings applet.

Do Not Send Caller ID—sends no Caller ID from this trunk group, IP call
destination, or outside line

Use this setting for trunks that do not support Caller ID, or for trunks where
Caller ID should be blocked.

Configuring systemwide Caller ID settings

Configure the systemwide Caller ID settings for calls initiated by internal extensions in
the General Settings applet. Remember that the external Caller ID is only sent to the
central office if the trunk group is configured to send external Caller ID.

To configure systemwide Caller ID settings:

1 Enter the Company Name and Company Main Number in the General Settings
applet, System tab.

The Company Name can include up to 16 alphanumeric characters. Caller ID
cannot send more than 15 characters over ISDN.
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General Settings

vaice Mail (rteractiony | 1SDN | FaultMonitar | Time Senice
Systern FBEX | FPBEX (Advanced) | Woice Mail (Limits)

Company Mame: I

Main Mumhber: I

Figure 18-5 General Settings applet, System tab

2 Select a default External Caller ID setting for calls initiated by stations in the
General Settings applet, PBX tab (see Figure 18-4).

Send Company Name and Main Number—sends the Company Name and
Company Main Number (entered in the General Settings System tab)

Use this setting to provide some Caller ID information while keeping the
actual calling extension number private.

Send Station Name and this Number—sends the Station Name (entered in
User Configuration (Templates)) followed by the digits entered in the
adjacent field

If the check box is selected, the specified number of digits from the calling
extension number are appended to the digits specified in the field.

[External Callerp———————————————————————————————— i

" Send Company Name and Main Mumber

& Send Station Mame and this Mumber: |408522?

|3 'l digits of calling extension numhber

| £ Do Not Send Caller ID

Figure 18-6 External Caller ID example sending a DID number

For example, if you enter 4085227, and specify that the last 3 digits be added
to the number, a call from extension 1234 will send the number 408-522-7234.

Use this setting to provide the station name and DID number on outbound
calls.

Send Organization Name—sends the name of the Organization to which the
calling user belongs. For more about Organizations, see “Using
Organizations” on page 21-2.

Do Not Send Caller ID—Wave will not provide External Caller ID.
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Configuring user-specific Caller ID settings
By default all users send the external Caller ID format specified in the General Settings
applet. To override the systemwide Caller ID settings for a specific user, see “The User
\ External Caller ID tab” on page 11-15.
Dialing time-out

Configure the settings that determine how long Wave should wait after you finish
dialing before placing the call.

GO i

hen dialing, wait up to |1 1] 'l seconds for next digit to be entered.

Require external access code to dial 911

Figure 18-7 General Settings applet, Dialing options

Click In the General Setting applet, PBX (Advanced) tab, set When dialing, wait up to n
seconds for next digit to be entered. This drop-down list sets the dialing timeout. If the
p specified time elapses before another digit is pressed, Wave will stop collecting digits
and attempt to route the call based on the digits collected.

The dialing timeout is useful for dialing numbers of a length not expected by your
dialing plan. For example, in North America, numbers are generally 7, 10, or 11 digits
in length. If you are dialing an international number the length of the number will be
longer than expected, or if you are dialing the local operator the number will be shorter.
After you have finished dialing the number, Wave will wait the number of seconds
specified in the drop-down list, and place the call as dialed.

Emergency dialing

By default, Wave is configured so that users must dial the external access code before
dialing 911 to reach emergency services. This setting helps to prevent accidental calls
to 911. If you want to allow users to dial 911 without having the dial the external access
code, deselect the Require external access code to dial 911 (see Figure 18-7) check box
in the General Setting applet, PBX (Advanced) tab.

Be sure that all users know whether they need to dial the external access code in an
emergency.
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External call routing restrictions

Any time a call comes in to the Wave ISM and is routed back out on another trunk
(trunk-to-trunk), you must consider these external call routing restriction options. In
this scenario a call is physically connected across two external trunks through the Wave
ISM.

Scenarios include off-site call forwarding, off-site transferring, and conferencing where
two or more parties is an external telephone number. These options can also affect your
inbound call routing wherever you have an inbound call routed to an external
destination.

;-"Truu'niug

[+ Off-Site Call Forward Passward Required

[+ Allows Trunk-to-Trunk Connections

: V| Allow Analog Loop-Start Trunk-to-Trunk Connections

Trunk-to-Trunk Maximum Connect Time (Minutes): (240 -

Figure 18-8 General Settings applet, Trunking settings

Click You can configure the following options in the General Setting applet, PBX (Advanced)
tab, in the Trunking group box:
P = Off-Site Call Forward Password Required—Select this check box if users must

enter their Voice Mail passwords when forwarding their telephone calls to an
external number.

If you select this option, users must enter their Voice Mail passwords after
specifying the external number when they forward their calls to an external
telephone number. Instructions for off-site call forwarding are available in the
Vertical Edge Digital Phone User’s Guide.

Note: this option does not apply if a user is forwarding their telephone to a
Private Networking destination.

= Allow Trunk-to-Trunk Connections—To allow inbound calls to be routed to an
external telephone number, through forwarding, transferring, or inbound
routing, you must select this check box. Also, select this check box to allow
conferences where two or more parties are external telephone numbers.

< Allow Analog Loop-Start Trunk-to-Trunk Connections—Select this check box to
permit direct calls between analog loop-start trunks. Many connections of this
type are left open, even after both parties hang up. If you select this check box,
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you can specify a maximum connect time in the Trunk-to-Trunk Maximum
Connect Time field to ensure that the connection is closed after a specified
amount of time.

= Trunk-to-Trunk Maximum Connect Time (Minutes)—This setting causes Wave to

disconnect any trunk-to-trunk calls after the specified time limit. Setting this
option helps avoid a situation where a trunk-to-trunk call is in a loop (for
instance, both sides are busy) where neither side knows to terminate the call.
Select Unlimited to prevent Wave from automatically terminating a
trunk-to-trunk call.

Music On Hold

Click

>
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To enable Music On Hold:

1 If necessary, click the Administration tab of the Management Console.

2 Click the General Settings icon, located in the General Administration section.
3 Select the PBX tab.

4 Select a Music On Hold setting.

Music On Hold

| £ Extemal (Audio Input Jack)

(3' Internal (Audio File): |music LI

| Disabled

Figure 18-9 General Settings, Music On Hold settings

= External (Audio Input Jack)}—Music On Hold from an external source requires
third-party hardware as a music input source. Typically, CD players, radios, or
specialized music-on-hold devices are used. Once it is installed, anyone who
presses the telephone Flash or Hold button will hear music-on-hold. For a full
discussion of external Music On Hold sources, see the Vertical Wave IP 2500
Hardware Reference Guide.

< Internal (Audio File)—This option is enabled if WAV files are present in the Wave
C:\Inetpub\Ftproot\Options\Music directory. See the next section. Before you
select this option, you must configure a system port in the Resource Management

applet.
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a If necessary, click the Administration tab of the Management Console.

Click b Click the Resource Management icon, located in the PBX Administration
section
W
¢ Expand the Application Resources folder.
e W

d Expand the Music On Hold folder and select Wave Player.

e Select a port from the TAPI/WAVE Ports drop-down list (on the right side of
the applet).

f Click Apply to save your changes, and click Done to close the Resource
Management applet.

e Disabled—Disables Music On Hold.

Note: After you click Apply or Done, Music On Hold takes effect immediately.
However, calls currently on hold without music will remain without music. If you
switch from an Internal to an External hold music source, SIP calls currently on hold
will continue to hear the Internal music.

Using custom audio files for system hold music

You can use your own WAV audio files for system hold music by doing the following:

= Place the .WAV files in the following directory on the Wave ISM computer:
C:\Inetpub\ftproot\Private\Options\Music

= For a.WAV file to play over SIP trunks and stations, you must also place codec
files with the same filename as the WAV file in the following directory on the
Wave ISM computer: C:\Inetpub\ftproot\Private\Options\IpMOHMusic. For
example, Name.wav, Name_3bit.g723, Name_5bit.g723, Name.g729.

Public Address
Public Address requires third-party hardware for amplification on an analog-only
Wave system. If you have digital telephones, the speakers on the telephones act as a

public address system and announcements are sent to digital telephone speakers as
well as the overhead public address system.

18-15



Wave Global Administrator Guide

Click

>

To enable the public address system:

-—

If necessary, click the Administration tab of the Management Console.
2 Click the General Settings icon, located in the General Administration section.
3 Select the PBX tab.
4 Select the Enable Public Address check box.
i)
[¥| Enable Public Address

Figure 18-10 General Settings applet, Enable Public Address setting

Once Public Address is enabled, users can make announcements over the public
address system and digital telephone speakers by pressing the System Page key on
digital telephones, or dialing * 11. For more information about the System Page key see
“Page” on page 14.

Night Answer

Click

>
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The Night Answer feature enables you to manually place Wave into a mode where
inbound calls are redirected to predetermined destinations. You can configure any on-
or off-premise telephone number as the destination.

On digital telephones, configure a Night Answer button to activate and deactivate
Night Answer. When Night Answer is active, the LED flashes red. When Night
Answer is not active, the LED is dark.

On telephones without a Night Answer button, dial *85 to activate Night Answer and
*86 to deactivate Night Answer.

To configure Night Answer:
1 If necessary, click the Administration tab of the Management Console.
2 Click the General Settings icon, located in the General Administration section.

3 Inthe PBX tab of the General Settings applet, select the Night Answer Mode check
box and enter a destination in the Default Night Answer Destination field.
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Might Answer Service

Default Might Answer Destination: I

[ Might Answer Mode

Figure 18-11 Night Answer Service group box

Edit your inbound trunk groups’ Inbound Routing Tables to specify the correct
night answer mode in the Night Answer Mode field.

< If you are configuring your incoming T-1 or analog trunks for Night Answer,
open the Trunk Groups applet and edit your Inbound Routing Tables.

= If you are configuring your incoming IP Telephony calls for Night Answer,
open the IP Telephony applet, select Default Inbound Routing from the Call
Routing folder, and click the Edit Inbound Routing Table button.

The available Night Answer Modes are as follows:
= Not Used—disables the Night Answer Mode for this trunk group

= Use System Default—uses the Default Night Answer Destination specified in
the General Settings applet

Note: Select an Access Profile for Tandem Calls in the Inbound Trunk Group
dialog and enable Allow Trunk-to-Trunk Connections in the General Settings
(PBX (Advanced) tab) if the Default Night Answer Destination you specified
in General Settings is an off-premise call and not routed using the Global
Access outbound routing rules.

= User Defined—uses the destination that you enter in the Night Answer
Destination field in the Inbound Routing Table and it overrides the system
default specified in the General Settings applet

Note: Select an Access Profile for Tandem Calls in the Inbound Trunk Group
dialog and enable Allow Trunk-to-Trunk Connections in the General Settings
(PBX (Advanced) tab) if the Night Answer Destination you specified is an
off-premise call and not routed using the Global Access outbound routing
rules.

Note: The night answer mode configuration is not allowed for the Modem trunk
group.

If you want to configure digital telephones with a Night Answer button, change
the configuration of the those telephones in the User Configuration (Templates)
applet.
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System Speed Dial

Use the System Speed Dial applet to assign three-digit speed dial numbers to telephone
numbers that your organization uses frequently.

System speed dial numbers can be used on analog and digital telephones. Refer to the
Vertical Communications Vertical Edge Digital Phone User’s Guide and the Vertical Edge
Digital Phone Quick Reference Guide for information about using system speed dial.
Find System Speed Dial information in the following sections:

= Adding speed dial numbers

= Setting the System Speed Dial password

« Adding speed dial numbers using the telephone

Adding speed dial numbers

To add speed dial numbers in the System Speed Dial applet:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the System Speed Dial icon, located in the PBX Administration section.

&
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System Speed Dial

Index | Telephone Numhber | Description |
M., | Delete |
[v| Overtide Caller's Access Profile with: |Unrestricted LI
v Override Callet's Outside Line Access Profile with: |Unrestricted LI

Change Password... |

| | Done Help |

Figure 18-12 System Speed Dial applet

3 Click New to open the Add New Index dialog box.

/3 Add New Index |

Indes: joon

Telephone # |

Description: |

=

Figure 18-13 Add New Index dialog

4 Enter the speed dial number in the Index field.

The Index field is automatically filled in with the next available index number. You
can enter any number in the range 000-999.

b Enter the telephone number in the Telephone # field.
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A telephone number can be any digit sequence up to 32 digits in length. Be sure to
include the external access code if necessary.

Note: Telephone numbers for external calls must include the first digit defined in
the First Digit Table applet for external dialing access. These external speed dial
numbers can be dialed using primary lines, secondary line appearances, and
outside lines.

6 Enter a description for the speed dial number.

A description can be any character sequence up to 32 characters in length.
7 Click OK to close the Add New Index dialog box.
8 Click Apply to save your changes.

9 Click Done to return to the Management Console.

Setting the System Speed Dial password

The System Speed Dial password applies to all speed dial numbers.

To set the System Speed Dial password:
1 If necessary, click the Administration tab of the Management Console.

Click 2 Click the System Speed Dial icon, located in the PBX Administration section.

Qj 3 Click Change Password.

/J change Password... |

Enter MNew Password: I
Confirm Password: |

e |

Figure 18-14 Change Password dialog

Enter a five-digit password in the Enter New Password field.
Enter the password again in the Confirm Password field.
Click OK.

N e a1 A

Click Apply to save your changes.
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Click Done to return to the Management Console.

Adding speed dial numbers using the telephone

To add speed dial numbers using the telephone:

1

2
3
4

From any telephone on Wave, dial *88.

Enter the five-digit System Speed Dial password.
Enter the three-digit speed dial index number.
Enter the telephone number.

A telephone number can be any digit sequence up to 32 digits in length. Include
the trunk access code (for example, 9) for external calls.

Press # to save the number.
For example:

*88 + [password] + [index] + [telephone number] + #
For example, you might enter:

*88 12345 123 914085551212 #

If the password is correct, Wave responds with two beeps indicating that the speed
dial number was created. The number will overwrite any number previously
stored at that index.

If the password is incorrect, Wave responds with a fast-busy tone.

A description is entered in the System Speed Dial table indicating the extension
number from which the speed dial number was entered. You can open the System
Speed Dial applet to edit the description.

Overriding access profiles

By default, Wave will not override an access profile assigned to a line appearance or an
outside line in order to route a call initiated with a system speed dial number. For
example, if an extension does not have permission in its access profile to dial long
distance numbers (a extension’s telephone line appearances or outside lines might
have Local Only access profiles assigned to them), a user cannot use the system speed
dial numbers that correspond to long distance telephone numbers on that extension.
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Click

If you want users with restrictive access profiles to be able to use system speed dial
numbers that require a higher level access profile, you must override the user’s access
profile in the System Speed Dial applet.

To override user access profiles when using System Speed Dial:

1
2

3

If necessary, click the Administration tab of the Management Console.

Click the System Speed Dial icon, located in the PBX Administration section.

Check the appropriate override options.

¥ Cwerride Caller's Access Profile with: |Unrestricted

[
[

[+ (warride Caller's Gutside Line Access Profile with: |Unrestricted

Change Password... |

Figure 18-15 System Speed Dial access profile options

= Override Caller’s Access Profile—allows Wave to override a line appearance
access profile with the specified access profile when a user dials any system
speed dial number on a Wave extension.

= Override Caller’s Outside Line Access Profile—allows Wave to override
outside line access profiles with the specified access profile when a user dials
any system speed dial number on an outside line.

Select the appropriate access profiles from the drop-down lists.

Note: Access profiles for line appearances are configured in the Outbound Routing
applet; refer to “Configuring specific access profiles” on page 9-10. Access profiles
for outside lines are configured in the Outside Lines applet; refer to Chapter 17,
Outside Lines Configuration.

Click Apply to save your changes.

Click Done to return to the Management Console.

Virtual extensions

18-22

Configure virtual extensions for users who do not need a physical telephone, but
require an office extension. These users might be employees who work on the road
with a cell phone, but who need to have an office extension listed in the Voice Mail
Names Directory (see Chapter 13, Configuring Auto Attendants).
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To configure virtual extensions:

1
2

a o1 A W

8
9

If necessary, click the Administration tab of the Management Console.

Click the User/Workgroup management icon, located in the PBX Administration
section. Log in to the User/Workgroup Management applet when it opens in the
remote session window.

Click File > New User to open the User dialog box.
Enter appropriate name information.
Enter an Extension number.

Under Associated device, use the Slot:port section to select No Slot Selected and
No Port Selected from the drop-down lists.

Select Analog from the Telephone type list.
On the User\External Caller ID tab, select Do Not Send Caller ID.

Configure other user options as needed.

10 Click OK to close the Configure User dialog box.

Zone paging groups

Zone paging groups allow you to page a group of digital telephones simultaneously.
Zone paging groups are configured in the Zone Paging Groups applet.

Note: The Wave system has a maximum of 20 groups, including hunt groups, trunk
groups, and zone paging groups.

If you have an overhead public address system connected to the Wave ISM, it will not
be included in any zone paging group. See “Public Address” on page 18-15.

To create a zone paging group:

1
2

If necessary, click the Administration tab of the Management Console.

Click the Zone Paging Groups icon, located in the PBX Administration section.
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Zone Paging Groups

Status | MName | Zone |
Edit... | New... | [elete |
Festore Arply | Done Help |

Figure 18-16 Zone Paging applet

3 Click New to open the Zone Paging Group dialog box.

3 Zone Paging Group ﬂ

Marne I

[ Include External Paging (over Public Address)

Member

Extension MName

Add Rermoye |

e |

Figure 18-17 Zone Paging Group dialog

4 Select a zone number from the Zone drop-down list.

5 Enter a descriptive name for the zone paging group in the Name field.
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6 Click Add to open the Add Zone Paging Group Members dialog box.

3 Add Zone Paging Group Members E

Select new members fram the list and click Ok to add them to t...

112 - Tam Slick
113 - Jim Page
114 - John Robinson [
115- Jane Doe

116 - Jerry Rice

117 - Kelly Davis

-

o |

Figure 18-18 Add Zone Paging Group Members dialog

Note: Only digital telephones, configured in the User Configuration (Templates)
applet, appear in the list.

7 Select members from the list for the zone paging group.
8 Click OK.

The Members list is populated with the members you selected.
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3 Zone Paging Group ﬂ

Marne I

[ Include External Paging {over Public Address)

Members
Extension MName
113 Jim Page
115 Jane Doe
M7 Kelly Davis
1 Drave Smith
122 Terri Caldwell
123 Andrea Kelley
124 Andrew Davis

Add |
e |

Figure 18-19 Zone Paging Group dialog, showing group members

9 Click OK.
The new zone paging group appears in the Zone Paging Groups applet.

Zone Paging Groups

Status MName Zone

Modified

Restare Apply | Daone Help |

Figure 18-20 Zone Paging Groups applet, showing a zone paging group

10 Click Apply to save your changes, and click Done to close the Zone Paging applet.

18-26



Wave Global Administrator Guide

Refer to the Vertical Edge Digital Phone User’s Guide and the Vertical Edge Digital Phone
Quick Reference Guide for information about using the Page feature.
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Managing System Prompts and Audio
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About system prompts and audio

System prompts are audio prompts that Wave plays to callers and users. System
prompts offer callers menu choices and provide menus and instructions to users. This
chapter explains how to play and rerecord the system prompts used throughout
Wave.You can use the standard prompts included with the system or record over them
to create customized prompts.

The chapter also describes how to set up hold music, which enables callers to hear
music whenever they are put on hold by a user or the system.

Setting general system prompt options

This section describes general system-wide options you can set for system prompt
behavior.
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Setting the system prompt language

You can choose which language system prompts play in by default. Individual users
can select a different language for prompts that are played to users and callers
navigating their accounts.

To set the default system prompt language:

1

[ B — T FC R V)

From the Management Console, click the icon for User/Workgroup Management,
located in the PBX Administration section. The User/Workgroup Management

applet opens. See “Using the User/Workgroup Management applet” on page 2-9
for information about navigating in the User/Workgroup Management applet.

Choose Tools > System Settings. The System Settings dialog box opens.
Choose the Audio tab.
From the Default system prompts dropdown list, select the language you want.

Click oK.

Presenting a confirmation prompt before voicemail

You can choose whether or not callers hear the prompt, “To leave a message press 1, or
press * to return to the menu” after they hear a user’s voicemail greeting. See “Setting
general ISM settings” on page 4-4.

The System Prompts view

19-2

The System Prompts view in the User/Workgroup Management applet allows you to
listen to and change the recordings used for standard system prompts and auto
attendants. For example, when you are setting up your Wave system, you typically go
to this view to change the default Greeting prompt so that it contains your company
name.
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To display the System Prompts view:

1 From the Management Console, click the icon for User/Workgroup Management,
located in the PBX Administration section. The User/Workgroup Management

applet opens. See “Using the User/Workgroup Management applet” on page 2-9
for information about navigating in the User/Workgroup Management applet.
2 Click the System Prompts button in the view bar to open the System Prompts view.

System Prompts - Yertical Wave Global Administrator

File Edit Wew Tools Swstem Prompts Help

g-lom a - | o
IFiIe harme 4 |Text |Last modified |E0mment |Le|ﬂ
aadq.vox For the letter O, press the seven key. B/22/2007 413
For the letter O ey i
aadsbn vox For a name directory, press 3. B/22/2007 4:13:27 PM
aadsbn.way For a name directory, press 3. 11./741899 Drefault Auto Attendant -
aadsbn.way For a name directory, press 3. 8/18/2006 5:31:37 PM
aadsbn.way For a name directory, press 3. 8/30/2006 6:19:09 P
aadsbn.way For a name directory, press 3. 9/20/2006 5:11:29 P
aadsbn.way For a name directory, press 3. 10/4/2006 7:06:51 P
aadsbn.way For a name directory, press 3. 10/158/2006 11:36:06 P
aadsbn.way For a name directory, press 3. 10/23/2006 7:46:10 P
aadsbn.way For a name directory, press 3. 12/1/2006 5:06:07 P
Maintenance Log aadsbn.way For a name directory, press 3. 12/41/2006 B:20:33 P
| | aadzvox For the letter 2, press the nine key. B/22/2007 4:13:00 P Ei
E. aadz.wav For the letter 2, press the nine key. 4/12/2006 4:33:54 P Ei
aachgpaw. vox To manage your pazsword, ... B/22/2007 4:13:05 P Ei
Dial Plan aachgpaw.wav To manage your pazsword, ... 4/12/2006 4:33:54 P Ei
aaclozed. vox Our offices are clozed at this time. | you know the exten B/22/2007 4:13:27 PM
aaclozed wav Our offices are clozed at this time. |f you know the exten 11/7/1899 Drefault Auto Attendant -
aaclozed wav Our offices are clozed at this time. |f you know the exten 8/18/2008 5:31:37 PM
aarlheed waw Mo affires are claead ab thiz ree TF oo know the svban BS00200R F:19-09 PR

Each system prompt appears as a row in the view. The information in the
following table is displayed for each system prompt.

Column Description
File name File name of the prompt.
Text Contents of the file in text form.

The text displayed here is accurate only if it is
updated each time the file is changed. If you are
unsure of the accuracy of the text, play the file to
confirm what it says.
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Column Description
Last modified Last time that the file was modified.
Comment How the promptis used in Wave. Applies to custom

prompts and auto attendant prompts only. The
column is blank for all other prompts.

Language The set of language prompts to which this system
prompt belongs. User-recorded prompts such as
auto attendant prompts have this column blank.

Controlling the prompt display

By default the System Prompts view displays all system prompts on the Wave ISM. Use
the control on the toolbar if you want to display only the custom prompts you have
recorded or only the prompts for a single language.

Al =

System - Latin Amercan Spanish
Syztem - LLE. Englizh
Syster - LS. Englizh

Note: To install additional language prompts, you must run the Wave ISM installation
again and select the languages you want.

Managing system prompts

This section explains the following aspects of managing system prompts:
= “Playing system prompts”
= “Exporting system prompt text” (page 19-5)

= “Exporting and importing system prompt audio files” (page 19-6)
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Playing system prompts

You can play system prompts to confirm that they contain the correct information.
System prompts play over the telephone or through your computer speakers. If you
choose to play a prompt over the telephone, your phone rings and the prompt plays
when you answer. See “Using the audio controls” on page 2-15 for more information.
To play a system prompt:

1 Select the name of the prompt that you want to play.

2 Choose System Prompts > Play.

Exporting system prompt text

Use the following procedure to export system prompt text into a .CSV file for
processing by a professional recording studio or for maintenance purposes.
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To export system prompt text:
1 Choose File > Import and Export. The Import and Export Wizard opens.

Import and Export Wizard

Select an impart or export action:

Drescription

Export spstem prompt information to
a file of comma separated values.

Help | < Back I Mest » I Cancel |

2 Select Export System Prompt Text and click Next.

Export System Prompt Text

Save exported file as:
Ic:\Program Files\StoragePlace’S ystemPrompts. cav Browse... |

Mote that the export operation may take several minutes.

Help | < Back | FEinigh I Cancel |

3 Under Save exported file as, accept the suggested location and file name or click
Browse and choose a different location and enter a file name.

4 Click Finish. The file is exported.

Exporting and importing system prompt audio files

You can export a system prompt from your ISM for use on another Wave ISM. You also
can import an existing sound file and use it as a system prompt. For more information,

see “Importing and exporting voice files” on page 2-15.
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Recording over system prompts

You may want to record over system prompts for some of the following reasons:

< You want your custom prompts and system prompts to be recorded with the
same voice.

= You want to change the message text of a prompt, for example, the Welcome
message.

= You have access to voice talent that you prefer over the existing Wave voices.

= You have localized the telephone commands for a language not provided with
Wave (see “Localizing the telephone commands” on page 19-14) and want to
record all of the prompts in that language as well.

Recording options

You can record system prompts in either of the following ways:
= “Recording system prompts professionally” (page 19-8)

= “Recording over system prompts yourself” (page 19-10)

The sentence file

The sentence file is a text file that contains all the voice prompts and the sentences they
form. The American English sentence file is located in:

C:\Program Files\Wave Server\TVLENOO.INI
Note: “ENO00” identifies American English files. Wave includes two other sets of

system prompts. EN10 identifies British English files. ES00 identifies Latin American
Spanish files.

The .WAP and .WAV files
Wave prompts are contained in the .WAP file, an indexed file containing individual

WAV recordings of variable information. Variable information, for example, numbers
and dates, is used to build more complex prompts.
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The .WAP files are used together to produce the complete prompts that callers and
users hear. For example, in the sentence prompt, “You have three new messages, and
twelve saved messages”, the words “three” and “twelve” come from the .WAP file.

The American English .WAP files are located in:
C:\Program Files\Wave Server\Vfiles\ENOO

The American English .WAP file is called TVLENOO.WAP.

The recording process

To record a complete set of system prompts, you must do the following:
= Record the .WAP file.
= Build the indexed .WAP file.
= Test the new prompts.

< Deploy the new prompts.

Recording system prompts professionally
If you choose to obtain professional recordings, you should choose a voice vendor with
experience in telephony recording, and then:
= Select a voice
= Provide the appropriate files to the vendor in formats they can use

= Test the new prompts for voice quality, usability, file-naming accuracy, and
indexing accuracy

< Deploy the new prompts

Selecting a voice

The vendor will often provide you with 44kHz, full-bandwidth voice samples from
which to choose. Ask your vendor to provide voice samples that have been re-sampled
or recorded as MuLaw PCM Mono 8 kHz, which is the format used in Wave. This will
ensure that your selection is based on how the voice will actually sound when used in
your Wave system.
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Keep in mind that high-pitched voices and high-frequency sounds degrade more as a
result of this type of re-sampling, which may result in considerable change in higher
frequency sounds at telephony bandwidth.

Using the standard Wave voices

To add or modify prompts using one of the standard Wave voices, contact Marketing
Messages as shown in the following table. They provided the original set of prompts.
Marketing Messages can record new voice files using the standard voices.

Language Voice
U.S. English “Ellen”
Latin American Spanish “Claudia”
U. K. English “Helen”
French Parisian “Sylvie”
French Canadian “Gisele”
German “Anneli”’

Contact Marketing Messages as follows:
Marketing Messages

51 Winchester Street

Newton, MA, U.S.A. 02461

800-486-4237 (phone)
617-527-3728 (fax)

http://www.marketingmessages.com

Providing files to the vendor

After you have selected a voice, you must provide your vendor with the list of prompt
files and the text of each prompt to be recorded. The list of prompt files is available in
the System Prompts and Prompts section of the TVLENOO.INI file.

You also need to provide your vendor with the TVLENO0O0.WAP file, so that your voice
vendor can match the indexing of the new .WAP file to the existing file.
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Testing the new prompts
Itis important that you thoroughly test all voice files that you receive from the vendor
to ensure:

= Accuracy of file names

= Synchronization of written and spoken prompt content

= Quality of voice recording

= Accuracy of index order and format of the .WAP file

See “Testing system prompts” on page 19-12 for information about using the Sentence
Tester to assist with some of these tasks.

Deploying the new prompts

After all files are tested, you can replace the existing prompt files with the new ones.
Place all new .WAV files and the .WAP file in the following directory:

C:\Program Files\Wave Server\Vfiles\User

The following auto attendant prompts must also be copied to the User directory.
= AACLOSED.WAV
= AAHIL.WAV
= AA4SBN.WAV
« AAOPORWT.WAV

The default location is C: \Program Files\TeleVantage Server\Voice Files\ENOO.

Recording over system prompts yourself

When you record over system prompts yourself, you can record all of the WAV files as
well as the.WAP file, as with professional recording, or record just the WAV files and
use the .WAP file included with Wave.

If you do not record over all the files, be aware that since prompts are combined with
other prompts when presented to callers or users, recording some but not all prompts
may result in a mismatch of voices.
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Recording over WAV files

You use the User/Workgroup Management applet to record over these files (see the
next procedure).

To record over a prompt:

1 In the System Prompts view, double-click the prompt. The Edit System Prompt
dialog box opens.

2 Under Contents, enter the text of the new prompt. Use this text as a script when
you record the prompt.

MName: I Date recorded: |3.-’8.-"2DD4 E:00:00 AM

Cortents: ([T o manage your password, ... ;I

|

Audio
o v|o|n|w| H|&

| Mot connected, press Play or Record to connect

Previous | Mext | 0k | Cancel | Help |

3 Record the prompt. See “Using the audio controls” on page 2-15 for instructions.

4 Click oK to save the new version of the prompt.

Recording over the .WAP file
You can record over the .WAP file by using a variety of recording tools and WAP tools.

If you do not already have such a tool, you should consider VFEdit, which is available
on the Internet.

Testing and deploying the new prompts
Use the Sentence Tester to test the new prompts. See “Testing system prompts” on page

19-12. For information about deploying the new prompts, see “Deploying the new
prompts” on page 19-10.
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Testing system prompts

You can test system prompts by listening to them in context over your telephone. By
joining individual prompts into sentences and playing them as they are used in Wave,
you can evaluate intonation, emphasis, and consistency.

To test system prompts:

1 Start the User/Workgroup Management applet using the /sentence command line
option.

2 Choose Tools > Test Sentences. The Test Sentences dialog box opens.

Language to test:

Sentences: Current sentence:

A cting Greetéctive. vow, w1

AzkMame

BackToOrnigCallPress1 Name Data Type Value
CallerH azHungup

Eaulﬁof‘& “ariable 1 [Number =
allFro

CallFrome<Fory Wariable 2 Mumb > |2
CallFromi<Fort 2 [Nurber =il
CallFram<Fory2 Variable 3 [Number RARE
CallFwdCanceled )

CalHandled Variable & [Number =l s
Callncompatible . 5

CallM adsnawer Wariable & INumber j |5
CallDut0fQrder . )

CallPatked Vaiable £ [Number =l s
CalRejected . X -
CallséreDND Variable 7. [Humber = f
CallsFrwrdT oE stat ariable & ~| [z
CallsFrwrdT oE sthum - INumber J I
CallsFurdTaThisE st Variable & [Number =ls
CallJnazsigned .

CancelFonwardPress4 LI “ariable 10: INumber j I‘ID

Test I LClear | Cloze | Help |

3 InLanguage to test, select the language of the prompts that you want to test.
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4 Under Sentences, select a sentence from the list.

Language totest |15, Engsh =l

Sentences: Current sentence:

TolistenPress1 ;I |TOPurgeMsg1.vox,the.vox, w1, IF %1 =1 THEM mmsg.wox ELSE mm
ToListenPrewt sgPressh

TolistenS avedPress2 N DataT Val

ToListenT hiskdsgPress1 ame a8 U5 alue

ToManageCaldnHoldPreszz3 “Variable 1: =
ToManageGrestingPressd anable 1. INumber J |1
ToManaget sghcctPress9 ‘ariable 2: Humb =in
TobanageMsgbectPressStar = I umnber J I
ToMarkPrivatePresse W ariable 3: INumber j I3

ToMarkLirgentPresss

Variable & [Number R
ToRecoverDeletedPress8 .
ToReplyPress1 Wariable 3: INumber j |5
ToReplyThistsgPreszd . )
ToRerecordi sgPress3 Variable E: INumber j IB
ToReviewt sgPress2 . X -
ToSaveThishzgPresst J Ve B L INumber J I?
ToSendMsgPress3 ariable & ~| [z
To5endThisMagPress1 - INumber J I
ToSpeakTolperator Wariable 3: INumber j IS
ToStartACalPressPound .
ToUnDeIeteMsgPressS LI Wariable 10: INumber j I‘ID

Test I LClear | Cloze | Help |

The Current sentence box displays how that sentence is described in the
sentences.ini file. Many sentences consist of a single WAV file. Other sentences are
made up of several joined .WAV files, and may contain variables as well.

b You can double click a sentence to test it, or select it and press Test. When your
phone rings, pick it up and listen to the sentence in the language you selected. You
can continue to play messages, and even change languages, without hanging up
your phone.

6 If the sentence contains variables, they are indicated in the Name column with an
asterisk. You can enter a new Value for a variable, and optionally select a different
variable Data Type.

For example, by default the sentence ToPurgeMsg sentence plays as:

“To permanently delete the 1 message in your ViewPoint’s Deleted folder,
press 3. Otherwise, press 4.”

By changing the value of Variable 1 to 6, the sentence plays as:

“To permanently delete the 6 messages in your ViewPoint’s Deleted folder,
press 3. Otherwise, press 4.”

Click clear to return all values to their original settings.
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Localizing the telephone commands

The Wave Localization Kit is available if you want to localize and record the telephone
commands in another language. The Localization Kit includes all the necessary
documentation and tools for localization.

Although the process for recording system prompts is the same for localized system
prompts, the localization process requires several more steps, which are described in
the Localization Kit.

For more about the Wave Localization Kit, contact your Wave provider.

Changing the offhook alert audio

When a Wave station is left offhook for too long, it plays the prompt “Please hang up
and try your call again,” followed by a loud reorder tone for two minutes, similar to
the tone played by telephone companies. To change the offhook audio, change the
following files:

= HangUp.WAV. The verbal prompt.

= OffhookAlert. The reorder tone.
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Recording All Wave Calls
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About recording calls

You can have Wave automatically record all calls handled by the system, while
exempting the individuals, roles, or queues of your choice. For example, you could
record all calls except for those belonging to users in the Administrators role. You can
also exempt internal (station-to-station) calls.

Note: Users can also record their own calls manually (see Vertical Wave User’s Guide),
and you can configure call center queues to automatically record calls (see the Vertical
Wave Contact Center Administrator’s Guide).

System call recordings are stored in a voice mailbox of your choice. You can manage
them exactly as you would manage voice messages. For instructions on playing and
managing voice messages using the phone or ViewPoint, or managing archived
recordings using the Wave Archived Recording Browser, see Appendix E of Vertical
Wave User’s Guide.

Caution: /f you record all calls or even a significant portion of calls, or if you have users
with thousands of saved voice messages and large maximum mailbox sizes, disk space
on the Wave ISM can quickly fill up with voice messages and call recordings. In
addition, ViewPoint performance will significantly degrade while a user searches for
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and acts on thousands of recordings, or when recordings are being delivered to the user
in quick succession. See “Offloading call recording voice files from your Wave ISM” on
page 20-3 for how to manage many recordings properly.

What parts of the call are recorded

Call recordings include only calls with two or more parties, and only the portion of the
call from time the parties are connected to the end of the call. The following parts of a
call are not recorded:

hold music

auto attendant messages
voicemail greetings

voicemail messages

telephone commands or prompts
IVR Plug-in prompts

consultation calls during supervised transfers

When a call is transferred, the various conversations are included in a single call
recording.

Exempting queue calls

Call centers usually comprise a large portion of a system’s total phone traffic. If your
site uses Wave call center queues, it is recommended that you exempt your queues
from system call recording, and use the queue’s own recording features to record
queue calls (see the Vertical Wave Contact Center Administrator’s Guide). Otherwise, a
needless duplication of recordings can result.

Privacy

Some states require that you announce to callers that their calls may be recorded. Wave
includes a system prompt, MayBeMonitored.vox, that says, "Your call may be

monitored or recorded,” which you can play as needed (for example, by using an auto
attendant or call center queue greeting). In addition, Wave allows you to play a regular
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“reminder beep” while recording calls which alerts users and callers that their calls are
being recorded (see “Including a beep on call recordings” on page 20-7). It is the
license-holder’s responsibility to comply with any Federal or other applicable statutes
regarding the recording of phone calls. Vertical Communications, Inc. disclaims any
responsibility for failing to comply with such regulations.

Preparing to record all calls

Recording all Wave calls can use significant amounts of disk space and can consume
many voice resources. Including regular reminder beeps on recorded calls also requires
additional conference resources. Before beginning to record calls, you should plan for
how to store the resulting voice files and manage the demand for voice and conference
resources. See “Call recordings and voice resources” on page 20-5 for information on
managing voice resources for call recording needs.

Offloading call recording voice files from your Wave ISM

Each minute of call recording consumes .46 MB of disk space. If you store all call
recordings on the Wave ISM computer, it can rapidly consume your available hard disk
space and interfere with phone system performance and users’ ability to receive voice
messages. Therefore, it is highly recommended that you automatically offload call
recordings from the Wave ISM computer. The following are two ways to do so.

Automatically archiving recordings

The recommended approach to archiving is to have Wave automatically archive all
recordings of a certain age. You can choose which users are subject to automatic
archiving and you can specify the network location of your choice for archive files.
Users with permission can then search, manage and listen to the archived recordings
using the Wave Archived Recording Browser. See “Archiving call recordings and voice
mail” on page 23-34. Recordings are archived in .VOX, WAV or .MP3 format with
detailed Call Log information about the call.

Moving recordings to any e-mail address

As an alternative to automatic archiving, you can use Wave e-mail notification to
automatically move call recordings to any e-mail address. To do so:
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1 Create a placeholder user (hamed, for example, “Recorded Calls”) to whom you
send all call recordings. For instructions on creating a user, see “About users” on
page 11-2.

2 Set up e-mail notification for the user with the following selections:
¢ Send e-mail for all messages
« Attach voice message and delete from Inbox

For instructions on setting up e-mail notification, see “Setting e-mail notification”
on page 11-22.

With these settings, the call recording files are moved to your e-mail server in the form
of e-mail attachments, with detailed Call Log information, and are deleted from the
Wave ISM computer as soon as they arrive, so that no extra disk space is consumed.

When you offload call recording files via e-mail notification, you will have a large
number of e-mails in the e-mail account to which they are sent—one e-mail for each
recorded call. Wave automatically puts information about the call into the e-mail’s
subject and body, so that you can use your e-mail program’s Search capability to find
a particular call recording. The e-mail’s subject holds information in the following
format:

SysRec: TrunkX/NAME->Station Y/User Y

where -> indicates the direction of the call, Trunk x indicates the trunk number involved
and the Caller ID name (where available), station Yindicates the station ID of the
station involved, and User Y indicates the extension of the user involved.

The e-mail body also includes the following Call Log information that further
describes what was recorded (example data used):

Notes:
Trunk 1/ Unknown -> Station 2/ Queue 500

CustombData:
CustPropl=Value of Custom Property 1;CustProp2=Value of Custom
Property 2;

--- Call Recording Details ---
Direction: Inbound

From: Unknown

To: Queue 500

Answered By: User 2

From Number: 6172344500

To Number: 500

From Code: <None>
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To Code: <None>

From Device: Trunk 1

To Device: Station 2
Duration: 01:07

Start Time: 8/31/2005 11:17:55
Stop Time: 8/31/2005 11:19:02
Wait Time: 00:07

Parties: 2

Caller ID Name: <None>
Organization: <Nonex>

Call Log ID: 04010000002119

Wave Code:1207:1010:1

Storing call recordings on the Wave ISM

If you decide to store call recordings on the Wave ISM instead of offloading them, you
should choose the amount of disk space that you want to devote to storing call
recording files. Even if you configure Wave to automatically archive call recordings
daily you still need enough disk space to hold 24 hours of recordings before they are
archived. When this space is filled, you can have Wave automatically make room for
the newest call recordings by deleting the oldest. To set this up:

1 Limit the size of the placeholder user’s voice mailbox to the amount of disk space
you want to devote to call recordings. Use the formula 1 minute = .46MB. For
example, to devote 1 GB to call recordings, set the user’s voice mailbox to 2185
minutes. See “Configuring the user’s voice mailbox” on page 11-18.

2 Configure system call recording to automatically delete the oldest call recording
when the mailbox is full. See “Recording all calls” on page 20-6.
Call recordings and voice resources
Call recording involves one additional voice resource for each call being recorded. For
example, if your system has 5 trunk calls and 8 internal calls occurring at the moment,

13 extra voice resources are required to allow for call recording. Including a reminder
beep on call recordings also uses one voice resource shared across all calls.

Note: Wave does not use dedicated trunk voice resources for system call recording.
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Before beginning to record all calls, you should make sure that your hardware
configuration includes enough voice resources to meet the increased demand. For a
more in-depth discussion of voice resource usage, see Installing Intel Telephony

Components.

Adding reminder beeps to a two-party call requires three conference resources: one for
each party, and one for the reminder beep. This can significantly increase conference

resource usage.

Recording all calls

20-6

Use the following procedure to set up the automatic recording of all Wave calls, and

Call recordings beeps and conference resources

specify exemptions for calls that you do not want to record:

1 Choose Tools > System Settings. The System Settings dialog box opens.

2 Choose the Recordings \ System Call Recording tab.

{d System Settings

Recordings % Spstem Call Recording
- Server 4| ¥ Becord all calls
[+ Call Data :
. Orgarizations Send call recordings to: IAdmin j
-~ Business Hours wihen mailbos is full: IDeIete oldest call recording j
[#-Licenses

- Dial-by-name Directory
[#- E-mail Motification

[+ Security

=1~ Audio

- Hold Sources
[#-Call Log and Trunk Log
- |nternal Dialing

[#- External Dialing

[#- Emergency

- Recordings

- Archive

- System Call Recording
... Ramindar Paans

.|

¥ Dao not recard internal station to station calls

Do not record calls while these are in the call

3 Check Record all calls to have Wave automatically record system calls according to
the settings you make here. If unchecked, Wave does not record system calls.

4 From the Send call recordings to dropdown list, select the voice mailbox to which

system call recordings are sent.
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From the When mailbox is full dropdown list, choose one of the following options:

Discard new call recording. Wave deletes the new call recording instead of
storing it. Selecting this will cause call recordings to stop when the mailbox is
full.

Delete oldest call recording. Wave deletes the oldest call recording in the

mailbox to make room for the new recording. Only call recordings can be
deleted by this method. Wave never deletes voice messages in this way.

To exempt internal calls, so that only calls involving a trunk are recorded, check Do
not record internal station to station calls. If unchecked, both internal calls and calls
involving a trunk are recorded.

Use the Do not record calls while these are in the call list to exempt users or roles from
system call recording. You can exempt any of the following entities:

Users. The system does not record any call while an exempted user is a
participant.

If an exempted user joins a conference call that is being recorded, the
recording pauses as long as the exempted user is in the call. If the exempted
user leaves the conference, the recording resumes.

Roles. The system does not record any call while a member of the role is a
participant.

Queues. The system does not record any queue call.

When a queue call is transferred to a user who is not an agent in the queue, it
ceases being a queue call and recording of it begins.

To exempt a user, role, or queue from system call recording, click Add. Make your
selection in the System Call Recording Exclusion dialog box and click OK.

8 When you are finished adding exemptions, click OK.

Including a beep on call recordings

You can include a regular “reminder” beep on Wave call recordings. If enabled, the
reminder beep is heard by all parties in the call and is included in the recording. You
can enable or disable recording beeps for each type of Wave call recording.

20-7
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To include a reminder beep:
1 Choose Tools > System Settings. The System Settings dialog box opens.

2 Choose the Recordings \ Reminder Beeps tab.

Recordings % Reminder Beeps

[ Play reminder beeps during user call recording
I Play reminder beeps during queue call recording

I~ Play reminder beeps during spstem call recording

3 Check the appropriate box to include a beep with each type of recorded call as
follows:

= User call recording. Call recordings made manually by users using the *16
telephone command or ViewPoint’s Call Monitor commands.

= Queue call recording. Automatic call recordings set up in a call center queue.
These include queue call recordings and agent call recordings.

= System call recording. Call recordings set up in System Settings, Recordings \
System Call Recording tab, as described in this chapter.

4 Click oK.

Archiving call recordings
To save space on the ISM and improve ViewPoint performance, you can archive call

recordings to a location of your choice, and access them using the Wave Archived
Recording Browser. See “Archiving call recordings and voice mail” on page 23-34.

20-8
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About tracking and distinguishing calls

Wave provides several ways to track groups of similar calls for purposes of
record-keeping, billing, or automated call handling. The most basic way to track
related calls is by sorting the Call Log (see “Using the Call Log view” on page 23-5),
and by running reports using the Wave Call Center Reporter (see the Vertical Wave
Contact Center Administrator’s Guide). This chapter describes the following more
advanced methods of tracking and distinguishing calls:

= Using Organizations. Organizations enable two or more separate businesses or
contractors share a Wave ISM and trunks, yet be independent of each other in
terms of caller experience and internal billing. See the next section.

= Using account codes. With user-entered account codes you can distinguish any
group of calls for reporting and accounting purposes. For example, if your office
contains employees or contractors whom you bill separately for their phone use,
you can use account codes to mark calls by the user they belong to. Other uses of
account codes include marketing campaigns, case and issue tracking, and more.
See page 6

= Defining custom data variables. Custom data variables enable you to attach any
information to incoming calls, for example, the name of the product that the
caller is calling about. Users can view custom data variables in their Call
Monitors, and you can set up automatic call handling based on custom data
values. You can also report on calls involving custom data variables. See page 14.
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Using Organizations

With Organizations, two or more separate businesses or other groups can share a Wave
ISM, yet remain independent. Callers dialing a user in one Organization would never
know that other businesses exist there, and internal billing can be kept strictly separate.

Once you define one or more Organizations, and assign each user to the appropriate
Organization, you can do the following:

Log calls by Organization for purposes of tracking or billing.

Restrict callers at the auto attendant to dialing only the extensions of users in the
Organization they’re calling.

Distribute outbound trunk use between Organizations.

This section covers the following aspects of using Organizations:

“Defining an Organization” (page 21-2).

“Assigning users to Organizations” (page 21-3).

“How calls are logged by Organization” (page 21-4).

“Creating an auto attendant for each Organization” (page 21-4).

“Configuring Operators for multiple Organizations” (page 21-4).

Defining an Organization

To use Organizations, you must first define them.

1

In the User/Workgroup Management applet, choose Tools > System Settings. The
System Settings dialog box opens.

Choose the Organizations tab, which lists the Organizations you have defined so
far.

To edit or delete an existing Organization, click the Organization, then click Edit or
Delete.
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3 Toadd a new Organization, click Add. The Organization dialog box opens.

Organization name: |YYZ Corp

Cancel | Help |

4 Enter the name of the Organization, for example, the name of the company that is
sharing the Wave ISM.

5 Click oK to return to the Organizations dialog box.

6 When you are done adding Organizations, click OK to close the System Settings
dialog box.

Assigning users to Organizations

Once you have defined Organizations, you can mark calls by which Organization they
belong to. You can view a call’s Organization using the Organization column in the Call
Log, and Wave reports, and easily sort by Organization for tracking or accounting
purposes. You can also display a call’s Organization in ViewPoint’s Call Monitor.

Note: Users in different Organizations cannot have identical extensions. Every Wave
user must still have a unique extension.

To assign a user to an Organization:

1 Inthe User/Workgroup Management applet, double-click the user in the Users
view to open the User dialog box, and choose the User \ Call Log tab.

User \ Call Log

¥ Log this user's calls: IAII calls j
¥ Organization: IABE Team j '_,?I

2 Check oOrganization, and select the Organization to which the user should belong.
Click 3| to create a new Organization. See “Defining an Organization” on page
21-2.

3 Click oK.

See Chapter 11 for complete information about setting up a user’s account.
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How calls are logged by Organization

The Organization column in the Call Log displays the Organization for each call that is
associated with one. Outbound calls are logged with the Organization of the user who
placed the call. Inbound calls are logged with the Organization of the user who
answered the call (the user who appears in the Call Log’s Answered By field.

Note: If a call center queue agent places calls as the queue, the call is still logged with
the Organization of the agent, not the Organization of the queue.

Conference calls are logged with the Organization of the user who started the
conference call.

Creating an auto attendant for each Organization

Assuming that each Organization has its own phone number, you can define a separate
auto attendant for each Organization. Callers will then hear a greeting and menu
choices specific to the Organization they’re calling, and they will be unable to
accidentally dial users in other Organizations, either by extension or dial-by-name.

To create an auto attendant for an Organization:

1 Create a public workgroup containing the same users that are the members of the
Organization. For instructions see “Creating a Workgroup” on page 12-3.

2 Define an auto attendant as described in “Configuring an auto attendant” on page
13-2. Check Restrict dial-by-name and extension matching to members of on the Menu
Choices tab, and select the workgroup.

3 Route the trunk(s) corresponding to the Organization’s phone number to the auto
attendant. Alternately, edit the auto attendant to give it the appropriate DID
number. See “Creating a new auto attendant” on page 13-3.

Configuring Operators for multiple Organizations

Atseveral places in the Wave system, callers can press 0 to transfer to an Operator. With
multiple Organizations, you might want to have a different Operator for each
Organization. To set up multiple Operators and make sure that callers reach the right
Operator for the Organization they are calling, do the following:
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Decide which extensions will be the Operators for the different Organizations. For
example, 101 for Company ABC, and 102 for company YYZ. These examples are
used in the following steps.

Edit each user. On the User\Details tab use the Operator field to select the Operator
extension appropriate to the user’s Organization. For example, if a user belongs to
Organization ABC, select extension 101. This ensures that callers pressing 0 while
leaving a user voicemail are handled correctly.

For full instructions, see “The User \ Details tab” on page 11-13.

If you have restricted one or more auto attendants by workgroup (see “Creating an
auto attendant for each Organization” on page 21-4), edit each workgroup
specified by an auto attendant. On the Dialing tab under If no answer, transfer, select
the Operator extension appropriate to the Organization. For example, if the
workgroup holds the members of Organization YYZ, select extension 102. This
ensures that callers pressing 0 at an auto attendant are handled correctly.

For full instructions, see “When no one answers a call to a workgroup” on page
12-6.

If you are using Wave call center queues, edit each queue. On the General tab
under Operator, select the extension appropriate to the queue’s Organization. For
example, if the queue belongs to Organization ABC, select extension 101. This
ensures that callers pressing 0 while leaving the queue voicemail are handled
correctly.

See the Vertical Wave Contact Center Administrator’s Guide for complete information
on creating and using a call center.

You can set up the default Operator at extension 0 to automatically transfer calls to
the correct custom Operator based on who is calling. To do so, you must have
created a workgroup for each Organization, containing all the users in that
Organization. Edit the default Operator in ViewPoint. For each Organization,
create a call rule that activates for that Organization’s workgroup, and sends calls
to the appropriate custom routing list. For each Organization, define a custom
routing list to have no steps, only a final action that transfers the call to that
Organization’s custom Operator. For example, the call rule that activates for
workgroup ABC would send calls to a routing list that transfers them to extension
101.

See Vertical Wave User’s Guide for instructions on creating call rules and routing
lists.
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Using account codes

Wave allows you to track your phone traffic by either forcing or optionally allowing
users to enter an account code for each call. Account codes can represent any aspect of
your phone traffic—customer number, product line, department, and so forth—that
you want to track. You can define the available account codes and tell your users the
codes that they should or must enter under specific circumstances.

Some of the ways you can use account codes are as follows:

= For billing clients. With account codes you can track calls to various customers
whom you bill for the phone time you spend with them. You can associate
account codes with contacts for automatic customer tracking.

= For internal accounting. If phone bills are a significant part of your company’s
expenses, you can use account codes to perform detailed expense analyses. For
example, you can track phone use by department.

= For marketing campaigns. By setting up an account code for the campaign and
having agents use it whenever they place or receive campaign calls, you can
track the time, resources, and results of the campaign.

Account code information appears in the Call Log (see “Using the Call Log view” on
page 23-5), and you can generate reports using the Wave Call Center Reporter that
show calls by account code. For information about the Call Center Reporter, see Vertical
Wave Contact Center Administrator’s Guide.

Example: Your office is working on the Gould case and the Avellanos case. You give the
Gould case an account code of 88 and the Avellanos case an account code of 55.
Whenever users place or receive calls relating to the Gould case, they enter 88.
Whenever they place or receive calls relating to the Avellanos case, they enter 55. You
can then run a report that sorts calls by account code and see the phone traffic for the
Gould and Avellanos cases separately. You can also run a report that sorts by user, so
that you can see how much phone time a specific user spent on each case.

Account code modes
On a per-user basis, you can set account code entry to be voluntary or required. You

can also choose to have the system verify account codes against a list of valid account
codes.
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The following account code modes are available:

Optional non-verified. The user is not prompted to enter account codes, but can
enter one if desired. If the user does enter an account code, it is not checked
against the list of valid account codes.

Optional verified. The user is not prompted to enter account codes. If the user does
enter an account code, it is checked against the list of valid account codes. If the
account code is invalid, the user is prompted to enter it again.

Forced non-verified. The user is required and prompted to enter an account code
when placing an external call. The account code is not checked against the list of
valid account codes. This option is not available for inbound or internal calls.

Forced verified. The user is required and prompted to enter an account code when
placing an external call, and the account code is checked against the list of valid
account codes. If the account code is invalid, the user is prompted to enter it
again in order to make an external call. This option is not available for inbound
or internal calls.

Setting general account code options

Before setting up account code modes for individual users, you should configure the
system-wide account code options as follows:

1

From the Management Console, click the icon for User/Workgroup Management,
located in the PBX Administration section. The User/Workgroup Management

applet opens. See “Using the User/Workgroup Management applet” on page 2-9
for information about navigating in the User/Workgroup Management applet.

Choose Tools > System Settings. The System Settings dialog box opens.
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3 Choose the Call Data \ Account Codes tab.

-'-E:d System Settings E
Category Call Data \ Account Codes

[ Server
B Call Data

nt Codes:
Custom Data
- Organizations
- Business Hours
[#-Licenses

- Dial-by-name Directory
- E-mail Motification

H- Security

- udio

+]- Call Log and Trunk Log

-

-

Default inbound mode:

Drefault outbound mode:

I Optional non-verified

=

I Optional non-verified

[ Collect account code before dialing nurmber

[~ Werify account codes according to range

i length:

M aginumm lenagth:

|3

|7

- Intarnal Dialinn

4

17

Under Default inbound mode and Default outbound mode, choose the account code
modes that you want to be active at stations to which a user has not been assigned.
For an explanation of the modes, see “Account code modes” on page 21-6.

Check Collect account code before dialing number to prompt users for an account
code immediately after they dial a dialing service access code (for example, 9).
Uncheck the box to prompt users for an account code after they have finished
dialing the entire phone number.

Check Verify account code according to range to have the system verify account
codes by length. If an account code contains too many digits or too few digits,
users are prompted to enter it again. Under Minimum length and Maximum length,
specify the acceptable range for account code length. For example, if account codes
in your system can be two, three, or four digits, enter a Minimum length of 2 and a
Maximum length of 4.

Note: It is more efficient to set Minimum length and Maximum length to the same
number and use account codes that are all the same length. When set up this way,
the system immediately recognizes when users finish entering an account code, so
they do not need to press # at the end of the account code. When account codes are
of variable length, users must press # to end the account code or the